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Introscope H )" G IGAERS, CA APM B354 H 7 17 5 43 LA AR P B4 T
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FEVE CAAPM 24,  AZR AR EE B WA . — BV A5 1 22 4
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CA EEM 2t Ja {7 i s RIS T B2 I M 5, LA
RAE SRR TP B S AL PE RTINS, SN R S 1) T

1. CAAPM bk 15



CA APM 2 4= FIA PR ik iA

D AEA R
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AT LK CA EEM 51t CA e fiftvhr i, UMEE—EE A
(b 55 1 FHRE o S B — S50 S A7 1) 57 2 (IAM) o IX 5 5 CA EEM
2R AT R, RS T B NI IR P B EN . R,
S BRI AT PR A

- CASiteMinder £k,
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SiteMinder WC &4l FH 0 FH P AEa R R P 4145 B, ] cA
SiteMinder FEHEIEAT G0 50AE, LA SZFRE L CA SiteMinder Web
N FHFR PR T B B k.

- SR c#t. C++ il Java iE S 11 SDK

CA EEM SZHER ] CH#. C++ Al Java & 5 I T R 4355 . CH#. C++ Fl Java
SN G I L A S E A AP AT A N2
HA B FEREIACHS R XML A, DL A Sl He 22 4= ThRg ik A
BN FHRE T 1R -

R Web F 7 AU

CA EEM I 4R HLIE T Web (15— BEIR T, fe KPR Ml D 42 7 A
YEG N RER 24 SRS« P A AT A2 U P JecAR o g 22 425
W HLTRCRINY FHRE PP AN B 22 5, ] AR 55 R IK AR ORF— 3K
2o, AR BT AN IR AR .

- LR Web 1 FH
CA EEM $RHERI Y Web FH 7 FUifl, &) Fhiin ol 72 A Y 2
P2 AL, T BT R4 LA R s ORI PR o) S . ak
0] LU CA EEM SDK B4 B P S 4 A4 H N 1 5 XM T
.
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AT LR BE GRS PR B ) A AN A A s A B R s Y TR .
U5 B I

- PR
AT AR 22 4 S JF A VEAN 1 SRS S B, DA ER ALK JL#
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2 X FIECE Introscope 1,

AREALSGLEW E Introscope %42 HIE UL & Introscope 15 A
Ho RFERAEA I MOM, A48 R T AR 2 [ 1) 22 4% B 43 B0 E
IRV B

I A DU 3
%€ SCFIAL & Introscope dik (p. 17)
BC 24 G BOUE ) A FIFAEH (p. 24)

5E X FIBCE Introscope 1,

EREY

Introscope f#f IR X /- ARELFI IS 18 4, DL SUBLE CA APM JH P ] LA
F 2245 8 o n]LAYE domains.xml U GZ U T <EM_Home>/config
Hxd) HAfH Perls 1IENIZEIA K Introscope AAFRBL 235, A] AT
domains.xml K5 X, 1T TC 75 % FEATFH (1) 2 WA 42 440

B T HCE IR A, BT LAEBEAT Introscope 22 41 B s e B J A PR o %)

TAM W E, WAE domains.xm! SCAFFRRC E AR . B RTEAE B,
2 /L domains.xml TLE Introscope SALPE (p. 36). 21534535 CA EEM
SKSEIN Introscope 224, MV BRE8 K 2% domains.xml H FEJEAL PR,

IE NSO TE CA EEM HPL B X SRR . A TVEGNE B, 152 P4 G AR 5
CA EEM APM 3575 Yt [ S (p. 83).

1F Introscope HAT P FRS Y [ dak .

w R — R T RGP I P SRS AR . P AR
LE G ] 0L, (T E LR o s . BRIAR
Introscope LB AL 5 ZZR . W RABCEAT ] HoAbIs, ) A A
HR RS 2] 47 42,

) R —FE domains.xml SUAF GZ U T <EM_Home>/config
HakrR) e SOk, domains.xm! SCEEHE A 42 20 1F ) 208 2 g e
9o

F 2. 5 XA E Introscope 15, 17



5E SUFIHC &' Introscope 1,

15 e SR

7 domains.xmi ST A 8 SCITRE I A2 «

n 8 SN A ZGEAE AT U XML SRR
s ARG,

n AEAATIES AU AR XML TR N .«

o E BT RET T LA 2 I o 0 SRR A0 B A VERE R
AREE, WRZACERS WU 2% 44, IF HAB AT WL . -

R R SIFHSIREAN, SRR NS “ 5 EL” & 1
FA e sk E .

w  ARHLEE BRI IO RO e IS N RSO O IOAT AT, JUACER
R WSS 2 L RN TR S, A QRS s B g
SR

w WA RE Y ) AZ R LT GRS DL EC & A DLHE A AR
) , N Introscope 23 T #1 i€ L HIEELE <SuperDomain> Firic 2.
i

= Introscope ¥ AVCEATAT RS CEHT domains.xmi SCA4HR ) IE I 264
AR, B AR e

FERRZ A U RESHFERAE A A R domains.xml

FEREE TE MOM FISEE 25 UL N AE BEAR N RIS HEAE 38 T 3k cov I,
i T X L E ZE ) domains.xml FHI

BEEFR! ANZTE CAAPM FEEEN DL A CA APM FEEEZ W] MOM, Ist4E
25 F1 oV H AN A domains.xml S04

MOM ] LAZEREAE H A TS AREE CIEAE M BF AR R 50 s AR EE) AbBEANIH]
P8 HIE, MIEXT MOM R EEds B sSeARERAE A R, &%
FHMOM 197 s B AL H HIRA—E, RS BARESm et
AN ERERNEE S E Iy s AREE, PRI, Py sARBER A AN o Ae i ik
MOM fill#d [ Workstation &, BRARR g Ay seARH . il b
&L, CATechnologies 5RZ4HE AL — M) MOM LA T AR 2%
FCE 5EAH A domains.xml S, XK, ToFRERA I SAREE LA R
Workstation _F55 e AR AT O D7 S cH, S i A0 s AQEEE5dis
2x—HAE MOM Workstation HA] I, .
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WL B S S AR AP & B 48 (CDV), CDV domains.xml U420 55 DA
T

m  CDV EH: 2| T AW RS T Ak

w  EPTARE (B8 cov ISR RS I ETA .

R A AEAE T U EESS domains.xml SCAFEF{HAE CDV domains.xml 3
PR, R AR DL G DL

m  CDV ARG i Aa s 3k 2

CDV Workstation AN (.7t 2K PRI AR 28 (R B

B AT FRs LB 5 2135k
Al domains.xml SCAR R SO 1A 2 L B 2] 45

HHATUA T R:
1. i3] <EM_Home>/config H k.
2. {TJF domains.xml SCA4
3. A T s SO (p. 18) R LA J@ Pk re S
name
B A4 R
I S P TR Ay <
n  BRPRECA AT MRS FETRT -
ARV
E75%)
ISR e A
SOVFAE I BR 515 Z AMNRATATT 5
FER: T XMLERCHRIX 5r KN
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¥R domains.xml &%

6.
7.

XA HAbs R A AP R 3.
THERTE domains.xml IR R € SUE ZI L, LI ] LT domains.xml
TEFFA QT S S8 2 858 2 H S A R S 215 e Bk
fian, an ok DU BRIk BT domains.xml [k, WIATEALEE
I XML SO AR 2 ik e AR E T B e .
<Superbomain>

<agent mapping="(.*)"/>

<grant group="Admin" permission="full"/>
</Superbomain>

TR 2B YIRS T domains.xml (AR, IR T LAk ITAT
ANVEBEHIARER

15473525 4] domains.xml U
HOHT A S A A EEEY, AT DU g — AN 2 AN E

HER: WER domains.xml SCAF AT TRRE DR ARAT 1R, DA BEZSREAN

EEEIR

W E S A

<domain name="Domainname" description="Domain description">
<agent mapping="host\|process\|agentname or matching agents"/>
<grant user="username" permission="permission"/>

</domain>

B EAR IR S A SRR
FEQULEHE AT BB, T LUV S B0 e AT

WA H % GZ% H XN TAE domains.xml W5E LRI 2857 5B
PEAERES ) 2158 H b, A FATE 5 3 SC k.
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BHITU T I R:

1.

3.

7E <EM_Home>/config/modules H&, Al —A 576 E— g
(RT3 44 AH X 1T H 3%

wltn, WHRE X T 40 PetstoreA  [RES, WUILE D IR oG]
— 44N PetstoreA I H =%, 41 F#IHTR~:
<EM_Home>/config/modules/PetstoreA

WE: HRUIE domains.xml S E XA FRFE4AILES (HFS
1ERf, KANEWITED , NP SN2 H 5% A 5 8 AT e 5 B
e,

H P RE R BB N <EM_Home>/config/modules H 5% 21| MG £ 1)
NE I

O R S ANV S, AR DU AR R

e B8 BTN I 2158 & SR

FE5E SCET I, B I S AT PSR . 4 SRy BT 7 SO 2 7= BR
WP, U R 7 1) e B AR A2 A 21 SRt

HHITU T I R:

1.
2.

3.

Si3] <EM_Home>/config/modules/ H >k .
¥ SampleManagementModule.jar A HIZH & X Iskrb AT AR ER
HxH,

B, anSsE LT 444 Petstore A 35,  IPKR
SampleManagementModule.jar ZH|3|L T H 3%

<EM_Home>,/config/modules/PetstoreA

FOB A B Ak P DU IN 280 (K 6 B

HEEFER ! BB s s AR ANS AT 7 U S dhon i
BRI W AR~ PSR B A A ] S A S i A sk
AT s ) BB AR A, S 2 IRAR

B SRR S

FOBFTRACEEWR B R sk (FEMIER T2 5 0F T2 e
AT LLF =Fhas R

U RN 7> FO WA 21 SRR R ACEE, JF FAZACREAT A T4, )
CAG DA GRS

WERAREEAT JCIP) SNMP W g, T2 58 AT 1% SNMP MIB.
BARFRS BN RN, AT R (R AT A O T s BB Bk .
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itz 3

G

FELLISOLT, AT RE ZEMR 4k

FRARHL T Bege AN 4k
PR

WHIATU TP R:

1.
2.

3.

KAV PR

Si3] <EM_Home>/config H 3%.

M domains.xml SCAFHH R

AT, G AT RS AR A QB T 20 e SN ] )4

M <EM_Home>/config/modules H & H il BiAH N ) dak H 5% o
FOB H B A B .

EIFPANEI T PTATACEEAHE B R 8 A, IR iR
S T ORI B AR

HHITUTZR:

1.
2.

3.

KA RS

FIIFALT <EM_Home>/config H &1 domains.xml SCA:.
FEPIL (sl A T, RHMCEEBE XML ACHS(E .
FEHARE CAnddiB) R, REIGACRE G XML AR L
PR, Clirde A AR U XML AR

# <EM_Home>/config/modules/ HiJ5, (hnds A) H WA &R
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N E PR AL B,
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FEN[EIHY Introscope %232 [H] e f 35,

W H bR 22N SR 2 e e E, W HdT iz . (R,
domains.xm! SCAFH 5 SR T S0k 56 A AH R B 1S Ol o )

HIATU T R:

1.

W22 ) <EM_Home>/config/domains.xml AT S 31 H b2 3¢
HAH R H 5o

B 22 T
<EM_Home>/config/shutoff/MetricShutoffConfiguration.xml (U1 A{¢
76> SR H breeerh B AHA H 5%
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FEIR T R 22 2 B B3k
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VAR, NIRRT IR R .

EHATUL T R:

1. FIIE T2+ 1] <EM_Home>/config H = N domains.xml 3C
e

2. EHIEER.

3. I T HbR 234 1) <EM_Home>/config H 3% M i) domains.xml C
.

4. W35 B F domains.xml SCATH

5. 7EHARdet, QUEEE BRI H Sk, X8 H S N TR e e
<EM_Home>/config/modules H W IFIIBEE H 3% o

6. S HiJE T2 S A A PR, AR SR ORI 2 0E R 3 H S
.

7. MU b R
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W /'fe?. o

Mo E 225 4 Bk B AP
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1 SSL.

KT BAME SR

FEA AR FHFA PN MOM H T B AT o A FHFNFAH
WAL o WAR AR AV B (R FAGHLE
IntroscopeEnterpriseManager.properties U4 H)
introscope.enterprisemanager.clustering.privatekey J& M+ & X o

ERINME

config/internal/server/EM.private

B A AR A 2 A1 Ay B AR AR OB A FIRAEHAR, BIAT
PLEOHMC BEAAH . A OCE I ER ARG S, TS AL O A PR
FAHHLE (p. 25). 9% introscope.enterprisemanager.clustering.privatekey )&
PEITEANE R, 1EZ W (CAAPM H & FIEZIE ) o

EE: CAAPM AFIFIFAFIA S L .
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K~ BAE MOM L, FEEET MOM | “liedizds” Rtk

BWHATU TS R:
1. 513 Introscope 23 H 3%,

2.

TER 2PN TTAL, BEALL M4
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product\enterprisemanager\plugins\com.wily.introscope.em.clientl4 9.5.0.j
ar;lib\CLworkstation.jar;product\enterprisemanager\configuration\org.ecli
pse.osgi\bundles\24\1\.cp\Tib\wilyBouncyCastle. jar
com.wily.util.encryption.KeyGenerator EM.public EM.private

WIS WEERR AR RO 8], MK AR HIE] MOoM (1)
IntroscopeEnterpriseManager.properties S A4+ 1]
introscope.enterprisemanager.clustering.login.em1.publicKey &+ f5
JE I

VER: WARZ MOM ZERGH S, AP ERAGEH

B A FFIFLVH L HI 247 T <EM_Home>\config\internal\server (] 4k
ERLAR
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L4V E A Introscope SSO.

IS B F DA 32 8

Introscope ‘% 4= HERIAL R BEIR (p. 27)
Introscope WA KT ‘% 4 . (p. 29)

i A HE 22 4> AR Y Introscope (p. 29)
14 1] LDAP &% Introscope (p. 41)

141 CA EEM &3 Introscope (p. 52)

KT Introscope H £ 65K (SSO) (p. 96)
CRY NIRRT 73 AU (p. 97)

HEER Introscope % 4= ¥ B IS (p. 99)
Introscope ‘% 4=ALif (p. 101)

Introscope 224 P FIAL FR iR

Introscope ‘%4 E CHLAG S 30 UE AR SRV AR A 24 (4D
REM 45, WIN AR EE L. RETH DB ) a5 %
Fl| Introscope. AR SVFH 7 FIZ AT HER 52 [ Introscope 1155 .

2% Introscope A HIT 5L, 1ES W (CA APM ‘2425 (p. 9)) -

=T Introscope 3122 41k

Introscope {5 F 3k Kl 43 AREL AN I 202 4, Dl SCWRLEH] i LU B4
15 B T LLTE domains.xm! SCAFH ] PerlS 1 D5k AR A QBRI 5 2135k

FEARBEUR 20 S5, o] BLag % TR o e UL FE T, Introscope
B HATARAL 7

IRUBEHE Introscope 5 R, &S UFILE Introscope 3 (p. 17).

T E Introscope AL R
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w /DY I OB ) 7 B RT A TR e e S
RIBITAT S8 ) PN 75

w  HHE AR I B E 2R A RO R Rk ks R
P EA AR DA N IR RR , 75 AT TG R TAE
vl WebView DA F i A 25 AR 6

"] LU#H domains.xml F1 server.xml B & ASHBFZ A PR, 0714 Safex
T H.5% CAEEM JH 7 FLTHIC S CA EEM BRI . A3 R BEE BRI 245
B, 1S RLLUT 38,

m  {f domains.xml it & Introscope AL IR (p. 36)
w PR A IR 55 S (p. 39)

s JilE CAEEM 2 (p. 60)

n PAH R EIT RS 2] CA EEM 2 CE. (p. 94)

Introscope FIERIN Z &R E

Introscope 7 realms.xml SCAFHHEEHEER AN 2 AL E . F T S50 UE R AL
A HE XML X (AT <EM_Home>/config H 57 J& Introscope [ ERIA
AN, EATHEBOAN L ARCE, TES A A 4 E R
Introscope (p. 29).

WA Introscope MIERIAN 22 R0 B BEAA R BIESK, W ATAL & realms.xml LA

i F CA EEM. LDAP B 37 F A ) AN A iE 21 A K AT 5 4 e A7
Lo

filan, EAlReA Il PL R 77 UL & Introscope 2241 B :
ORI AR RCE B E W . ARG R, BSOS
A Hb S 5GE (p. 30).

»  JH LDAP 5528 Gy AU R A M & 4 B M I6AF. A CTELIE R, 1
Zx [ i 1] LDAP {547 Introscope (p. 41).

» [ CAEEM BRI UFRIRAUE A L 22 2 E . ATENELR, 1S
5 1 '] CA EEM &3 Introscope (p. 52).
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Introscope TR B Z & E

RER G AR A TR, Introscope #B2Hff i 4128 EU L & 1 22 440k . 491
— H. Introscope A1 & CL 2841 H SiteMinder #3245 CA EEM 5477 56AIE
S Al A Mz B St LDAP B 43 5GAIE, ) Introscope KR 41 18 1) 22 4 e &
SEC it PR SR T AH Y TR 2 A R RS 7 o

Introscope [ i Bl 2 AN PR A A 1 AR A0 45 DL T 20 2%

1. HE S B RAUER, K2 realms.xml UL € 22 48U 3R — L5/ {5
Ko

2. SEMEOYRAER, DAAHL T LDAP IR 45-#5 5 CA EEM R 4525 1)
users.xml SCAHFAFEREBUH Py 20 AT P -2H s .

VE: MRCLW'E T CAEEM L5 LDAP RS 2e 4%, WInf{dH LDAP
AT S EAIE, AT CAEEM TR . ACTEAE R, HSHALE
1 1] LDAP [£] CA EEM 3 BHIF (p. 59).

TRE: WRCLKLEE T CAEEM 5 SiteMinder /8%, A4
SiteMinder ST S I64F, 1 CA EEM HHT#AL . =T E4HE R,
%2 [ fic &4 11 CA SiteMinder [£] CA EEM SR 1IE (p. 59).

3. THGTHAUN, FEAE PSS AT AR users.xml SCATH [
iy, B TE CAEEM HRIUE L

4. SERFFRUE, ZEANVE HERS FUAASHE )5 2SN domains.xml 1 server.xml
SO AR AN A Y A R 28 e 25w AR, 55 A CA EEM HR 3R IUIEAT
AP PR A Mk 52 AP

i F A< $ih 22 2 8% B AR Introscope

WAE, O THET Introscope 224 W B 7 ) —46385 40K, vl LA
B A BRI T

EHATUU TS RR:

1. WRFFE, 1 realms.xmi KA AEC B A 22 4> 8

IR AHATIEEE realms.xml T Introscope BRI AT .

1E users.xml WPV B RN LR B0

7 domains.xml 3 B IEA R .

1T server.xml "o FCAMP A SR S5 A AR o

MRIE TERIN. MBS, 4k CAAPM 41, FH /. 3R IR 4558 K ek
PIBLFR, LA4EY Introscope %42,

A
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A5 P A H 22 4> 152 PR3 Introscope

RTHCE A 57 Kk

Introscope RN AHL SR B0AIE . W1 SREAF FH A HE 03 5000E, )] CA APM
F P R AP ALE users.xml T

B2, HPPRAIfE S Clrds 7 MR iS50 ) AR A AUl h 24
BEAE, ASHURICTR e A AR AR AN R R, (HE R LL4Ed
PIAS A RR AR FE R AN R R o SRS TP B A4 B AR T i A AN [,
VU b e AR A B PR o

A ORIXLL s P dIRVEBCGERS IS S, WS AL users.xml L
i CAAPM H " FI4 (p. 33).

A G BOAE L EIAR: 2 CAAPM P S B sk, REiET
FURROR B A B UE T SR I R S 5 users.xml SCAFEAT ELER

L R AL LRI Introscope 2235342 Introscope 7, NIAET A2 58 2.
Hi, ANEEEM users.xml SCAFI A4 FREA &
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ZE realms.xml H i B A< b B 47 BIE
TERCE realms.xml 15, 1353845 DL B0
FEEER! WA SIS, S AL RS .

descriptor= [FI{EHIX. 7 K/NE .

- filln, descriptor=Local Users and Groups Realm ANe)
descriptor=local users and groups realm .

X FAHATIE, descriptor= HI{H 205 Local Users and Groups Realm

A 2SI LT, AUSARIC AR id= PR Ak 06 25
—o it
<realm descriptor="EEM Realm" id="EEM" active="true">
<property name="username'>
<value>EiamAdmin</value
</property>
<property name="host">
<value>Tlocalhost</value>
</property>
<property name="appname'>
<value>APM</value>
</property>
<property name="enableAuthorization">
<value>true</value>
</property>
<property name="plainTextPasswords'">
<value>false</value>
</property>
<property name="password">
<value>YhCvozLDYThTJk31icaAay9/5MhIRqQlX</value>
</property>
</realm>
<realm descriptor="Local Users and Groups Realm" id="Local Users and
Groups" active="true">
<property name="usersFile">
<value>users.xml</value>
</property>
</realm>

HHITU T I R:

1.
2.

FI LT <EM_Home>/config H 31 [1] realms.xml SCA:.
N LU FATAAAE, HOA realms.xml S =AM H -

<realm active="true" descriptor="Local Users and Groups Realm" id="Local
Users and Groups'>

Pavan
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A5 P A H 22 4> 152 PR3 Introscope

3. AMMZEMESAT AN R
userskFile

AEXT A7 H P (1) <EM_Home>/config H3k L4 . BRINTE L
T, MWSCHEA4 N users.xml.

ER: 2R S AE Lo
HR: RN LG ZAMRER, WS T2
AU 22 A SCHE (p. 32)

4, RAFXS realms.xmi SCAFFTARSUR) SE 250, SR G B30T s 2L a8 DL
H

)& i A< s B 473 B6IE /) realms.xml 1572

LLR A2 realms.xml SCAE (G4 LS

<?xml version="1.0" encoding="UTF-8" standalone="yes"?>
<realms xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" version="0.1"
xs1:noNamespaceSchemaLocation="realms0.1.xsd">
<realm descriptor="Local Users and Groups Realm" id="Local Users and Groups"
active="true">
<property name="usersFile">
<value>users.xml</value>
</property>
</realm>

KT N LT 2430

UIRAE realms.xml SCAE AR BT A 2 AU A HH— NSO, Tlar 2 A

FEATEERG LT, ATLABEE AN, i, w5 22— DNERA S T 1
SEARR, T EEHh A T A FBIR AL 8, HSn]hE
PI/> LDAP 554, SRR & et o, Pl fie— EHAENEH]
AH 2 BRI HAEA A ) 2] CA EEM PR OR B 7RIS 407 B .

WERTE realms.xml B T PN SCIFAE R 22 A 400, TUIAE S 4 56 UE RN
RO FE AR 2 — AN S0k R ESEPIAN 44 User A TP, AlATTIK
ERGAHIA], W realms.xml YA H & ARSI TR S — AN SCEF PR B 2505
i, WS CO users.xml HIAE CEMA45.xml 2 T, W) realms.xml ¥4{% F
users.xml H [T HAT 5 43 BIE

WF T A AT, ANZSLE users.xml F1 CEMA5.xml PP 430 F PV E4Rf5 )2 (Cln
BT HECEFIEEAE S 05D o BeAl, A4 TG0 dE 4 4 ) RO B A [R] )
WA P e B, ASHbAIen] LYES 44 FRAH [R{E SR AN [E] TP AS P
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[FFE, WIREAPIAN A User A TR P, ABATIAE users.xml K1 CEM45.xml
g TSR 4, W) realms.xml 8458 FH e A28 HE 28— AN S0/ ARk
S H 4L B0, ¥ users.xml HILE CEMA45.xml 2 BRSO - 7 users.xml
Hh, BTE “CEM RGEEEL R P A —N 408 Admin R . 1R
CEMA45.xml, ', IEAE “CEM 43# N i ” A dlba —4~ %4 Admin [
F1o TEXFPEIL R, realms.xml Y448 H users.xml FH )40, I 0444 Admin
PP T5 “CEM RGEEEL R H ) 4L RR .

7E usersxml A E CAAPM F - FI4
KRN PRI SCH P 2R,

HR: LI admin T, UIEH MR 73 KNS o a2 R Al
M) admin 5% Admin 5% 44855, Wa b T 7 A E i HI AU RR .
ERIAIK] CA APM I P BC B E ST LU R AT

»  EHA, JCEN

n K, Guest Y

BEHITU TP BR:

1. S/i%] <EM_Home>/config H 3.

2. FJT users.xml 3L1E.

3. AFHZH PR a4 e e CH 44
FER: I XMLERICHRIX 5r KN

HRXH P AR5, 620 I users.xml 1V (p. 35) 141
[1] users.xml ifi7% (p. 35).

4. fERIZIEVE B T B B E
ER: I XMLERICHE X KNS,
password

st
PAN BRI TS H 0 e -
w BRGISZAMNAEN T

o BUAIEOLT, #a e, ARAWISOE A T A
AT RLE R A B i g i 350 )

w TR AT LR SRR XML T
n  EEERTEION .,
IRAESLE IR S A SRS
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users.xml SCAFH A Hi B 43 B0 AIE 1264 DU 28 T X7t 48] LA

EFATH MD5Encoder S T H A plohn %65, o n] PLil Introscope
H sl E Y o Introscope L) MD5 A #2252 26 SC A N, {H 4
.

o AR PRIBEE T RIOTOUR, T ODER 5 (T LB E N
) v Ul A TR A

1B ELAE users.xml RN T2/ H s
- FEEE AN LA .
w0, R R MR SR

LU NFAREH TN UL, TR PR 6 (BE AR
KDL REA T 4R A

- B REEEE S AR

. P LRCEINE .

a. 1t users.xml A% & plaintextPasswords="false"
b. BATALT <EM_Home>/tools H 35 IRIAH N IAS o
s X T Windows, 1Z1T MD5Encoder.bat <password>
m X UNIX, 11T MD5encoder.sh <password>

R : 71817 MDSEncoder.sh AR, 37548 FH SR 4% S rh
PATARE R 5o B0, WIS 0 )2 paSword, K RHL
B TEICHTT () T2, DMERA T DUER ST BT
AT A
./MD5Encoder.sh pa\Sword
c. BRI S A, FERGHREG A users.xml SCHRIIEE AT
#ilan,

<user password="5b5ab9639b79259f54bc39515540aeaf" name="john"/>
H I BIETE, 1S RIS users.xml TEYE (p. 36).
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FH 1) users.xml &%

2H i) users.xml 3&3%

6.

B H A AL I Introscope H B4R NN 25 AL .
a. fE users.xml CAFH ¥ E plaintextPasswords="true"

EEFR! WK E T plainTextPasswords="true", Introscope %} %f
ANEEREATING o VPR PT A SEAS R E A SCA, 5 Introscope 34
CLZ8 N R A b AT N o

b. KA IR BN Sl

i,

<user password="John Jones Password" name="john"/>

AV PR T RN users.xml SCAFIN (FEJA BN B A0 T 04T £
RIS UERS D 5 CRERAT EA B At

s DMEHIES users.xml, FERF A ARSI TN
VI ER plainTextPasswords J& 1k & N false .

X AR s, FAROPIR 3 5 X 44, IFERPER 4 R
JUBCE .

PRAF I A users.xml LA
S users.xml SCAFI N AT B EBH A s AL B AR .

R W users.xml SCAFPAATATE R, S EHISEASIHS).

<users>
<user password="adb831a7fdd83dd1le2a39ce7591dff8" name="Guest"/>
<user password="" name="Admin"/>

</users>

<groups>

<group description="Administrator Group" name="Admin">
<user name="Admin"/>
</group>
</groups>

Pavan
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A% FH a5 2555 /) users.xml 3835

<?xml version="1.0" encoding="UTF-8" standalone="yes"?>
<principals xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
plainTextPasswords="false" version="0.3"
xs1:noNamespaceSchemaLocation="users0.3.xsd">

<users>

<user password="adb831a7fdd83ddle2a39ce7591dff8" name="Guest"/>
<user password="" name="Admin"/>

</users>

<groups>

<group description="Administrator Group" name="Admin">
<user name="Admin"/>
</group>
</groups>
</principals>

ZE domains.xml F it & CA Introscope® A fR

2 CAAPM HI P aR AL S Sy, S HBBR . Gn S AE CA APM H /- Bl 6 5
AT TN, AR FIREARE R A SR IX Lo g 5, XK
*, WERAERAS SRR S T AR, CA Introscope® N2l 4sifh.

CA Introscope® PR 2NN, HEIHTE R, M EE st
domains.xml F1 server.xm! SCF. K, AT PAZEANTE B s b s #8810
TR B SRR

R LU R 7452 7 P 6 S AR PR =

w  fEFR R RN A TR R

w  EH T E AN AL AN R S H R B AR

JiAh, AU, e T LR R
w  AERBRTTID, R 28 T3 5 R AR A AT A

w BT B AR AT AR T T B Rt S VR B AR BT L e
SCH b A X SEA R

AP ERE AT DS ERAN AT 2 AR
AR AT DR 2N AR
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BHITU T I R:

1.

i XML Za%8FE >, 1T <EM_Home>/config H 3¢ If) domains.xml
At

2. KT AR LAR e e SOH ™ BRI AR

WR: R EA 2R, TR B 17
B

FH P el 28 ] DA m ) A7 AR BRI 502 4

A RS 55

EAHMAESN CREE R AR [ A
m 7E Workstation #5 i &5 & & 27l

w  AE AU Bk R EAERD G S B, AR
Ao P PR E BRI IBRIATIT N AR &

. EREMEHER, B EUCR A

n EHERENR

w RN LR A A R RET D S A AN T R
o SO U A AR I 7 S N LA 3

w /BRI R R R AR

w PR A ) A B RS B bR

o SESAURTR P EIET (BEE T B, Bas s BRI FOm
WAL TR

FR: HAERBWR R P aig] vl LU Workstation H T
2o (AT ITCRL T i) I 2 S A o

BEA

HATE AR AT SR AN AT ATAA T it B UL (14 B A 4%
&, T Hikw] B

o EFEH RPN 552 4R
DR el <y E Tk R T RN
w G BT I i A

run_tracer

FI P el m] IO AR R Bl 355 BRER 22 1 -
ER: ZBERIETT L U R .
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historical_agent_control
FH P B mr B2 2 AN A
R BPRE T 27 L LR R .
live_agent_control
F 7 B T LR P B RN P (g BB v L BEUAAR B A
R IZBRIE T 253 I B R o
dynamic_instrumentation
F 7 Bl nl LA T Bl asAer il o

BRI PIFEAE R, TESd (CAAPM Java /0P 757
B (CA APM .NET fCPESEIFE R o

thread_dump
F P aRA nf DAES B P “ Lo Refefitt” eI .

B A FIC & LR i 115 EL, 15 2%  CA APM Workstation /1]
FIIERY F (CA APM Java fCHESEIETERT)

full
FH P B AT 30 B A mT A P
HE: T XMLARILHX 7 KNS .
3. AMEATIHARH Faidl, EmAOPER 2 O TREANER, EXLD .
4. ARAFFFIH] domains.xml SCA.
CAAPM 85k, AP BEZR SR A domains.xml SCA, UIEE
FH P A5 40 A BV R 3 R

R WR domains.xml ST A TEREREIABA S, LA BEEREAN

IErUP
CA APM HH = F12H 1 AN PR ) BRIA domains.xml 5%
FEBR I E

84l Admin ERE AR A 5E R
/4 Guest fEBZ IR A TEEL (XER) BUR.

HERE: SAP H BRI AURIE A AN, W R Fos:
- a4 sapsupport LE B HAT 5E AR .
- H P EE Admin 7EE I (NER) AR .

- )B4 sapsupport 7= “CEM RGUEHL L7 A1 “EFIG” 411
o, R T 5% CEM 5616 1 TR BB
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PAR S T 4 A PR A e T v

<grant group="Admin" permission="full"/>
<grant user="Guest" permission="read"/>

H] 1% CA APM 1L & f) domains.xml 35y

DA P B PR A B 7 491K SmlAS R 77 LA HE

= bsmith, HRApplication 3 full AR

m fjones, HRApplication 37 [¥] read F1 run_tracer t{ R
w jlo, AT write LR

= pdiddy, I read BUR

m swonder, dynamic_instrumentation

m cstevens, ZEFEFAAERLIR

domains.xm! SCAF5 UL 7R 1540 :
<?xml version="1.0" encoding="UTF-8"7>
<domains xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
Xs1:noNamespaceSchemaLocation="domains0.3.xsd" version="0.3">
<domain name="HRApplication" description="">
<agent mapping="(.*)HRAppAgent(.*)" />
<grant user="bsmith" permission="full" />
<grant user="fjones" permission="read" />
<grant user="fjones" permission="run_tracer" />
<grant user="swonder" permission="dynamic_instrumentation" />
<grant user="cstevens" permission="thread_dump" />
</domain>
<Superbomain>
<agent mapping="(.*)"/>
<grant user="jlo" permission="write"/>
<grant user="pdiddy" permission="read"/>
</SuperbDomain>
</domains>

7 server.xml H B VS FE 33 AR 55 22 AU FR

XGRS AN PR Ay 5 A VA RS IR VR A DG 1RYS sl I
R4

m KA MIB U

w Uil APMOIRER G
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HHATL TP
1. fFH XML R, F1 I T <EM_Home>/config H s ¥

server.xml A4,
2. AFHCUAHRN R EYE, 8 XA CA APM P BRALIABLRR .
HEE: T XMLARICERIX 43 KNS .

shutdown
FH P B ] DG AP A BEAR
publish_mib

FI B T LICKE SNMP ARS8 5 Al 21 MIB..

H T RATMIB, LG SNMP WL EE o %445 SR R AT
SNMP I3k B AT 5 A5 R AR

apm_status_console_control

HIP BT AT 21 APMOAREIRE bR, AEH] APMIRZS T &
SRJFIEAT APMRGSIZE I G CLW i 4

HEE: MRS T E g IESRR e B AR
B, U4 domains.xml HEZALE (p. 36).

full
F P 8210 B vl BER AL B B 2SR 55 2 B FR
3. X TAHTHAB A, EESE 2 CHEA cAAPM P E SRR .
4. {RA7IF5M] server.xml SCAE .

HE: WHE server.xml U4 A TE VA REL A A R, AL PR SRR
ANEAE) .

JIR 5525 AL PR H) serverxml $5:3%
AN P B 55 8 L BRIV -

<grant user="username" permission="full">

FIP B R AT A BRES K 22 R . B9 T 2R, 5 R
F P BSR4/ B BRAAE ] —AT

BRIAIR S 20 B Y serverxml &5
RIS 2o B0 E T, Admin P BCAIHE 52 2R .
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AR ARSS 2R AC B Y serverxml iETE

PLR 79 Sl anArr B AN [RI AL B 452 7 AN R CA APM H
= bsmith, shutdown R
= tjones, publish_mib ALK

m cstevens, apm_status_console_control ${Ji

server.xml LR AN LA 7~ 7 «

<?xml version="1.0" encoding="UTF-8"7> <server
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
Xs1:noNamespaceSchemaLocation="users0.1.xsd" version="0.1">
<grant user="bsmith" permission="shutdown" />

<grant user="tjones" permission="publish_mib" />

<grant user="cstevens" permission="apm_status_console_control" />
</server>

1 F LDAP {3 Introscope

LDAP {2 HH P SR I UE . W S5 Introscope 22 4T B LAE AV B
WL, LDAP MRS T Oy B0 AIE , W AZBUAE F AR Hb 2 A B AT AR
Blo ERXMTEOLR, A AL 224 W B I TR B R

m  XJT Introscope, AZIALE LDAP Jili4s o Gz B P fngl, SRIGALE
domains.xml SCAFH A3 FEEALRR o

= X CACEM, ALZN7E LDAP JIx45#% EOIEE FH - R A DUASBRIA 22 4
. flun, 7F LDAP %545 I, B cemadmin H F' UL “CEM Z 5
BN . AREF cemadmin 4L “CEM RAE LN L4
ML, MITTA cemadmin #24it “CEM RS ” 224 2HALR .
AR CA CEM BRIN A IE R, ES S B CA CEM ‘%42 /]
JH SIS BT (p. 109).

FHE: WMEAEH CA EEM 5 Introscope %4>, 1 H CAEEM IR%4e 5
LDAP fIRZ5 #3421, W] Hc & CA EEM RR452% it LDAP 04T B B6AIE. 7EIX
RSO, AP F B8 R4 423 LDAP JIRSs 2%, I HANKIE LDAP %%
e HXRVEAGER, WS HALE I LDAP (1] CA EEM S 501E (p. 59).
TEXFE LU T, Introscope {H] CA EEM ZEATHAL.

BEGER! WA AT BN R A
4, WICVEAE CA CEM HE B 7 i) SR LA 3B 100 = Al vl L o
TRTER AN R4 2B E, IFAE CA CEM FR i FH T 0] 516K, AZ5 5 8 CA
EEM HEATHZRL.

A5V BT A H P BLEAT Introscope LDAP SN IGAIE 2 R, T I Rl Ay
)22 A BB R AGT EAR A

i
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Introscope LDAP S /3 B&iF 325 LR v3 LDAP RSS2 Al & Fil HAth IR 45 2% «

= IBM Directory Server (JRA 5.1) —A JGLALE M/~ B, S0 IBM
Directory Server [¥] realms.xml i&7% (p. 49).

= Sun ONE Directory Server (JiA% 5.1) — 3 SR E <1, #5225 Sun
ONE Directory Server ] realms.xml i&&iZ (p. 50).

= MS Active Directory (Windows 2000 #l1 2003 iltA~) —H %M & K7~
%1, 1% % MS Active Directory [1] realms.xml 147 (p. 51).

AR, BOL THE T Introscope &A1 B 7 [ — 28985 LA, n] LA
B 2 A BRI T

PUR 28 EAIYEYT LDAP 224 I

1. 1 LDAP g5 LB CAAPM [ R4 .

2. 1 realms.xml "SI LDAP A2 224> 4

3. WEAHIAAL

5T LDAP 5473 B6-IF

LDAP S B0l A S AE T EHRAE rp Pl . b P imid i (7 LDAP 55
e BOE M S RAE A B EBR AR R S S5 A i . I
JEBRAE P S B S A BRiE A7 R T2 ) i 1) S A B M LA o

H3% LDAP TESRAEARAT ZBEM 20 P s MU B 40 2 P o B, A0RK
114 bindName JEVERIAATATE, WIAS N HIAEAT S g iEA LA, 452
s AR BT AT S BRI ST P 05 SR DR 2 T e O e B A AR Ty
SRR RIS, FTREA TR IR IR A IR SO, A S
PR B4 2 o X TEIRE,  IRGS S AN AE BN D i e
IR VR P vy i) GERICFIEERT ) CRCE AR FTRZ S0 Bk ¥ 2%
i 20 AT ) FRAE T 2 o

ZE realms.xml F ¢ & LDAP 5 43 K:IF
S 3= 5 B WA LDAP FiC'E S S BIE 15V

VR ATLMERN T < AW EPE#E T H 7>/examples/authentication H 3%
HH 7R realms.Idap.xml BC B SO/ DAREGES B o

42 AR
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ETCE realms.xml I, 15 384G LR L)

EEFR ! BIGH L LUT Ar AR RER sha ki BEES .

descriptor= [FJ{E X 73 KN,

- 4, descriptor=LDAP Realm A~[F]F descriptor=Idap realm.
X1 LDAP 45itsk, descriptor= [{){H %0k LDAP Realm.

X T2, A bRl ) id= B REAN Sk A 20T ME— . 43 2t

<realm descriptor="LDAP Realm" id="LDAP" active="true">

BHITUTDR:

1.
2.

YITT < b 27 PE 78 7 H 28>/ config H =& H 1) realms.xml 3CA4o
PUF LDAP LB NS I S A B UE 78, IR E LA T @ k.

i/ LDAP B3 BGAERT, R 7 1D IEHf, Introscope H /i n] DAAi

X% 5% Workstationo LDAP B B0IE AV 71 /2 757 e /b 85 sl A7
TR 7B, AT ARV G 655 o1 A& 5 5% 31 Workstation %
Ji it WebView, #82x K A2 LDAP S 396 AT Ao AR S it 1%
ZAEWE, HKE disallowEmptyPassword J& 1 .

VER: B L A B LDAP AR S5 A lic B8 JE—T5 1. SE AN LDAP %
PE A ACIRAS LDAP it B A5 B, ARG A Re2 AN & LDAP JE 1.

url
JEFE LDAP 55 %¥) URL.
E SSL R BRI I 11 42 389, SSL &R HIERIA U 1 A 636,
U SRAEF 2 SSL, 1 iR SSL LDAP i IS E IR 45 %% URL .
%, ldap://host:port.
useSSL
RETTEH] SSLIERL B FE LDAP Ik 55 4% o
ETE: true. false.
bindName
455 2 LDAP THEHLHI AR Wk A= H, WHEHE 29052
#14n, IntroscopeLDAPUser
bindPassword
FF4h5E 2 LDAP T HLAI =L .
I PRI TR o

W bindName B (EHES G E) , WK 2n%
bindPassword J& 'k .

Pavan
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plainTextPasswords
BN bindPassword JE4 AR SE LRt INE . Mg T IE R,

R E > m M EOZ JE T B E N True, NIV BEEMBUE
bindPassword & /&4 SCA

BRNESOL N, ZEBE N True, RUMBGE BG4l SCA .,

ANV P22 realms.xml SO IR BAZAEBEE N True I, Ak

BRI SPAT LT #R4E:

» X bindPassword Ji& 4l SCAS# R 3 T 0

IS ES realms.xml

» i realms.xml plainTextPasswords J& 1% & A False
WIHAZE B E N False, USRS & 280 N 11

HEFR! BRI, WU 5 7E realms.xml S
bindAuthentication
FEGRE AT H] ) 5 B UE R
LI /ZE: none. simple 1 DIGEST-MD5.
baseDN
BT P X G A i AT 7 #8 44 FK (DN).
T j&: cn=Users. dc=dev fil dc=com,
scopeDepth
AN BN S R IRE
usernameAttribute
5 Introscope H] J' 4 ULICIT) LDAP JE& 144 FK
%, userPrincipalName.
userObjectQuery

HF A P AP 1 LDAP # R ik . fEHUTE W2/, 2
“o%u” {§iH Introscope JH /" & AT 7 .

#1141 (&(userPrincipalName=%u)(objectclass=user)).
serverCertificate
WEF SR A TR SCRFIFE TR 2 X.509 Fll base64 gmfih 27,

WRARFRE, BAEH IVM $AEERE T EEN L GE SR
http://java.sun.com/j2se/1.5/docs/index.html) &

44 ZafEw
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3.

groupNameAttribute
$+5 Introscope H /7 A VCHCIH 4 1 A4 FK
B, cn.

groupObjectQuery

TR AN 1) LDAP 3R i1k o fEPAT A 2 7, 21 “%u”
i Introscope ZH 44 FRIEATIE 78

#ltn, (&(objectClass=group)(cn={0}))
groupMemberQuery

T B 4L 2 1Y) LDAP 38R i ik . ZEHIT W /I, 21 “%u”
i H Introscope 4 )% A HEATHA 7R

%lln, (&(objectClass=group)(member={0})).
disallowEmptyPassword

FORR A DL 3 05 8 %
disableNestedGroupSearch

1F LDAP SO IGEIAIR], AR ER 1% 7 i@ 4L i i B 41T
LDAP 32 . & A true A LA LDAP & ()50 F A PERE o

LEJE PR RTIE .
WEIGJE: true. false. ERIME A false.

BN TR O, 15 PRAEXT realms.xml SCHFFT AR TE LA, AR 05 F080 A B4
NZESERN

HR: BN R THUESS R, W LT L7 A i w42

WHRAETH AR E M 44 T Introscope H 3%
J& P S 40T #5425k 51 Introscope H s H IR S-S

N T BEG R ARG B, A AR R 422K 5 T Introscope i H S A
(EREBELE
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)& F LDAP £ 4 56-IF ) realms.xml 3572
DU JEH TR E S A LDAP 1122 23381 7~ 5] realms.xml V12 o

<?xml version="1.0" encoding="UTF-8"7>

<realms xmlns:xsi="http://ww.w3.0rg/2001/XMLSchema-instance" version="0.1"
xs1:noNamespaceSchemaLocation="realms0.1.xsd">

<realm active="true" descriptor="LDAP Realm" id="LDAP">

<!-- hizf? LDAP fR4-#51H URL. -->

<!-- url Pk&Ch: Tdap://server:port -->

<property name="url">
<value>Tdap://myActiveDirectoryServer.mydomain.com:389</value>

</property>

<l—- FORZETAH SssL &SI LDAP k& . -—>

<property name="usesSL'">
<value>false</value>

</property>

<! ¥ bindName BZEA AR TR -
<!-- SRR . AR AR, -—>

<l-- MWMSAEEYES] LDAP MRsrds. WAAIEE -->

<l-- ZRR CETRRD dURtEA L -

<l-— Uk, WaRAEAIE. -—>
<property name="bindName">
<value>CN=Automatic Binding
User, OU=Groups , DC=myDomain ,DC=com</value>

</property>
<!-— WERHTEAY e, W2 bindPassword -->
<!-- Bt B0, ZEts -—>

<!-- WHEYESR LDAP RSSAHT EAHNEID . ——>
<property name="bindPassword">
<value>secretPassword</value>
</property>
<!-- I bindPassword /24liscA, MEHEHN true -->
<!-- WE plainTextPasswords &N true, MMERLEEEGZCF, -->
<!—— XSRS I plainTextPasswords &l false -->
<!-- ZEHEEEE -->
<!-- BUMHEN true -->

<property name="plainTextPasswords'>

<value>true</value>
</property>
<!-— WEIRTHE N ZAH NSRRI, —->
<!-- 7%t: none|simple|/Digest-MD5 -

<!-- #E&E, 7€ Introscope 8.0 1, DIGEST-MD5 F{FCE#h -->
<!-- Digest-mMD5 ¥, -->
<property name="bindAuthentication">
<value>simple</value>
</property>
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<!-— "% namesuffix WEH NGB T4 -—>
<l-— BEERIHGERSL. e LT R, -—>
<l-- MELEE LDAP FEUIHF 20Kzl -->
<!-- [fHn® Introscope A" #JEi. WRAIEE -—>
<l-- JRZ (FFRrE) BUEMEAL -
<l-— CHEERR, WASHMH, % -—>
<!-- MmatREE. -—>
<!--
<property name="nameSuffix'">
<value>@dev.com</value>
</property>
-—>
<!-— PP NG AR ESEAR DN -—>
<property name="baseDN'">
<value>DC=myDomain,DC=com</value>

</property>
<!-— WHEAER XSRS, -->
<!-— G%#: onelevel|subtree -

<property name="scopeDepth'>
<value>subtree</value>

</property>

<!-- ¥E LDAP JEMEMIZHK -

<!-- ZZKS—A Introscope M/ AULHL, -->

<property name="usernameAttribute'>
<value>cn</value>

</property>

<!-- WEARSHH I NEE “LDAP MRIME” . -—>

<l-— EPITERZAT, M “%u” F1“{0}” CE5IE) K -->

<!--— {fif] Introscope M) '#iiTHFE. -—>

<l-— WA IITE XML R T AT TR X -—>
<!-— [l &amp; FrRET & -
< &1t RRAERIES CONTTD P >

<l--  MEH &gt; RAHSART KT TR o>

<t--  fH &quot; FoRsl " -
<!-- fif &apos; T =

<property name="userObjectQuery">
<value>(&(objectClass=organizationalPerson) (cn={0}))</value>

</property>

<l-- (i) WE LDAP JBMEMAE -—>

<!-— DUHHEA TR -->

<!--
<property name="groupNameAttribute">
<value>cn</value>
</property>
-
<l-— (L) BWEMRIELLIS DY LDAP LK. -->
<l—— A “%u” F1 “{0}” BT K -—>
<l-— HBLRE S HRA TR ——>
<!-— DM AR T XML Rk R T S 155 -—>

<!-- DI I userObjectQuery JEIEIFRE. ——>

w
fo
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<!--
<property name="groupMemberQuery">

<value>(&(objectClass=groupofuniqueNames) (uniquemember=%u))</value>

</property>
-=>
<!-- WHEHAKILE LDAP HAFRIHERIEL. ——>
<!-— TEPATEWIZTT, 2 “%g” 1 “{0}” (K515 -—>
<!-- BB ALIR. -——>
<l—— WA XML R RRATE L. TESI -

<!-- LI I- userobjectQuery @R, ——>
<!--
<property name="groupObjectQuery">
<value>(&(objectClass=groupofuniqueNames) (cn=%g) )</value>
</property>
->
<!-- 7§/ ssL W), #faE LDAP fR&5ds -—>
<!-- IFBMseEmme s AR o -->
<l—— ] R AT Lo ——>
<l--
<property name="servercCertificate">
<value>C:\path\to\my\cert\cert.cer</value>
</property>
-—>
property name="disallowEmptyPassword">
<value>true</value>
</property>
</realm>
</realms>

BHARFES K12 LDAP IR 528 i realms.xml & V%

ALK realms.xml BEATHCE , DUELEZ AN LDAP IRSs 45 HA AR A A
WEB I IE A T 40 52 .

RGBT, —& %08 hostl FLXF SSLAE i 11 636 (1) LDAP “E LK1
LDAP B0 5GAE . FHL 1 BA—IET, 1ZUETAE realms.xml FFR A
hostl.pem. #EFTFEFRINI—6 %M host2 1 EML, %N LHAEH 5
636. 7t realms.xml #, FAHL 2 iFF 4 host2.pem, ‘&5 hostl.pem iF5
AN

L 9Lk serverCertificate {H L' E 4 hostl.pem, WML 1 7] DLW TR &
1B, HENL 2 NEEHATY EEE. ¥ serverCertificate {H L & 4
host2.pem, MJFHL 2 o] AHATYR w8t (HENL 1 AREHATYR e 81k
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BB )@, 15 L R B BT RAC B realms.xml

<property name="url">
<value>ldap://hostl.net:636 ldap://host2.net:636</value>
</property>

<property name="servercCertificate">
<VALUE>CONFIG/hostl.PEM</VALUE>
<VALUE>CONFIG/host2 . PEM</VALUE>
</property>

FEZRCE S, ENL LN 2 FOT AT G0 E B 4E

IBM Directory Server [{J realms.xml $&¥5:

LT realms.xml 754 {27~ T Hc B 4 il SSL 5 1BM Directory Server — i
1 FH %) LDAP J& 1k

VER: LR RG24 350 2 s B3 27K LDAP JIR S 20 B4R
FEME—1,

<?xml version="1.0" encoding="UTF-8"7>

<realms xmlns:xsi="http://ww.w3.0rg/2001/XMLSchema-instance" version="0.1"
xs1:noNamespaceSchemaLocation="realms0.1.xsd">

<realm active="true" descriptor="LDAP Realm" id="LDAP">

<property name="url">

<value>ldap: //machine0l.co.com:123</value>

</property>

<property name="servercCertificate">

<value/>

</property>

<property name="bindPassword">

<value>jon</value>

</property>

<property name='"useSSL'">
<value>false</value>
</property>

<property name="userObjectQuery">
<value>(&(objectClass=organizationalPerson) (cn={0})) </value>
</property>
<property name='"groupNameAttribute'">
<value>cn</value>
</property>
<property name="groupObjectQuery">
<value>(&(objectClass=organizationalunit) (cn={0}))</value>
</property>
<property name="groupMemberQuery">
<value>(&(objectClass=groupofNames) (member={0}))</value>
</property>
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<property name="bindAuthentication">
<value>simple</value>

</property>

<property name="bindName">

<value>cn=Jon Doe,ou=Groups,o=unitTest</value>

</property>

<property name="usernameAttribute">
<value>cn</value>

</property>

<property name="scopeDepth">
<value>subtree</value>
</property>

</realm>

</realms>

Sun ONE Directory Server /] realms.xml &%

PLF realms.xml 7-4 s 7s TG & Al ik SSL 5 Sun ONE Directory Server
— A 1) LDAP JE

ER: LUR B A2 B2 s B3k 5 LDAP I 55 3 e EAK
FEME—H.

<?xml version="1.0" encoding="UTF-8" standalone="yes"?>
<realms xmlns:xsi="http://ww.w3.0rg/2001/XMLSchema-instance" version="0.1"
Xs1:noNamespaceSchemaLocation="realms0.1.xsd">
<realm active="true" id="Introscope LDAP Realm" descriptor="LDAP Realm">
<property name="bindName">
<value>uid=User0l, ou=Users,dc=co,dc=com</value>
</property>
<property name="scopeDepth">
<value>subtree</value>
</property>
<property name="baseDN">
<value>DC=co,DC=com</value>
</property>
<property name="bindPassword">
<value>jim</value>
</property>
<property name="url">
<value>1dap://123serv0l1.company.com: 389</value>
</property>
<property name="usernameAttribute">
<value>cn</value>
</property>
<property name="userObjectQuery">
<value>(&(objectClass=organizationalPerson) (cn={0}))</value>
</property>
<property name="groupNameAttribute'>
<value>cn</value>
</property>
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<property name='"groupObjectQuery'">
<value>(&(objectClass=group) (cn={0}))</value>

</property>

<property name="groupMemberQuery">
<value>(&(objectClass=group) (member={03}))</value>

</property>

<property name="useSSL'">
<value>false</value>

</property>

<property name="bindAuthentication">
<value>simple</value>

</property>

<property name="servercCertificate">
<value/>

</property>

</realm>
</realms>

MS Active Directory [¥] realms.xml i5 &=

PLF realms.xml 74 f7s TG & ik SSL 55 MS Active Directory — it
1 FH %) LDAP J& 1k

WR: LURRBIARAAEA G B s B3k K LDAP fik 55 2 e B 4K
FEME— 1

<?xml version="1.0" encoding="UTF-8"7>
<realms xmlns:xsi="http://ww.w3.0rg/2001/XMLSchema-instance" version="0.1"
Xs1:noNamespaceSchemaLocation="realms0.1.xsd">

<realm active="true" descriptor="LDAP Realm" id="LDAP">
<property name="url">
<value>ldap://123serv0l.company.com: 389:389</value>
</property>

<property name="servercCertificate">

<value/>

</property>

<property name="bindPassword">
<value>Password4bindPassword</value>

</property>

<property name='"useSSL'">
<value>false</value>
</property>

<property name="userObjectQuery">
<value>(&(objectClass=organizationalPerson) (cn={0})) </value>
</property>

<property name="baseDN">

<value>DC=ad-dev-02 ,DC=com</value>

</property>

Pavan
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<property name="bindAuthentication">
<value>simple</value>

</property>

<property name="bindName">
<value>CN=Jon Doe,cn=Users,DC=ad-dev-02,DC=com</value>
</property>

<property name="usernameAttribute">
<value>cn</value>

</property>

<property name="scopeDepth">
<value>subtree</value>

</property>

</realm>

</realms>

¢ F§ CA EEM ££3 Introscope

CA EEM &% CA Technologies 1MV 20 S W iR 5525, SLAt 3 A A Bh e
KL W V5 n) SRR SRR ARG . R FEE A
Embedded Entitlements %%/ % i H R {4 7 2, Embedded Entitlements
Server,

HREZER, 1EZH CAEEM N U BRI LT CA EEM F5 1/, AT
CA Support %fi 5 http://www.ca.com/wily/support | 21X $545 75 «

m  (CA Embedded Entitlements Manager A/ ]75/% )

m  (CA Embedded Entitlements Manager %iF27555)

m  (CA Embedded Entitlements Manager /X in/ 1)

CA EEM EZE TR

Al LUd ] CA EEM il i 2 M0 5 X% . Introscope AR E :

w5 CAEEM T S G UE AR AL . HRTEAIE R, 1ES L
realms.xml FAC & CA EEM S 5HE (p. 56)FIFC S CA EEM %A
(p. 60)-

. WRCEEWRE T CAEEM k55455 LDAP RS- #3 458, WIm]{{ H LDAP
T S 50AE, fH CA EEM BT . ARG R, 1ESILE
1 J1] LDAP [1] CA EEM SR BHIE (p. 59).
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WRBLWE T CAEEM k%545 5 LDAP SiteMinder 2545, NI m] i H
SiteMinder JE4T B I6AIF, 8] CA EEM M THAL . B LTEAME S,
W& “HlE S CA SiteMinder [ CA EEM S35 561IE” .

P25 CA EEM (UM T S 0 iE, i P A 22 A BB A THRAL . A KT
AME S, TES UK CA EEM FLE A THAHBFZAL (p. 95).

HE: CAAPM $24}t EEM 8.4 SP4 SDK, J H.CMiff ] EEM R4S #5 i 4 8.4 SP4
K W A EAT IR o

BEFR! WA AR 2 EITRAL TN R
T4, WICTELE CA CEM A U 1] S W% DAA Il e I R A s vl DLk o 4
JETRAE N R 20 B0, JHAE CA CEM FRAE U5 1) S, AR5 CA
EEM HEATHZAL

WEMEEY CA EEM Z2 TR

WAE, BELHE T2 Introscope 4 & K = AH,  a DU RIIE
[] Introscope CA EEM ‘%48 T . LU R 2 BEHATII R IOPER.

HHITU T I R:

1.
2.

L% CAEEM IR5548 . 12 ‘%4 %% CAEEM (p. 55).

(AJi%) WCE IntroscopeEnterpriseManager.properties SCA% UL AL CA
EEM HGEWE . ESMICE CA EEM AIDCTE H G0 5% (p. 55).

ERNNAEFEZS L, B CA EEM 58 SR 248k, JHEENT T
<EM_Home>/config H k1] realms.xml SCAE NV E G 450 1 FIPZAL
JE M. iES ML realms.xml FHCE CA EEM S EHIE (p. 56).

EE: R CAEEM Ilk%-#5 55 LDAP B3 CA SiteMinder Web Access
Manager (SiteMinder) IR 2528221, Tl mT LKs CA EEM P B A A
LDAP 5§ SiteMinder X JH JHEA T 5 (356 31F

(AJ3%) FC# LDAP #E1T CA EEM S35 UE. 152 il & 44 ] LDAP 1)
CA EEM SH{BIGHIE (p. 59).

(A 3%E) Tt 'E SiteMinder BE1T CA EEM S B0AIF . 18 253 i &40 H A
SiteMinder [£] CA EEM 543 53IF (p. 59).

CA[ 3k, (HEIHRAT) INERAE <EM_Home>/examples/authentication [
kALK eem.register.app.xml A1 eem.add.global.identities.xm| i
Ao WS HNCE CA EEM #Z A (p. 60).

YER: CATechnologies #1417 /Rl JHIA, X SEfHIA m] 6 HAT BRI
APM N HIFEPH P AL, B AR ) APM N HFESF . CA
Technologies £ FIX LS IAHAT FIHIIZPER 7 225K 10, A3 50F
{58, HS LS CA EEM 28 (p. 60).

A

% 3%E: {13 Introscope 53



1 i CA EEM {4 Introscope

7. {F CAEEM H gt — ANk Z A APM NIRRT . 2 45 CA EEM HyE
M APM SR (p. 65).

8. 7E CAEEM H % APM 1R 7 L HALFR . TS [ 75 CA EEM H A4t
MBS APM 41 (p. 68) LA J27E CA EEM P B AR APM JH
(p.72)s

9. 7E CAEEM " EIZE APM FYERE K HAR . 15S [/ 75 CA EEM Al
MHEE APM Y5 (p. 76).

10. 7E CA EEM A% APM 3. RS %7 A1 APM N H 32 B8 A HEARR
% 2 5 A1 2R IR CA EEM APM ek 8 U5 17 i SFEM (p. 83)~ G i A
CA EEM APM JIR 5% #4555 Y 5 0] S (p. 86). BULEAIHER CA EEM APM
U St AT 25 IR 458 Y5 1] Sl (p. 89)

11. FF AL RS .
12, P2, WM HAT DU MES IS 4E 2L T CA EEM L E

w0 E HEE B LR CA EEM WG AR 12 W LS CA EEM 4]
JEWEL H S 05 (p. 55).

s [UE CAEEM JIRZ-42LE LDAP BY SiteMinder 22k LLiE4T CA EEM B
LrEAIE . 1S L B 4 1] LDAP 1Y) CA EEM S0 55k (p. 59) kil &
1 [ CA SiteMinder [£] CA EEM S {1 5613IF (p. 59).

n GEXZAGUR. B, A CA EEM SUSHEAT S e, AEHIA
AR ATHEAL . TS K CA EEM i 0 A T ASHIFZ AL (p. 95)-

s B0 CAAPM JIAEL A% B A . 152 1L E CA EEM FZ AL

(p. 60),
n IR ER APM N R o 1 2 AE CA EEM HHYENE APM Y HTFE
JT (p. 65).

SIS GuiE AR APM ZH R AR . 121 {1 CA EEM G EERN
HH 4 APM 4 (p. 68)-

NS AR APM R R AR . TE S [ 4L CA EEM G4t
O ER APM T (p. 72)0

NI SRERAIMHER APM B K HAUR o 12 4L CA EEM 1)
AR APM B JEZE (p. 76).
NI GREEAIIHES: APM dak 5 R A HARBR -
- 7E CAEEM . iEZ [ QAR CA EEM APM 357t 17 [ 3
1% (p. 83)-

- XTFAMAERL, 1EAE domains.xml SR EEHT . iHS A
domains.xml L E Introscope JALFR (p. 36).
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‘Z%% CAEEM

w UL G AEATINI R Al B g i 5% A B U A SR «

- 7ECAEEM . iHZ [ G FH R CA EEM APM JIRSs 28 95 Y5 i
1] L0 (p. 86)o

- KT AHIER, EAE server.xml! U HEET . L E A P 2
Hz 55 25 BLEE (p. 39).

w SIS SRR A ML A P8 N B R 0 5 b AR . 152 R BT
JiH % CA EEM APM Rij i ANV 45 I 45 %5 U557 I S (p. 89).

CA EEM J& /ML IRSS a4, ) L2z e e by A b Ay B AH ] ) 15
Wl b K CAEEM 23K, 1551 ( CA Embedded Entitlements Manager /&
WA

I CAEEM BIEE., 152 (CAAPM ZFEFITFRIEH)  HRH
fib CA EEM 223545 8., 15 S LL N BE CA EEM 77 S22 8 S 1K) CA EEM
Jem

»  (CA Embedded Entitlements Manager A/ J751%) o
m  (CA Embedded Entitlements Manager /A 1) o
EEFER! ATLIACE CA EEM LUGLHE CA EEM Bl 77t RN 45 2 e 1)

e, HRVEANE R, 524 (CA Embedded Entitlements Manager A /' 175
B o

CA EEM R 25 # it Safex SEH T H, wJH K APM N HFE 7. H 7 Fidl
i I CAEEM. A KTEAIE R, TES [ ALE CA EEM #ZHL (p. 60).

(AT#%E) BE CAEEM AH<7H B H & B F

BNV R IntroscopeEntrerpriseManager.properties SCAE DAL TEAN ) CA
EEM HASWE, % H W B R AT WHERR CA EEM 5%, Bilan, Wil
HEAT CA EEM X3 R0, B A P B E BRSO .
HWHATUTHR:

1. M%) <EM_Home>/config H k.

2. I 7T IntroscopeEntrerpriseManager.properties 14 o

3. KLU NP INE] IntroscopeEntrerpriseManager.properties SCHH:

Tog4j .Togger .Manager . EemRealm=DEBUG
Tog4j.logger.additivity.Manager.EemRealm=false

A
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4. fRAEIFFRM] IntroscopeEntrerpriseManager.properties 3C 1}

AT DALE <P 8% 1 H 5% >/logs/IntroscopeEnterpriseManager.log 3

PR H &S PLATAT RN B &5 CAEEM EE(F R . HEMRE

7 CA EEM HP Al /87 3 248 25422 28] 1) S R A% 7> AT CA BEM IR 54 TR r

B IR EKs CA EEM RS SSECE A 1 SiteMinder B/ H 5%
(LDAP 453D SKARIFH PRI, RGBT Phid k.

il

8/05/09 04:15:59 PM PDT [INFO] [Manager.EemRealm] EEM realm attached to
application "APM" in EEM server at <EEM_Machine_Name> using SiteMinder

1E realms.xml H7ic. & CA EEM 547 I0IF

1t realms.xml SCAFHURE CA EEM BCE 82 A48, Introscope K4 H CA
EEM HEAT S} 50 IE

HH TR NLZR 1 CA EEM RS Ss L& A —JE —,  DRISLAZIsE 3iAs cA
EEM it B15 5., ARG A BE2 i lL & realms.xml CA EEM J@ . i BT %2
2 CAEEM, I R A FTE 41216 CA EEM 781 B R3R1F1% 05 8. H4h,
483 DA STURFN S5 5% LA T BRI IE ) CA APM JT IS CA EEM JIR 4%
b PR . A KTE CAEEM k45 2% L E CAAPM H P IR R, 1l
S5 “4E CA EEM T RIEE RIS APM I (p. 72)”.

TERCE realms.xml B, 1384 DL B .

EEER! WERARW T AL, b S AR RS,
m  descriptor= [FHEX 73 K/INE
- %, descriptor=EEM Realm /7)1~ descriptor=eem realm
» X T EEM AT, descriptor= [RME A%5 k) EEM Realm.
o LSRN T, SUARIC ) id= B AU A
—o flhn:
- <realm descriptor="EEM Realm" id="EEM Server 1" active="true">
- <realm descriptor="EEM Realm" id="EEM Server 2" active="true">
FEALEEDLR, ATLABCE 2N, Flan, 55— DN ERASEER T
FEABR, 5 ) b AU T AN AR B, AZin]hE

PA/> LDAP 55 4%, RARIAPN & 2t o, 41980 fe— HAE(EH]
AH 2 BE, 1 HAEA ARSI 2] CA EEM PR AR B 73S 0 & .

WIR realms.xml BLEA LM, A BoRE R B i,
4/13/10 03:06:32.960 PM PDT [ERROR] [main] [Manager] The EM failed to start.
Invalid realm descriptor in the EEM realm descriptor: eem realm
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BHITU T I R:

HE: AXIET40 APM FINHFRF 76 EEM S, 15 S AT
<EM_Home>/examples/authentication H 3¢ )75 realms.eem.xml it &
A

1.
2.

F IFAET <EM_Home>/config H 4[] realms.xml (14

EMREC N EME.

FR: Hi¥ enableAuthorization J@ AR B N FLERINE true, 0] LU
FH CA EEM JI45 28334 T 5 Oy IOAIE R AL . Wi Z A8 ¥ & N false, NI CA
EEM XA T S A B0 ALE , 11748 FH A 3 22 4 S0l A T 3R o E A L6 L S
B RS IE BT AP AL, i, EAGH i & A {4 F LDAP B¢
SiteMinder AT S I E () CA EEM, (IR FRAT: B A0 A b A o

EH
CAEEM JRZ5as N4 . SEIE PR L,

appname

CA EEM T ANV B RSS2 1) APM N HFE I 485K e JE A
W EE

username
LOERES] CAEEM IR T 44 B PR AT IERY .
CA EEM ERIME N EiamAdmin.

password
T IERES] CAEEM JIRSS s Uit o b 11k A2 o0 75 s 2k
CA EEM ERIME N EiamAdmin.

plainTextPasswords

FeR R B R W A AT R R T . MR PR AT
.

AP PR B EY realms.xml SCAEFE R IAZAE K True I, & 234
AT LU A

n BSOS

n  fEHINEHLES realms.xml

n ¥ realms.xml plainTextPasswords &£ ¥ & 4 False
WEARAZE BN False, WHEE B2 20 I .

BEER! WZEEREETE realms.xml LA, AV PEES AN S
Ba, R RN A,
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enableAuthorization
Ja I CA EEM 1 AR I8 P A T I

ERUIEOLS, (H® R True, R, 1 CA EEM HEAT 5 3 50 iE N
B

WRAZAE BN False, W) CAEEM A TEHRRAIE, M4 4%
B

3. {%4% realms.xml L1,
4, FFEENAIE L LN ] realms.xml SEI4

Ja F cA EEM B IIER realms.xml &7

PN W22 1E realms.xml HECE S I CA EEM (1) 224 sl 1) T2
<?xml version="1.0" encoding="UTF-8" standalone="yes"?>
<realms xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" version="0.1"
Xs1:noNamespaceSchemaLocation="realms0.1.xsd">
<realm descriptor="EEM Realm" id="EEM" active="true">
<!-- WHE EEM JREHWMTNH -—>
<!-- @R TEEE -->
<!-- BN localhost -->
<value>localhost</value>
</property>
<!—— WETEZIIN EEM NARTHIAHK -->
<!-- ZEtEvwEE -—>
<!--
<property name="appname'>
<value>MyIntroscopeApp</value>
</property>
-=>
<!-- WEEEED EEM REBMHP LK -—>
<!-- ZEHtETEEE -->
<!-- BRMHEAN EiamAdmin -->
<property name="username">
<value>EiamAdmin</value>
</property>
<l-- WEEED EEM REIIEND -->
<l-- ZErEnFHERE -->
<property name="password">
<value>EiamAdmin</value>

</property>
<l—— PR RLECA, WEE N true -->
<!--— W plainTextPasswords &N true, {MVEHIAREHE S %M, -—>

<!—— XTI I plainTextPasswords &N false -->
<!-- ZEtELwEEE -—>
<property name="plainTextPasswords'">
<value>true</value>
</property>
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<!-— M EEM JREHTDIHZAL -—>

<l-- RN false, EEM MRESESHAATHREAT B IAE -->

<!-- @R TkEE -->

<!-- BUMEN true -->

<property name="enableAuthorization">
<value>true</value>

</property>

</realm>
</realms>

i B ¥ F LDAP f] CA EEM 5 {7 T8 UE

WL CA EEM R %5 #% 5 CA EEM SZRFIY) LDAP RS #5821, AT CA EEM
Bic & A fd ) LDAP IR 45 28 34T G O3B0k . ZEIXFhIGHL T, P Ak A
LDAP. {E¥f CAEEM IR%5 %% 5 LDAP R 4528 LT S AR, ANFRE
7F Introscope AT ILARACE . 5 5C Introscope S H#[1) LDAP A5
M5 S, &S A LDAP L9 Introscope (p. 41).

ER: VR CAEEM BLE N [R5 2 AN M B S T8 i, i, [RIm
55 LDAP F11 SiteMinder £ .o

WA E ] LDAP 1) CA EEM B3 56AE, M T Z55E CA EEM B THIAL.

HRFEMGEE, ESRALE CA EEM #24L (p. 60).

HHATL TR

1. WCEINESCEE CA EEM 1) LDAP 45 2%, 4ll11, SUNONE LDAP JIi%
7% o

2. 7E LDAP H /" H s i - A

FR: 706 CAEEM RS 23 E8 24N - H 3¢ (i LDAP) B, ¥
YEAE CA EEM TR B BN In 4= 5 H

3. fE “CAEEMCE” LI, Ml'E CA EEM LUZEREI4 Y] LDAP BY,
Active Directory IR%5 %% .

HRVPEAE R, S (CA Embedded Entitlements Manager A /775
) F {CA Embedded Entitlements Manager %7 #%7577) ™5 LDAP #H
P IERC

B2 B F CA SiteMinder 1] CA EEM 5 43 I6+IE

SiteMinder & — M EF ] Web Vi) B ¥ RS, SZHFLUTF N
n B IER S E Sk
n SHRIEE R
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FiC & CAEEM #Z24Y

w LT SR IR

GG

m HAZAT Web N HFRFFI T TG R

AT LK CA EEM L B 48 H SiteMinder 3T S I0IF . 7EXFPE LT,

P RIZ K A SiteMinder. 4154 CA EEM JIR 4545 55 SiteMinder AT T4
J AT B SR, AT EAE Introscope H HAT AT HiAth i ' .

T B E 8 T SiteMinder ) CA EEM SR I, #5432 CA EEM B/ T4%
o HRFEAMEE, ESHECE CAEEM #ZHL (p. 60).

ER: AR CAEEM BCE N [N 5 2 AN H 3752 8%, #lan, [RIn
L5 siteMinder F1 LDAP £ )%

HHATL TP R:

1. 1F SiteMinder F )7 H 3 i S A1 4H .

ER: 706 CAEEM RSS2 IERRISMT H - H (n SiteMinder) &,
B ICIEAE CA EEM T @ slids in 4z R FH o

2. 7E£ “CAEEMLE” &Ik, BLE CAEEM LLZEH:R SiteMinder.

ER: HXCAEEM 5 SiteMinder £ ITELNE B, 1S LA FTEr
R AH DG

m  (CA Embedded Entitlements Manager A ]#555 )
m  (CA Embedded Entitlements Manager /KA 1) o

R AXHE RG], 1S AR PE R TEC534187: CA Wily APM
security example: CA SiteMinder for authentication with CA EEM for
authorization (CA Wily APM 47~ : i ] CA SiteMinder JE4T &1y

ISAF, ¥ CAEEM #HATHEAD

WK CA EEM FIFERIBLASIE, I AZ0AE CA EEM 4525 LG & APM N H
FEFP LS APM FH o AR o AT LR DL R k2 — S B e

m  CAEEM Safex S T H

Safex 7& CA EEM 2 fi (¥ fig-24T FLHT (CLI) S T H. . Safex 847 XML I
AVLTE CA EEM Hyd U FH AR PP - it FH - Fn

CA APM 241 T —AN7Rf5i] Safex AL, XHIAHT G HATER A APM
SRR BEFIRBR ) APM N R o

—f DI F Safex JEHACK: £ A CA EEM 5 HE B xml SO, A 4N
{55, 1S (CA Embedded Entitlements Manager i f245 ) o
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= CAEEM Fti

HRATH CAEEM FHINIME S, 125 (CA Embedded Entitlements
Manager A /' ]75F7) F1 {CA Embedded Entitlements Manager A7
a0y .

B RTRE B, TES PR L TEC534188: CA Wily APM security
example: Setting up CA Wily APM users, groups, and resources in CA
EEM (CA Wily APM 4> Bl 7E CA EEM H1i% E CA Wily APM
M AR .

PjlA] CA EEM ST :

R EHA VT AR, AT LSSk 3] CA EEM DLBCE APM N FE 7L
N APM H ' HFIBLRR

m  {F CAEEM HEF] APM N FHFEF

a. {FE CAEEM GFx Ui [, M “NHFEF:” FHykd i APM 5%,
T Y R 1R 24K

b. M N BRI,
APM | FHFE P R BRI B 5 44 4 EiamAdmin

ELAE FIPS S ECE APM-CA EEM £E /3

WR: LU EEM 223547 B AL 1Y) igateway.conf U4 H A
<FIPSMode>OFF</FIPSMode> ¥ FIPS B0 & 4 “OFF”, LAE FIPS X 15
B EEM IG5 A% . BLSCHR I BRI e 2
C:\ProgramFiles\CA\SharedComponents\iTechnology .

1. BC'E eiam.config Al eiam.log4j.config 314

» 7 <EM install>\config H 3114 JF eiam.config Al eiam.log4j.config
A

n AN FIPS BEX TR OFF Jf Rk
<FIPSMode>OFF</FIPSMode>. ERAMI N “OFF”.

2. CHRE B E N N AUT

= MD5 (ERiM)

= SHA1

= SHA256

= SHA384

= SHA512

IEE APM-EEM £E BEKS L 0 -JF FIPS A5,

Pavan
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PL FIPS L B APM-CA EEM £ 1% :

WR: LU EEM 223507 B ALY igateway.conf SCA4-H A
<FIPSMode>ON</FIPSMode> 4 FIPS #5U ik B}y “ON”, LA FIPS B &
EEM 5585 o LSO ERIN e i B2 C:\Program
Files\CA\SharedComponents\iTechnology .

1. BC'E eiam.config Al eiam.log4j.config 314
m 7F <EM install>\config H>%"#T T eiam.config il eiam.log4j.config
A
n JHIKF <FIPSMode>OFF</FIPSMode> H 4 4
<FIPSMode>ON</FIPSMode>, ¥ FIPS #: #E # 4 ON.
2. W EEVERCEN YT
m SHA1l
m  SHA256
s SHA384
m  SHAS512

BB APM-EEM £E B E M FIPS FX,
Bl & CA EEM FZ4L

EEFR! WA CAEEM I THBG WALAE BELER 420 B i1 21 CA EEM
I ED AT . CA EEM AR IR A7 At 2 SCBUBR 17 ) 54
RINASENE

BEFR! 706 CAEEM RE 4 IERBMTH P Hak (i LDAP X,
SiteMinder) J&i, 4 JCIEAE CA EEM I s in4 /s H . Wit CA EEM
54555 LDAP B, SiteMinder x5 #58 db AT 5 4 5000E, T/ nJ LL{E LDAP
oy, SiteMinder ' (ifijd CAEEM ") & & P FI4H, BifE LDAP ok
SiteMinder "' 5E 5 H P FNZH CA EEM 1 [] TS

FE(SA! eem.register.app.xml A ELEEBE SR E J {HH LDAP &,
SiteMinder HEAT & 340 1F K] CA EEM [R7- B4 o
BWHATU TP R:
1. F'E realms.xml SCAF3EAT CA EEM 4245,
a. FITiT <EM_Home>/config H % H (] realms.xml L1

b. i\ appname JEIEBEE A CA EEM ANV 3 2545 B N2 i)
APM R FHFE PR S8k, foilan, APM.

fi FIED B8 2a THIC'E. CA EEM JIRSS &Iy A AR AR /] B FH A
HFKo
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c. ik enableAuthorization &MV E N True.

d. f#AF realms.xml SCAF
e. HHT AN AE PR LU H realms.xml SE25,

2. QAT i Z A safex WA, H TNk apm N FE 4. H
JO BRI WM ST A% B .
CA Technologies 7F <EM_Home>/examples/authentication F 5+ $#2{it
T LR Safex A <41 -
eem.register.app.xml
FEMERIA T APM N FHFET o
eem.unregister.app.xml
A BIA T APM N FE o
eem.add.global.identities.xml
ISIERN ) APM 225 P o
eem.remove.global.identities.xml
B BRI IR APM
VEE: CATechnologies 13X eem.register.app.xml Fl
eem.add.global.identities.xml, LULHAEVE CA EEM % ALHRE AT
Ao TBATIXLE A AT L B CA EEM BT 75 123K
a. {E Safex JWATHECE LT CAEEM %4203 .
s VT IESHALE CAEEM T APM WY HFET (p. 65)
s 4. WS L CA EEM T EIEEAIHERE APM 41 (p. 68)
s P, BEZSMALL CAEEM T AIERINER APM JHF (p. 72)
HER: CAEEM ASCHPAE Y, PIEHRALE CA EEM FREIE ] I
b S
n  BEEEK. WS PULE CA EEM TR INER APM BEYEZE (p. 76)
n PR, 1S5/ CA EEM T BIEERIIER APM EEK
(p. 76)

RS ESRVERR . 155 5 G0 A S CA EEM APM Il 55 2 7%
Y 0] S (p. 86)

b. Aik: WAL eem.register.app.xml SCAAE R CA EEM it & fH

AHFERE, TEE ] CA EEM FLIHITC & CA EEM IRS5 25 ki 2 LA R 4
A

A
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3.

w QU TRIER: BSR4 7 IR o

FHER A Introscope H ] FIABRILHC (RI#EAESI 2K . 44,
X F-IRS5 234 PR, Introscope 4 4 shutdown. publish_mib Fl
ful/ BREMEE, S HEEAMER CA EEM APM 5 B 1y 1]

Sl (p. 83) LA K BRI ER CA EEM APM i 45 8% Y51 ] S S
(p. 86)o

w G AIEE . SRR E CBREE . ANEEAMRE. e
G4 LS A B 22 DU
- RUPRIEAREE TRIR AR, Bl R, AR AT
TR, SRS N T B R I AT S o SR 55 250
FEIRMEA N A G, A BRI 1
- Identity 2112 FR.
w  ATHIETEE ug: R e TR PR H - 41, S T i
B, LM gug: R AR L.
SR <EEM_Server> Hx, ZH AT LU A :
C:\Program Files\CA\SharedComponents\iTechnology
TEMAPRTT T, 1BITRL R4
C:\Program Files\CA\SharedComponents\iTechnology\safex.exe -h hostname -u
username -p password -f <mySafexScriptname>.xml

il an,

C:\Program Files\CA\SharedComponents\iTechnology\safex.exe -h hostname -u
username -p password -f eem.register.app.xml

A SIZAT IE g B e L) CAEEM BCE(E .

o F CAEEM JFE A APM N HRR T 4l F P IR DL R Al
G-3RI, A IR

a. Hil “PCE” IR ATEE APM N TSR

b. iy UL LR AT AR APM AR .

c. $EE ORI R SR IR ] A APM BERSR LU A ST R 55
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7E CAEEM /1 APM N 2 7

7E CA EEM 2 /Dy it —AN W R LU T Introscope %4 B . 7 CA

EEM i i AR RIS, S B — AN RS2, TAEAE R P e
A ) S . A DA P RN R IS S, TS UL T CA EEM
BT

] (CA Embedded Entitlements Manager A/ ]755)

m  (CA Embedded Entitlements Manager FF 754))

m  (CA Embedded Entitlements Manager 4iF27555)

CA APM 24t T BN Safex A, I T-LAAAFR APM M CA EEM N HHFE
¥

BEEFRE! TAE CAEEM HyEMN T, TETH Safex A, AfefiiH
CA EEM H 7 ST i Y H 27 o

ER: XA K APM (1N HFEF I Safex AR, WS AT
<EM_Home>/examples/authentication H ™[] eem.register.app.xml 7~ 15
A

LLIE FIPS 13N 7E CA EEM H M APM MR 7

1. fE <EEM_Server> H sk G5t Safex xml S0, 1% H il & A7 1
C:\Program Files\CA\SharedComponents\iTechnology H x| .

il tur,
C:\Program Files\CA\SharedComponents\iTechnology \Register_APM.xml.

2. BYPNZAI IR IR 2] Safex xml SO, ARJE G IR R
ERMIES e

<Safex>
<!-- Ik 2RmEs -—>
<Attach/>
<l-— VRN “APM” MR -->
<Register certfile="APM.pl2" password="Enter Your Password">
<ApplicationInstance name="APM" Tlabel="APM">
</ApplicationInstance>
</Register>
<Detach/>
</Safex>

3. FIIFa R HURETIE SR <EEM_Server> H3%, % H 3l A
C:\Program Files\CA\SharedComponents\iTechnology .
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4. BL&AT Safex WAS, VizdT AR dird
>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f <yourfilename>.xml

i an,

>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f Register_APM.xml

5. {& CAEEM " FH APM N HFEF .
a. A A R AR S O3 A BRI A Sk B CA EEM .
W, W F4: EiamAdmin, %t5%: <password>.
HER: CAEEM #2141t EiamAdmin 1E A ERIAA A SRS B0 F P 44
b. HEFH APM NP, EHRT “HE” Ek.

c. HWEEGEZNRFIER, RGN R ARK, Bl
APM,

EL FIPS IR 7E CA EEM iR APM N PR

BEFRE! AL CAEEM HyEMN T, TETH Safex AT, AfefiiH
CA EEM H 7 FHfiE M N H AT

HER: AXEIEAL R APM [N HFEFF) Safex AR, TS AT
<EM_Home>/examples/authentication H > ™[] eem.register.app.xml 75
(EL

1. 7E <EEM_Server> H sk @14 Safex xml SO, 1% H Il A7 T
C:\Program Files\CA\SharedComponents\iTechnology H K I .

#ilan,
C:\Program Files\CA\SharedComponents\iTechnology \Register_APM.xml.

2. BIYNZAL IR HORG I 2 Safex xml SO, SR 5 F#E AR R AR5 |
TR,
<Safex>
<!-- BHmAL R -->
<Attach/>
<l=— VEF “APM” NFHFRR -—>
<Register certtype="pem" certfile="APM.pem" keyfile="APM.key">
<ApplicationInstancxxle name="APM" Tabel="APM">
</ApplicationInstance>
</Register>
<Detach/>
</Safex>

3. FIFa A PRI S8 <EEM_Server> H 3%, 1% HSGEH N
C:\Program Files\CA\SharedComponents\iTechnology
4. HEAT Safex WA, HEATLLF drd s

>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f <yourfilename>.xm1
-fips
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i,
>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f Register_APM.xml -fips

5. {E CAEEM " FH APM N HFEF .
w (AR A 0 A B Y A PR RN 2R 6 5% B CA EEM
W, 4. EiamAdmin, #f5: <password>.
HERE: CAEEM Al EiamAdmin 1E 4 ERIA 4 A SR B0 F P 44
n  EEHEAPM NHEFPIER, R RUE” IR

o HEEE GNP A S RN R AR B,
APM.

7E CAEEM X4 APM N 2 7

7E CA EEM RSN FHFEF I, M\ CA EEM 5525 IR 1 0 F A
7 LA BT FH SR 0 P R4

HER: BT LM CAEEM FHHIHATIX LTS5 . ACTHEAE R, 1ESH
( CA Embedded Entitlements Manager A/ 775/ « (CA Embedded
Entitlements Manager JKp774)) . (CA Embedded Entitlements Manager

PFESTHD)
HHITUTZR:

ER: ARESA N APM [N R S ILH P AL Safex ALY,
152 WA T <EM_Home>/examples/authentication H &[]
eem.unregister.app.xml 7~ SCAF

1. fF <EEM_Server> H s Al 7E Safex XML U1, 1% H S 4
C:\Program Files\CA\SharedComponents\iTechnology.

Fltn, C:\Program
Files\CA\SharedComponents\iTechnology\Unregister APM.xml,

2. YDA IR ORI F Safex XML SCHFH, SR 518 R A8 ) AR AR
G145 A

<Safex>
<!—— HHhaRHP -->
<Attach/>

<l-— HUHEM “APM” NFHFERF -->
<UnRegister>
<ApplicationInstance name="APM" Tlabel="APM"/>
</UnRegister>
</Safex>

3. IS HRFT I SR <EEM_Server> Hk, % HlH A
C:\Program Files\CA\SharedComponents\iTechnology .
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T3 PAR 2 >Rz 1T Safex JHIA
>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f <yourfilename>.xml
i,

>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f Unregister_APM.xm]1

ISLFELL FIPS BLAE CA EEM IR VE AT APM TR, IE17 LI
A LLEAT Safex A

>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f <yourfilename>.xm1
-fips

il an,

>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f Unregister_APM.xm1
-fips

7E CA EEM H A APM N LT .
a. Hx3|CAEEM.,
b. PR “HlE” EIR A EE APM N R IRAEE .

VEAHIK APM N I RE P2 EHER , AN . BT ARSI A4l
SAMER -

7E CAEEM = S FIHH Bk APM 2H

CA EEM FRAEPANH 4

R € TN IR P4, SR LA BRATRF R T Se VR U7 il (1 B FH R (1A
PR o 4 TN IR P O AN S 5 A P 3 3 AR

FER: BA CAAPM CA EEM 2242l e s T N H R O ZH 56 38 10

SR, RS PAF AR, PO EATA] AYS E[R] CA EEM VE
Tk BRI BTAT N IR o

R 06 CAEEM RSS2 B2/ FH 7 H 5% (U LDAP B SiteMinder)

I,

B ICVEAE CA EEM FR BN BN D4R 4. anS CA EEM IR 55 %% 55 LDAP

oy, SiteMinder IR%s 2845 3T G40 50AE, 15 /E LDAP B SiteMinder ' (1fij
4E CAEEM H) W E 4.

CA EEM SCRFIREEAL; AEREA T, THMNILRAPEBIR. KL, Ad
BN TR . (H2, WTRIOY 74 CHAMIBLR .

FAE CEM 54, CAAPM I A A 20—/ CEM # i 5e XK
Vi ) M A RE AN AZAL . CA APM ] F1 b ZIUAE 5 7 — AN Sl A A e B

B

AREER M ESWAIERG. WA CAAPM I E AR CEM %5

PR A A B AN TR 6, DU 20 [ Py ALK P AN 25K
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FER: AR MEA APM P 1) Safex JIAARAY, WS FALT
<EM_Home>/examples/authentication H > ]
eem.add.global.identities.xm! 7515 LA

HER: WRC ¥ CAEEM BCE A i LDAP B SiteMinder 1T 5 350 1IF,
I H CL48 7t LDAP 5§ SiteMinder JIR554s BAIE T H A, WIATTEDR
APM 415N E] CAEEM o HUFFZEATTH] Safex A /M APM N HFET o
W2 AL CA EEM T APM N T FLFE (p. 65).

FER: BT LA cAEEM FHIHITIX AT S . A CHEAEE, WS

{CA Embedded Entitlements Manager A/ ]#57)  {CA Embedded
Entitlements Manager IL774)) . (CA Embedded Entitlements Manager
WFETER o

fEH safex S T EEIE APM 4:

1. fE <EEM_Server> H sk @il Safex XML 3CF, % H i@ A
C:\Program Files\CA\SharedComponents\iTechnology .

%, C:\Program
Files\CA\SharedComponents\iTechnology\Add_Groups.xml.

2. BIUNZACHD IR SORE G 2 Safex xml SCAFHT, AR5 (IR AR S5 AR
G145 AL R TG B A AR Y (1
R IS vg: TR e TR IR 4L, ARG T
R, wTLME gug: fase 4Rl 4.

<Safex>
<!-- MmcheRHR -—>
<Attach/>
<!—— W4 -->
<Add>

<Folder name="/APM" />

<UserGroup name="Admin" folder="/">
<Description>Administrator Group</Description>
</UserGroup>

<UserGroup name="Guest" folder="/">
<Description>Guest Group</Description>
</UserGroup>
</Add>
<Detach/>
</Safex>

3. ISR FT I S i3] <EEM_Server> Hak, % HBH A
C:\Program Files\CA\SharedComponents\iTechnology .
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4. LU A KIZAT Safex A
>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f <yourfilename>.xml

i an,

>safex.exe -h lTocalhost -u EiamAdmin -p <password> -f
eem.add.global.identities.xml

W EON L FIPS A CA EEM SR APM Y R P04, iis
AT LA I & LLIsAT Safex HIA:

>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f <yourfilename>.xm1
-fips

B,

>safex.exe -h Tocalhost -u EiamAdmin -p <password> -f
eem.add.global.identities.xml -fips

5. {E CAEEM A4,
a. HxkF| CAEEM.
b. Fuili “EEIG L LR,
c. il 41 HEEZ.
d. 76 “HmA” W@, kb < BoRNHREFAL” ZIEHE, RI5H
i AT
CAEEM &7E “H4l” % Hvp Wos APM 41IH51%.

e. HlAARREHEAE A wW I AE A RZARE G
H

/& o

1 safex SZF T EIER APM 4 :
ER: EMBREAYL w7, EEMBRZA N R HAbdl 5 H
T2, WEEOE S .

1. f£ <EEM_Server> H sH Il 4k Safex XML U1, 1% H S &4
C:\Program Files\CA\SharedComponents\iTechnology.

#tn, c:\Program
Files\CA\SharedComponents\iTechnology\Remove Group.xml.
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BIY) AR IR ORI S Safex XML SCEFH, SR 54 T8 AR B AR
G145 AL R TG A AR Y (1

W WEMHITE ug: TR TN HBFH A, iEH T4
[P, nTLMEH gug: FREa /A 4.
<Safex>
<!—- HHha/mAP -->
<Attach/>
<!-- WERERHAE -—>
<Remove>
<GlobalUserGroup name="Admin" folder="/"/>
<GlobalUserGroup name="Guest" folder="/"/>
<GlobalFolder name="/APM" />
</Remove>
<Detach/>
</Safex>

I A HORF I SRS <EEM_Server> Hik, % H kil b
C:\Program Files\CA\SharedComponents\iTechnology .
T LT i 2 K12 4T Safex JHIAS:

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

i n,

>safex.exe -h lTocalhost -u EiamAdmin -p 1234567 -f Remove_Group.xml

W R L FIPS #53C  CA EEM £ET APM N FHRE R4, 1iis
AT LA N A LLIEAT Safex HIA:

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

#ilan,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Remove_Group.xml -fips

7E CA EEM 1 FH APM 41,

a. HxkF| CAEEM,

b. i “EFHLE G EIR.

c. ‘4l BERL

d. 7 “HR4” g, g CBORNHFRPAL” SIEHE, K55
i AT .

CA/E\EM SAE “THP 4L & D SR APM 41045122 . BRI APM 41

ANEHIH
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7E CAEEM B2 AR APM H P

CA EEM H AP /-

w REE TN IR, IX LR R AR E T SRV IR (R AR
P RBRR -

AR, HATLAYT R CA EEM HEM K BT N R 0 R i A
A= Jai F P A0 BCRE 2 1 N R B P 2 PR D3 B8 A, A4 SR Pl
AR TN R R

1 1] CA APM (] Safex AR N3] CA EEM T 1) APM 4= 1 DL s 58
N HRERE B P, #R 2V B A CA EEM HP s s N R 4 A A o B iy
HEAT CA EEM #Z4L, APM VAT EERCA CA EEM H AN SRl 5« (HZ
WHR APM F FAS & CA EEM RN LI 51, AT T A 2500 B o IR
Uy 7] SRS A BE dmAR AT A PR (U E iR 548D .

VER: WL B CA EEM B E 4 f# ] LDAP BY, SiteMinder JEAT S 473 5 AIE,

JF H.CV7E LDAP 5 SiteMinder il45-#% EQIEE T H I, AT 2206

APM M Pz cA eem i IR EAE ] Safex AN APM N FHFEST .
Z [%4E CA EEM VLT APM | Fﬁﬁ%ﬂ“ (p. 65).

VERL: {044 CA EEM JIR 45 4B 3L RI4M T /2 F 5% (401 LDAP 5 SiteMinder)
i, 4TI CA EEM P AIEEERVRIN AR P o (LI, KRR AN
(LDAP 5§ SiteMinder) FHJ H 3% HH B H P8 Ik e+ N R 3 B R4 A5
o MRS K CA EEM IR 45 4% 55 LDAP Ik SiteMinder I 45 #sEAT T A2 LA
AT S AT, 35 7E LDAP BY SiteMinder T (i CA EEM ) ¥ & /7.

ER: AXKBINEA APM 2 5 H 11 safex AR, 15215
eem.add.global.identities.xm! 75 0. A IK APM 425 2 s in 3|
APM I R P4 s 4H R 1) Safex BIAAES 045 L, &5
eem.register.app.xml 7~ LA o X PN SCAFER AL T
<EM_Home>/examples/authentication H 3¢H .

VER: BT LA cA EEM FUHIHITIX AT . XA, WS

{CA Embedded Entitlements Manager A/ ]75/%) « {CA Embedded
Entitlements Manager L7 4)) « (CA Embedded Entitlements Manager
T FETEHT o

HEEER! CAEEM AR, K IAEIRAE CA EEM R GUZEH] i 46
DAL AT
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i/ safex Sz T EAIE APM .

1. 7E <EEM_Server> H kAl Safex XML A, 1% H Skl H ok
C:\Program Files\CA\SharedComponents\iTechnology.

#Wltn, c:\Program
Files\CA\SharedComponents\iTechnology\Add_Users.xml.

2. BPUNZA IR LRGN R Safex xml SCEFH, SRS A A1 A2 AR
515 AR B B AR Y e

<Safex>
<!-- MhhaREP -->
<Attach/>

<!—— WhnaFAEPE -->
<Add>
<Globaluser name="admin" folder="/APM">
<UserName>admin</UserName>
<D1isplayName>Admin</DisplayName>
<l-— AAVHEHZHT -->
<Password>admin</Password>
<FirstName>APM</FirstName>
<LastName>Admin</LastName>
<WorkPhoneNumber>1-888-888-8888</workPhoneNumber>
<Emai 1Address>support@yourcompany . com</Emai lAddress>
<GroupMembership>Admin</GroupMembership>
</Globaluser>

<Globaluser name="guest" folder="/APM">
<UserName>guest</UserName>
<DisplayName>Guest</DisplayName>
<Password>guest12</Password>
<FirstName>APM</FirstName>
<LastName>Guest</LastName>
<workpPhoneNumbe r>1-888-888-8888</WorkPhoneNumber>
<Emai 1Address>support@yourcompany . com</Emai 1Address>
<GroupMembership>Guest</GroupMembership>

</Globaluser>

<!-- KHPImEIAE -

<User folder="/APM" name="guest'">
<GroupMembership>Guest</GroupMembersh1ip>
</User>

<User folder="/APM" name="admin">
<GroupMembership>Admin</GroupMembership>
</User>

</Add>
<Detach/>
</Safex>
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3. FIFa R HURFTIE SR <EEM_Server> H3%, % H 3w A
C:\Program Files\CA\SharedComponents\iTechnology .
4, W3t LU R A kis T Safex A

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

#in,
>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Add_uUsers.xml

W R E A L FIPS #5C  CA EEM FE R N H R B2 APM 7, i
1BAT AT fin e LAIZ 4T Safex A

>safex.exe -h lTocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

i,
>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add_Users.xml -fips
5. 7E CAEEM 1 FH APM Hj .

a. Bk F| CAEEM,

b. i “HEHELGAR” IR,

c. Hi “HP HEE.

d. 78 “HRH/” @, WEMEFEIE. BHEASEMRT, R
Jo s “PAT” .
CAEEM HAE “H” % I+ o APM H P 513K

e. iy APM HIJ AL BERE, UMEAE “JH P IR R HNhEEHES

/f% 1%\ o
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i FH safex SZFH T EAER APM FH

HER: ACMERERGA APM 435 7 1) Safex JHIAMRY, 5214
eem.remove.global.identities.xm! 75 L. A MIER APM N HFEF ()
Fie € TR D 1) Safex A, 52
eem.unregister.app.xml 755 SCAF . IX AN SCAFERAL T
<EM_Home>/examples/authentication H > .

1. fE <EEM_Server> H 1 filsd Safex XML 3CAF, % H 1B % A
C:\Program Files\CA\SharedComponents\iTechnology.

#Wltn, c:\Program
Files\CA\SharedComponents\iTechnology\Remove_User.xml.

2. BYUICARHS R LORE WG E Safex XML SCEE, AR5 1 AR 554X
515 AR B B AR A Y (R

<Safex>
<!—- BHhha/AP -->
<Attach/>
<!-- MWERERHEPE -—>
<Remove>
<Globaluser name="admin" folder="/APM" />
<Globaluser name="guest" folder="/APM"/>
<GlobalFolder name="/APM" />
</Remove>
<Detach/>
</Safex>

3. FI T HRFTIE 2B <EEM_Server> H3%, % H 3l 4
C:\Program Files\CA\SharedComponents\iTechnology .
4, JWIF LU R4 kisqT Safex JHIA:

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

il an,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Remove_User.xm]l

R PL FIPS B CA EEM 4R N H RE IR APM F 7, i
B17 LR v 4 LLZAT Safex JHIA

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

filan,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Remove_User.xml -fips
5. f{f CAEEM 1 #5FE APM HIF .

a. HxF| CAEEM,

b. Hy “EHHLGM” TR,

St
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c. duik “FIPT G
A {5 R BOR, BEERREE. B RITR, R
Rl T

CAEEM AE “HF” & H iR APM H P 53R . MIBRT APM H
PRSI

7E CAEEM Gl H- Bk APM FEIEHIE

REOGENEE N RPN, AT REASH 2258 L APM BEU52E . Introscope 227D
T R R 45 A gt PR S A SR ] CA CEM, WA ST E SURFSE T+ CA CEM )
IR . K CA CEM CA EEM ‘2[R 4115F ., 1 2[5 CA CEM [1] CA EEM
G AR AL (p. 111)

BEEER! X T CAAPM 4% E, W04 [ 52 ) APM 55 2 FIAL PR
AR

KRR APM BEUESE, SR IEOCIRIOALR. (FE CA EEM AR 2R 7F)

HE: AR EABINEEIRHA A APM FIN TP Safex JIAAL
i, 1EZ AT <EM_Home>/examples/authentication H &7
eem.register.app.xml 7515 LA

R BT LI CAEEM FHHUTIX LTS5 . ACTHEAE R, 1ESH
{CA Embedded Entitlements Manager A/ ]75%) . {CA Embedded

Entitlements Manager JPL774)) . (CA Embedded Entitlements Manager

WFETTHT) o

fEFH safex S T HAIE APM IR

1. fE <EEM_Server> H 1 filsd Safex XML 3 AF, % H%IE % A
C:\Program Files\CA\SharedComponents\iTechnology .

#Wltn, c:\Program
Files\CA\SharedComponents\iTechnology\Add_resource_classes.xml,

2. HESBTIESEAR .
TEEL
F 7 B AT LA S 1) AT AR RN 5538
A RS UT HE55
w  AAMASA CREE s H AR [ AR
» {E Workstation #iil & & F Wik

w R AL W AR EER O R, A
Ao B HRF SE BRI BRI N AT R ]
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. EAECTEIEL, AHEUTR A
 AERENLR

w RN SR AR R R D S A AT T AR
w SO S A A D L AN R e

w /BRI R R R AR

o EEE A B P B BAS S R AR

SRR GRE BN, o PR AL B
EIRRAFR)

ER: HA DR H Fel 4 nl PLEF Workstation H1 1 FTH
Ao (EARATITCRL T ) I 2 S A o

BEA

FAT AR AT s AR ATRA T e ZE B OB (1) AT
&, iy Hakw] B

o AHEA RPN 55

PRI ey IE L R TN

w  GARET T 2
run_tracer

F 7 B T LU AR S Bl 55 B R 250

ER: ARSI Be BRI .
historical_agent_control

P Bl i] DL s e AN A R

R BRI T2 R .
live_agent_control

F 7 BRZH AT AR P BN (0 B ARvE L BRI BE AR o

R SBURIE T2 BB .
dynamic_instrumentation

F P e Ay LAk AT 3h A

KBNS KPEGIE R, TES W (CAAPM Java 1CHESE 75 9)
o, (CAAPM .NET fCPESETE ) -

thread_dump
P s T LLE R ] “ 2R fif” akmii .

A H R B 2R R #1045 S, 15 2154  CA APM Workstation /1]
JIIEEY T (CA APM Java {CPESEIGTE )
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full
F P e AT S B AT m] RERL PR

HIRHEE APM M5 R, 1HZ [ Introscope ‘%414 H FIAL AR IA
(p. 27)o

i 5 AR 55 2 DRSS IR -

shutdown
FH P B ] DL AP A BEAR
publish_mib

FH 7 8 v LK SNMP ISR B A El MIB.

H T RATMIB, LG SNMP WL EE o %445 SR R AT
SNMP I3 B AT 5 A5 R AR

apm_status_console_control

HIP BT AT 21 APMOAREIRE bR, AEH] APMIRZS T &
SRJFIEAT APMRGSIZE I G CLW i 4

HEE: MRS T E G IESIR e B AR
B, 845 domains.xml HEZALE (p. 36).

full

FH P sRAH 304 B A7 n] e R Al /8 B 2 R 25 2 AN PR
11 78 M 25 e 55 DU ZRAN R LASR AH N HIRRE o0 SR ] e 4
B SR K B R S

Introscope FI 7 R4 ] LA N R 20 A0 B L Rk 45 R 45

R ATLME R CA EEM BB N IR 3 73 SR AL Ll
MG e FEEXFHOL N, RGERNGLHIX =P .

R WA SE LSS MRS (AR, UE S e s I F AR

¥k F| Workstation Z |, X488 B ANES S AR N TR 73 A0
Hrs
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5. BNV S YRR B PR SSAR , DAAGE A mirim B A I FH R P 20 2800 ] 2

ERE .

ZYN
Introscope FH % FIEH W] LAAE N FHRE 20 R 2 i s
R B %m0 B e E . ok
FEANME R, &SI 2 e W B 5 NV R 0 ] 22 4
5 (p. 99).
VER: CAAPM CA EEM ‘224 VLB A8 F 45 I R 28 U5 AL K]
iRt e s .
AR LM CA EEM AUBRAERLE LA E Wi . A6 X
M, RGBSR .

VER: WURETE ST P BUR IEE M a5, WA Y E
T PR B % 31 Workstation 2 Ji5, IXUE T KA 4 I WLAE Y AR
PR L.

6. BI)M <ResourceClass> JT4H%)

</ResourceClass> 45 W ALY I ILA G 2] Safex XML ST, S8 5 H
T AT A TR IR ISR, 1 A A Y. FRE
HER: ECAEEM T, BUPRFRAHEAE.
<Safex>
<!—— MtichamH P -—>
<Attach/>
<l—— [ “APN” NHFET  -->
<Register certfile="APM.pl2" password="EiamAdmin">

<ApplicationInstance name="APM" label="APM">

<Brand>Introscope</Brand>

<Majorversion>1l</Majorversion>

<MinorVersion>0</Minorversion>

<Description>APM Application</Description>

<ResourceClass>
<Name>Domain</Name>
<Action>read</Action>
<Action>write</Action>
<Action>run_tracer</Action>
<Action>historical_agent_control</Action>
<Action>dynamic_instrumentation</Action>
<Action>1ive_agent_control</Action>
<Action>Thread_bump</Action>
<Action>full</Action>

</ResourceClass>

Pavan
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<ResourceClass>
<Name>Server</Name>
<Action>shutdown</Action>
<Action>publish_mib</Action>
<Action>apm_status_console_control</Action>
<Action>full</Action>
</ResourceClass>
<ResourceClass>
<Name>Business Service</Name>
<Action>write</Action>
<Action>read</Action>
<Action>read sensitive data</Action>
</ResourceClass>
<ResourceClass>
<Name>Business Application</Name>
<Action>write</Action>
</ResourceClass>

</ApplicationInstance>
</Register>
<Detach/>
</Safex>

VER: WCE N R 2 AL P USRI 20 AT Wl 25 R AR 45 i
TR WRATRCRBU, WA TP T LU BT AT
Mb 55 N FH AR P TR U S R A 7 55 e o i JIT 0 (AR o

7. IS HRFT I SR <EEM_Server> Hik, % H B H A
C:\Program Files\CA\SharedComponents\iTechnology.
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T 5k PLR fir 2 oKkiz 4T Safex A

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

il an,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Add_resource_classes.xml

WIS EN PL FIPS B CA EEM B2 N H R B APM BRI,
THIZAT LA Fn & LLIs AT Safex A

>safex.exe -h lTocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

B,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Add_resource_classes.xml
-fips

7t CA EEM " #FH APM TEiK,

a. Bk F| CAEEM,

b. ok PRIV SN EIUR .
c. il “OEmR” .

CA EEM 2B HA B4 W8 YR 2 IR SRS

fEFH safex SZF T HMIER APM ZEIRK:

1.

TE <EEM_Server> H sk Q15 Safex XML SCfF, 1% H skl i 4
C:\Program Files\CA\SharedComponents\iTechnology.

Wi, c:\Program
Files\CA\SharedComponents\iTechnology\Remove_Resource_class.xml.

BIY)ARRD IR JORG G2 Safex XML SCPEH, SR S50 AR A8 B B AX
515 A IR C B AR AR Y 1

<Safex>
<l-- &R -—>
<Attach/>

<!-- MR ——>

<ApplicationInstance name="APM" Tlabel="APM">

<Remove>
<ResourceClass>
<Name>Business Service</Name>
<Action>write</Action>
<Action>read</Action>
<Action>read sensitive data</Action>
</ResourceClass>
</Remove>
</ApplicationInstance>
<Detach/>
</Safex>
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3. FIFa R HURFTIE SR <EEM_Server> H3%, % H 3w A

C:\Program Files\CA\SharedComponents\iTechnology .

4.l PURar4oKkiz AT Safex JHIAS

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

i,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Remove_Resource_class.xml

R h LA FIPS X 5 CA EEM 2RI YV H RIS APM 5 52K,
THIZAT A T fir & LLIZ AT Safex A

>safex.exe -h lTocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

il an,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Remove_Resource_class.xml
-fips

5. {E CAEEM E A APM B,
a. k| CAEEM,
b. ek “HEFERY I RRE” JETR.
c. PR U R
CUMIER ) BEIRAN 1

J<F CAEEM 5 Ja] 5 1%

CA EEM Vj ] SIS S W 185 AR E BEU (ks g5 o« s A5
He55) PATHFE BRI . IXEWRAE, LS5 IS AT (£E CA EEM
HRR A 55 N IR ) $RAI s 1) SRS 1) M 5522 A s i R P 70 SR
K, EASEIARE, (HE, g @i E o gmafQet, AN
FEFF X R o

REA G R BN B E T MR R P AL b s, 20 R SRR
TAZAL TR .

filtur, LLF 4 CA APM Safex AR B, w4425 HI P Admin 88 “CEM
RGEHO” N € P AL -

<User folder="/APM" name="cemadmin"><GroupMembership>CEM System
Administrator</GroupMembership><GroupMembership>Admin</GroupMembership>
</User>
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CA APM Safex B 10 A LL R ACSBE, I T & CA EEM N R 58 I
7] SRS 2
<Policy name="Business Application write" folder="/Policies">
<Description>CEM System Administrator Group and CEM Configuration
Administrator Group have write permission for all Business
Applications.</Description>

<ResourceClassName>Business Application</ResourceClassName>
<Action>write</Action>

<Identity>ug:CEM Configuration Administrator</Identity>
<Identity>ug:CEM System Administrator</Identity>

</Policy>
g 5 SCR I IXA TS B T “CEM RGUE B 7 45 1) Y FH RE P
BEURPIAL PR :

ug:CEM System Administrator

T Admin & “CEM R LR 7 H A, Kt Admin A5 BUE
N RET 3 S0 L 2 i i o

i b ) 22 4@ M T B . IXERA, BRAERI AU, A5 At
BB SRR P R Y R EU2, WL 2 ANE H - A
oA R AT AE B R DAY A AN B AR v

RUEAH ER CA EEM APM 3538 YR 5 IF] SR

1% B AN 7E CA EEM HH R CAApMi-ﬁ B, I B X
AN . Rk, B i TR R LT e L
RN CA EEM 17 1] Sl Ak CA EEM 380285, X FEA RE 15 B A PR o

EE: W TR ZSRE, WARIETE domains.xml SCAFHRCE . A K
TSR, 1EZ AL domains.xml AL E Introscope AL (p. 36). YT
CA EEM ‘4% 'E, domains.xml PR B K4k 2008, 11 F CA EEM
BB R .

ER: A A RIS R S B4 APM RN RS 1Y)
Safex JHIAACHY, 152 WA T <EM_Home>/examples/authentication H >
] eem.register.app.xml 755 LA

ER: BT LM CA EEM FUIHPATIX LTS . ASTEAE R, 1S

( CA Embedded Entitlements Manager A/ 775/ « (CA Embedded
Entitlements Manager ZL778)) ~ (CA Embedded Entitlements Manager
TiFETZHT) o
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ff | safex Sz T EAI% CA EEM APM 33, 5 15 ] S5 B% :

1. 7E <EEM_Server> H kAl Safex XML A, 1% H Skl H ok
C:\Program Files\CA\SharedComponents\iTechnology.

#Wltn, c:\Program
Files\CA\SharedComponents\iTechnology\Add_domains.xm| .

2. BIYIZACHL IR HORG G 3] Safex XML SO, SR A A #  AR T AR
Sl AR, LS BREERAR B . A AR, 152
{E CAEEM P EEFIHER APM TR (p. 76) H IR BR 2 (i e A2
PR ARVFIIRR...) -

HRE: £ CAEEM 1, BURFRAEAE.

<Safex>
<Attach Tabel="APM" />
<!—— Whnskng -->
<Add>
<Policy name="Domain Admin" folder="/Policies">
<Description>Admin group has full permission for all
domains</Description>

<Identity>gug:Admin</Identity>
<Action>full</Action>
<ResourceClassName>Domain</ResourceClassName>
<Resource>Superbomain</Resource>
</Policy>

</Add>

<Detach/>

</Safex>

3. FI T HURFTIE SR B <EEM_Server> H3%, % H 3l A4
C:\Program Files\CA\SharedComponents\iTechnology .

84 ‘L 4R



1§ 1| CA EEM {24/ Introscope

4.

T 5k PLR fir 2 oKkiz 4T Safex A

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

i,
>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Add_domains.xml

WA H safex SZH T H K LL FIPS BiX 5 CA EEM £E R IH N TR
B ZE CA EEM APM 3528 Y5V 0] SR, 15 ISAT DL T v LLIZAT Safex i
N

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

i,

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Add_domains.xml- fips

7E CA EEM 1 F APM 3,

a. Bk F| CAEEM,

b. By O HRIYT R HENE 7 IEIR

c. il OO .

d. 78 “HFRFEE” &, i  WoRULEC TR SR, A« P
RAFR” Mhplkrpigkse “W07, WEHRd “far” .

CAEEM 7E “HENEER" & 11 rp o APM SR8 Y57 In) S 2136

i F Ssafex S T EHAME CA EEM APM 35,35 Y5 17 fia] S50 «

1.

{E <EEM_Server> H & G Safex XML U, 1% H kil & Ay
C:\Program Files\CA\SharedComponents\iTechnology .

#lln, C:\Program
Files\CA\SharedComponents\iTechnology\Remove_domain.xml.

BIUIZACHS A HORE G 2] Safex XML S, SR Jafd FH A8 (1K) A8 B 24,
S5 r AR, ULRG Oy BIRIFIBR FIME . A REAR, 1520
7E CA EEM I ZEFIIHER APM PR (p. 76)HF XD R 2 (iff e B4 8
PR AVFIIRR..D .

HER: {ECAEEM T, BUPRFR A #AE.

<Safex>
<Attach Tabel="APM" />
<Remove>
<Policy name="Domain Guest" folder="/Policies"/>
</Remove>
<Detach/>
</Safex>

I BRI SRS <EEM_Server> Htk, % H kil b
C:\Program Files\CA\SharedComponents\iTechnology.

Pavan
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4.l PIR a4 okiz AT Safex A

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

il an,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Remove_domain.xm]l

WA H safex SZH T H K LL FIPS BiX 5 CA EEM £E R IH N TR
B CA EEM APM S5 IR 1 0] i, 151847 BA N4 LLiz4T Safex il
N

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

Biln,

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove_domain.xml -fips
5. {f CAEEM 1 #&FH APM JH,

a. Bk F| CAEEM,

b. Py A PRYTRISENE 7 IETTR

c. il OO .

d. 78 “PHRHNE” G, gy “ BoRULEC TR SN, A« B

KPR NhpRpIEsE B, REHRE “HIT” S

CAEEM 7 “SEBEER” % H b o APM U5 s 1) SR (1512 . Ll
B FT APM I BE U5 17 1) SR A2 1

BB FIER CA EEM APM JIR 2338 %3 5 7 ) S %

T EEVI T CA EEM AP 15458 VI S50 A 2 M 25

HR: ARG EA RS 28 PR ER AU W SR B4 o APM RN FFE 1)
Safex ALY, 214 eem.register.app.xml 7534, %SO T
<EM_Home>/examples/authentication H 3%H .

ER: BT LA CAEEM FUIPATIX S TS . ATEAE R, 1S M

{CA Embedded Entitlements Manager A/ ]75%) . (CA Embedded
Entitlements Manager ZXPL778))  (CA Embedded Entitlements Manager
IFEIEH) o
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£ F safex SZF T EAIE CA EEM APM JiR 4525 BHUR U ) SR«

1.

{£ <EEM_Server> H & G Safex XML U, 1% H kil & A
C:\Program Files\CA\SharedComponents\iTechnology.

#Wltn, c:\Program
Files\CA\SharedComponents\iTechnology\Add_server.xml.

BIYZACHD B R G 2] Safex XML S, SR 4l FH 445 ) A B AN
Sl dA e, LS. BIERAAR M. A RARSESAR, 1
[ 4E CA EEM P B I IH S APM #8525 (p. 76) 2D IR 2 (Hff e &F
ANV ARV IIRR..D

HRE: £ CAEEM 1, BURFRAEAE.

<Safex>
<Attach Tabel="APM" />
<l-— BNInskmg -->

<Add>
<Policy name="Server Admin" folder="/Policies">
<Description>Admin group has full permission for the
server</Description>

<Identity>gug:Admin</Identity>
<Action>full</Action>
<ResourceClassName>Server</ResourceClassName>
</Policy>

</Add>

<Detach/>
</Safex>

3. I HURFTIE SR B <EEM_Server> H 3%, % H 3SR A4

C:\Program Files\CA\SharedComponents\iTechnology.

Pavan
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4. LU A KIZAT Safex A
>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

i an,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Add_server.xml

T S EAE F safex 52 T K LL FIPS B35 CA EEM 45 5% N FH L
{173 CA EEM APM JIR S5 23 B2 JV5 1) SRME , i5ia4T LU v & LAIBAT
Safex JHIAS:

>safex.exe -h localhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

i,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Add_server.xml -fips
5. {E CAEEM TH&FH APM fIR55 45 55Uk o

a. &3xF| CAEEM.

b. By O PR R) NS LIRS

c. PRy U R

d. 78 “HFRFEE” &, A “WoRULECTR IR I SRE”, ARE M

“ORR IR NHIAIER IR “IRSTERT  Ba il o

7.
CAEEM 5 “ Sl 42 11011 5L APM I 45 B U601 i Hcmi
k.

e. FATHRSS ARV I SRS M AR EERE, WIAE “ AR TSR W R A
BT K APM 55 4 BEUR 1 PRI R

f FH Safex Sz TS CA EEM APM JIR 5538 BT 1 S W% «

1. 1E <EEM_Server> H & 1 f1l% Safex XML SC/F, 1% H Il A
C:\Program Files\CA\SharedComponents\iTechnology.

#Wltn, c:\Program
Files\CA\SharedComponents\iTechnology\Remove_server.xml.

2. BUYIZARRE IR HOR I 2 Safex XML TR, SR 58 44 (AR B 540
ISR AR, DRG0 BIEFBBR . A RIRS PR, E
Z AL CAEEM AN I 5 APM 5 (p. 76) T PR 2 (W e s
A BIER ARV IIRR...) o

HER: {ECAEEM 1, BUBRFRAERAE
<Safex>
<Attach label="APM" />
<Remove>
<Policy name="Server Admin" folder="/Policies">
<Description>Admin group has full permission for the
server</Description>
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<Identity>gug:Admin</Identity>
<Action>full</Action>
<ResourceClassName>Server</ResourceClassName>
</Policy>
</Remove>
<Detach/>
</Safex>

3. I HURFTIE SR B <EEM_Server> H3%, % H 3l A4
C:\Program Files\CA\SharedComponents\iTechnology .

4. JlIH LN A Kz AT Safex JHIA:
>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

Biln,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f Remove_server.xm]l

U SR 1] Safex SEJT T E N LA FIPS #5205 CA EEM 42 i i 3 TR
TR CA EEM APM JIR 554 B8 U U In) S, #3847 LU iy & LAasAT
Safex A

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

i,

>safex.exe -h localhost -u EiamAdmin -p 1234567 -f Remove_server.xml -fips
5. {E CAEEM & FH APM JIR55 25 02U o

a. ¥xF| CAEEM.

b. Py PRV RISEEE 7 IEITR

c. il R HEE.

d. 75 “HFREng” @, ady “WoRILECR IR ISR, ARJE

“URRRARR T NHRIPIER TR IE R RS Bn il o

[

/TT o

CA EEM B4E “Himg " 7 17 Won APM AR 4528 VR U n] S 1 471
o MHBRAT APM IRSS 4% B YR in) SRR AN A H

AE IR CA EEM APM Hi S AL 55 iR 45 %% Y U 1) s

i BN (7E CA EEM FRRR A 55 I RR Y ) A 55 1R 35 Iy i) SR
YE} CA EEM APM N HIRE BE U5, A e BB N FH AR R 20 R A P

ER: BT LATH CAEEM FHRIHATX AT . ARTEAFEE, ESH

{CA Embedded Entitlements Manager A/ ]75/) « (CA Embedded
Entitlements Manager JPL774)) . (CA Embedded Entitlements Manager
WFETEHD o

Pavan
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FAEF safex S T HEAIE CA EEM APM Fif 3 BRMV. 55 AR 95 SR U 10 SRR

AT DA T #4E

1. fE <EEM_Server> H &k Il Safex XML U, 1% H I8 %
C:\Program Files\CA\SharedComponents\iTechnology.

#Wltn, c:\Program
Files\CA\SharedComponents\iTechnolog\Add_application_policy.xml.

2. BIYIACHL IR HORG G 3 Safex XML SCEE, SR 548 5 AR T AR
Sl AR DS By BRI R B . A O HFE PR, 152
5 7E CA EEM A MR APM P25 (p. 76)HF 2P ER 2 (e R4
IR AVFIRR...) .

HRE: £ CAEEM 1, BURFRAEAE.

VER: NP7 BACRDR A K 5= - SEAEACRR , A3 n] DAIFE N H R
R T E 4 4 Banking Application [ AR ¥ .
<Safex>

<Attach Tabel="APM" />
<!—— WRINSKRE -—>

<Add>
<Policy name="Business Application Write to a banking application"
folder="/Policies">
<Description>Guest Group has write permission for a Banking
Application.</Description>

<ResourceClassName>Business Application</ResourceClassName>
<Resource>Banking Application</Resource>
<Action>write</Action>

<Identity>ug:Guest</Identity>
</Policy>
</Add>
<Detach/>
</Safex>

3. I HORFTIE SR <EEM_Server> H3%, % H 3w A
C:\Program Files\CA\SharedComponents\iTechnology.
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T 5k PLR fir 2 oKkiz 4T Safex A

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

il an,

>safex.exe -h lTocalhost -u EiamAdmin -p 1234567 -f Add_application_policy.xm]

WA H safex SZH T H K LL FIPS BiX 5 CA EEM £E R IH N TR
B1% CA EEM APM i 3 880V 55 e 45 B U7 n) S, 151247 LA R w2 LA
1547 Safex JHIAS:

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

B,

>safex.exe -h lTocalhost -u EiamAdmin -p 1234567 - Add_app1lication_policy.xml
-fips

1E CA EEM TR E APM N F 7 2 Y5 S W

a. X3 CAEEM.,

b. L “CEFELYT N TEME” IR .

c. i “IRmE” BERZ

d. £ “HRFENE” %, g < BoRULRCTIRFISRIS”, SRJE M
CEPRRATRT N RLBNR IR RN R SR AR, B
i “PIT” .
CA EEM BHAE “HRmg L7 % 17 Wos APM N R %8 Y U7 n) SR
Op2IE

e. TN HIRERS BEUEVT ) RIS A MRS, TR CHRISTRAE R
AT IC APM Y R P B IR A PRI B

i F safex SEF T HAMER CA EEM APM B3 ERML 45 R 5 IR U 19) SR
EHATCA T #84E.

1.

1E <EEM_Server> [ s 615 Safex XML SO, % H sl 4
C:\Program Files\CA\SharedComponents\iTechnology .

%4, c:\Program
Files\CA\SharedComponents\iTechnology\Remove_application_policy.x
ml.

BT AR B HORG G 3 Safex XML SCEEH, SR a4 #4 (R) AR B 8 AC
Sl A DS Gy SRR R R . A O RS PR, 152
% 7E CA EEM g JEIHER APM P25 (p. 76) PR 2 (e A
PR AVFIIRR...)

HER: fECAEEM 1, BURFKAERIE.

Pavan
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<Safex>
<Attach Tabel="APM"/>
<Remove>
<Policy name="Business Application write to a banking application"
folder="/pPolicies">
<Description>Guest Group has write permission for a Banking
Application.</Description>

<ResourceClassName>Business Application</ResourceClassName>
<Resource>Banking Application</Resource>
<Action>write</Action>

<Identity>ug:Guest</Identity>
</Policy>
</Remove>
<Detach/>
</Safex>

3. I HORETIE SR <EEM_Server> H3%, % H 3w 4
C:\Program Files\CA\SharedComponents\iTechnology .
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4.l PIR a4 okiz AT Safex A

>safex.exe -h Tocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml

il an,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f
Remove_application_policy.xml

WA H safex SZH T H S LL FIPS i 5 CA EEM £E R IH N TR T
B CA EEM APM Fijiii BNV 55 IR 45 e 507 1) SRS, 1 IS AT LA R a4 LA
1217 Safex JHIA .

>safex.exe -h lTocalhost -u EiamAdmin -p <ENTER YOUR PASSWORD> -f
<yourfilename>.xml -fips

il an,

>safex.exe -h Tocalhost -u EiamAdmin -p 1234567 -f
Remove_application_policy.xml -fips

5. {E CAEEM A APM N HHFRIT 95 .
a. BFkF| CAEEM.
b. Fdh RV SRRE IEITR .
c. i “IRmK” R
d. 76 “HRFHENE” W, i “ BORILE R IEAE, SRS A
{E%ﬁj?‘%%ﬁ RN TP RN Y HIRE R SRS AP, de S R

CA EEM H5AE “ KR T 1P o APM IR P 8 Y7 i) SRS 1
FZ. CMMER) APM N FEF U ) Sl A 25

EFEE P PLE CAEEM

BAERFE PR CA EEM 22 W E, 1EICHE realms.xml SCAT, AT AT Al
B BLAS AN 2] CA EEM R — S NIRRT o AERE TSRS A I B4R
H U B TIM B, SRR I LB

HHITU T I R:

EEER! WHK cAEEM FIT#RL AP BEES 220 TN 2] CA EEM

FR R A D AN N TR o XA IR A CA EEM i FH N FH R fe A4 8 AR

(V5 1) SRS AR5

1. EAME LS (REEZS. MOM B cDV) |, FCE realms.xml SCAFLA
HEAT CA EEM 28,

a. FIIFALT <EM_Home>/config H &[] realms.xml SCAF

Pava
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b. ¥t appname JE P15 BN AV BRES AL CA EEM R BRI 19)8% H
FEFHI4FK. Bltn, APM.

X SEEAERCE CA EEM JIRSSws A FH IR [Rl—A APM I R 7 44
o

c. ¥ enableAuthorization JEVEVE A True.

d. PRAF realms.xml SCAF

e. HHABNANAE PR LANH] realms.xml B0
2. BRI E S EE B 1.

R P A Al PR AR P N 21 CA EEM PR SRR
I, WA REER R T CA EEM LA B EL.

MAH 2R BT B2 CAEEM ZE R E

RS — EHAEATH AR AR B AE R AUZAT Introscope, JfAT & LT
CA EEM 1] S BOAEFNAZAL, AT i sk AT DT A SEIR L H (1)

n B CAEEM
» it E CA EEM LU T B 5 F
[0 'E CAEEM DLEHTFIAL

W A] PAEB B LT CA EEM [ S AIE AIA HIAZ AL . R VEAE S, iE S
B CA EEM L& A HASHIIZAL (p. 95).

P4 T fif CAEEM LW E MR, 1l Ml H] CA EEM {29 Introscope
(p. 52) AR P TF SkTF Ui 58] 155

M LDAP iT# 3 CA EEM Z4 1

W R —EATH LDAP G4 B0 Uk FIA L FZ UK IZAT Introscope, {H Ay B2
EILT CAEEM G X IRAEFRZAL, WAl @t $0 AT LR B R SE O H 1 :

m %5 CAEEM
m il 'E CAEEM LLHHT S50 IF
m  [i0'E CAEEM DLEHTFIAL

T4 T AR CAEEM LW E MR, i M E ] CA EEM {29 Introscope
(p. 52) T TFSLTF U 1 152
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R+ CA EEM Bic & 4 fif F A HbF52 4%

IR CA APM H 7 7E EEM 2 30k b AT S B0 AIE,  IZEER NS LT
CA APM HI P 2 7E EEM AU P AT AL o (HJE, WKt realms.xml T
enableAuthorization b & 4 false, ) CA APM HIJ'7E CA EEM HHiEAT
SR G, SEHAASZE, A S CA EEM B FEXFMENL T, %
BT ) SR >R B Tk CA APM FH 7 (CA EEM 2 H PRI D AR
AR, AEE LSO, T RES BT AR, BN, EAE AL
' A fEH LDAP 5L SiteMinder AT B SR ¥ CA EEM, (FDRFBLRR PR FE 7
A H Ak

XF T Introscope, AHMAIHAN R L LE domains.xml K1 server.xml U4 52
SCHT

XHF CA CEM,  AHBATUR YT 1) HEMHRG L 2 4 - A D3 BE A%

P CA APM 14T CA EEM BB IGAIE, ARG FFHUTASHIAZAN, DAZ006
Y4 CA EEM K APM 4 4 (B, ZEIXPPE LR, ANT5 E4E CA
EEM 1% i ) S

TEXPIE LT, A Ak 224 B B A T IR PR R
»  realms.xml ] enableAuthorization FiC ¥ & A false .

= XJF Introscope, HEAAZIAE CAEEM HEIZE R4, SRJG1E
domains.xml SCAFH 53 FCRBLFR o

m X T CACEM, TEAZIAE CA EEM AR ANZE FH P DL A S DU /N BRI 22 4
20 . i, %AE CA EEM Th 8% cemadmin 7 LK. “CEM R4 & FE”
AW RIGW cemadmin 7Y ECH  “CEM FLEPE G 7 G AU RK
51, IR cemadmin $241t  “CEM ZZZE P57 7 4= AR . <Y
A CA CEM BRIN LA IE R, WS 550 CA CEM 4] ) 41 ¢
I 1) S L TN A B (p. 209)o

BPATU TP R:
1. FI AT <EM_Home>/config H &) realms.xml SCAF .
2. ¥ enableAuthorization JE 1% & M false.

WARAZ(EBE N false, W) CA EEM AHAT S50 UE, 1T FH AN Hb 224>
SURBAT AL A KIFAAE B, TEZS 1L realms.xm| L CA EEM 5
DI HIE (p. 56)0 A RAHFAHIE K, S AL IA D 224 Vs g
Introscope (p. 29).

3. fR#4F realms.xml LA
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KT Introscope . 15 &K (SSO)

4. BUESRE. 1EZ M {1 domains.xml T E Introscope JHAY R (p. 36).

5. BLE MV EPEARAR S PR . TE S [ LB Al B 3 R 45 2 B
(p. 39)-

=T Introscope . 5 & 3% (SSO)

PR ER K (SSO) i) FH R B SR B AT U7 ) 2 AN R KTk,
W, R Y5 IR A I R P s B %I

F P& 5% 2 Introscope I, Gn S P B3 S48 452 Cookie, MIPKE H Bl
47 SSO. RJ5, )/ aILILE CA APM Web N FFE -2 [R5, TG E% 2
BN R B HT AT S SR . S R s ANEL A2 Cookie,
PR TV 64T SSO, P b2t 43 3 8 sk B 4ES CA APM N FH 2T

PLF Introscope Web W FHF2/7 37 #F SS0O:

m  Web Start T fFuk

s WebView

s CEM ¥EHIE

Introscope T Eul (JFE% Fum) A SZHF SSO.

2T SiteMinder SSO A Introscope Z42 1% &

TR A48 ] CA EEM #5328 T Introscope 224>k, Jf H CA EEM IR #s &
£j cA siteMinder #H4T T4 LAEAT S BGAE, 1] Introscope Web [ HIF2
7 u] LM SiteMinder ) SSO BhRg. 15 %1 A SiteMinder $HT & 4 4611F
(1) CA EEM FZE 15 B, W2 L E A1 A CA SiteMinder [1) CA EEM S {75
ik (p. 59).

TR A Web N HFE A B3R T Introscope 45 F1 SiteMinder SSO %
P, A4 1% Web N L 74 1 5622388 H Introscope $E 8 3E1T & 40 5611
WER B IGUE 2RI, % Web N FE P4 2208 SiteMinder 75405

£ 5% siteMinder SSO HJTEAI{E EL, 152 (CA APM for CA SiteMinder Web
Access Manager 7557 -

96 4R



PR R 23 AL ]

RN T2 AL

WER AT H CAEEM #5%8 Introscope #ZAX, W BB H AR, DAETERN
FIRE o 5 LAy s AL 45 AR Ss ML i84T Safex AN IR AE CA
EEM R LA XL 4N AR CRia ) AL S5 IR 45 B8 IR AT AR (5
A~ B ERE BB T DL E IR SRR .

WRAK CAEEM H T2 AW'E, 4 CAEEM SEH T2 4aRE, H
NN IR R P B3O 45 B4 A SIS HH T CA EEM k55 1
FE IR 25 MR 45 w05, WU P o] LAAE Y FHRR I3 o0 A B & T a k%%
I RE RN 45 745 o £ 5 CA EEM Mb.55 1N TR e AN 45 IR 45 % 5 i) T4
58, TESHLE CA EEM H A E FUER APM 5K (p. 76). A IAH HH Y
FHRR T 3 SR I P i DL S 2521015 I, 15 2154  CA APM Workstation /]
FIIERY

B TS A 25 IR 5 HR I 22 A BB DAAN, B i B T T Y
TP RALE o SO, SRR A B 7 St T AT S AL 55 55 2 A B L
Sz At BA] LLBR I SSVE L P AN B AR B . AR E R,
2> [ 2R e A v B i SRR 00 FALIE 22 4 e B (p. 99)o

WIHIZAT eem.register.app.xml A K1 B ERINF CA APM N HIFESF, )
AR S HEAME S5 MR 55 FNY 25 N FHRE S G ) YRR CA A  Brik i)
P, AOSHEAE R, WS CA EEM 2 (p. 60).
BN R o R 224, TE1E CA EEM R HUT BL N g B
1. ESXHF AR
& nr LM APM 41 (p. 68)F1 APM HI ™ (p. 72)7~ il BHIAS
BIEIET . 4URIRE (CA EEM FRIHEAE) 17 R SR I
HIRINFIEIAS, 5SS CA EEM Vil 5 (p. 82).
3. RN ) SRS R RSS OCIE . ARG, AT LA R] s 1) SRS IR S 1
U, DA —20 PR SR
4, ) SRS RN 45 AR 45 Y 55 1 FRE 7, AR 55 HR 45 Atk 45 1
(IR e
VR LT AN S5 MR S5 S5 N FH R 2 SR 6 b 552 1)

AR

N

HRFENGER, TES UL CAEEM IR B APM ZEJ5 75 (p. 76)H [
DL IR

m NS S5 DRSS BR LAPR AN R 7 00 SR 2 A B

w S N HIRE R BRI, DU Ay i 42 (1 F R o 20 FAL I 24
B E,

A
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SN e

WR: KA RS AN N IR Giirsin) AT T RIBUR AR 2 17
H P B I R 2 20 SR I 1 07 ) B

W WORGE ST AR DL 45 55 B0l 55 RS /v, A
M AR FROS ) 2] Workstation 25, X S8 HE IUA 25 s WU YRR
P SRR L

VR WRRAELEND 55 M0 55 5055 N R P SR i g B, I8 Ak 45
55 BN 45 I8 FH R s SR R 3 FH M 45 M 5 Bl 45 I FH AR s S v )
FITAT B

VSV T34 CA EEM M5 B 7 YL I HLAS I SB35
PP BRSSP AL B PR SR AT i OB, U
2001 SR AN AT D HPUF B B O W A 1T I 5
S, WNRIPRGAIBUR, HEA DA oS MG . (LA, Il
S5 ITL T L AT WS o A2 Ao P AL 7 6 A
SHE T S WOHLE LI R, (A

. EHEA

. T

o RRIRMERTRBO R R

(L, P AN AT DUAE B b e Y b 5 AT D% i 14 F A

BEEFER ! WRM I EGAE,  WSVFZH] AE N R 70 R
K EAE A AN ss . ARG R, RS EIUR L 2w E
P72 i N IR ) R A W (p. 99)e

A AT Safex JIA B BN R T /0 FE BRI 368, 1550 -
= 7f CAEEM 'O FFMIER APM ZEIEE (p. 76).
m ORI ER CA EEM APM i Siig A1V 55 iz 55 9% Y57 ) SR B (p. 89).

HER: AP HT NI 2245, Workstation Qi) k55
N RE AN 5 IR 55 M5 &, 1524 (CA APM Workstation /1 /7 75F) o
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HERS: Introscope 224> 15 B W e

B ZE R ERERNHEF TR A e E

B T A AL S5 R S ALK 2 A v B LAAE, ke i B IE TN R
SRR o dak e A4 v BT AR SR v P A AL B AR ER S . A O
ZAEWENER, 1HSHE XA E Introscope 1, (p. 17) LA LE
domains.xm| AL 'E Introscope IHALFRE (p. 36),

1“7 TR L, B e R P MALLELL T AR A B
AREE:

CINAR S8 o e N N S It kb A R S AR A S

o FEATARREEARAE TR T AL B AR AR e T RS
PR R (RS 10 I, B IR AR 9, Ss AT IROLTY s sl
AN FEERFRETS A

BERL AV ER B NP R 2 2 WE . XEWA, X THE
AR A sl EEMD PR T R 005 AR 7, B e
B N IR R B B T s AL 55 R 55, RIVEEARAR T k.55 e 5 A
b 55 R OBCRR I tho Gt

Biltur, B Introscope IEAEMAYE = ANATim A BAIC. &4 Tai
Introscope I B2 AL, BB BRI U Ao Tai ib4AT ZHEHIE,
WEHEARRE. EXFMEI T, Tai 0] LLZEN FIRE 2> K 1A “ 128
A7 R AR X N o

HER Introscope 224> 15 B &

R T — IR (G, nI ISR Introscope ‘A B H I
i) 7L

AR :

1247 Safex JIAS LUINZ CA APM 41 PRI BRI, LA R TE S
i B AT REWI LA T 7~ il s«

"1375 [0x00000458] ERROR PozFactory null - PozFactory::attachPoz - #FHl
Tocalhost L] iPoz::ClientAttach 4 1375 [0x00000458] ERROR PozFactory null
- PozFactory::attachPoz #fi: #i#%4: KHFEHNL [192.168.200.1.ca.com:1331] (1K
KPR TEEANE N L5251, Server is running in [Fips_Mode_on] and request

signature digest type is [ITECH_DIGEST_MD5]. FIPS does not support
ITECH_DIGEST_MD5 digest type"

AR R:
CA EEM Jle 4545 AbFAX FIPS A5
4 CA EEM JIRS5 43 38 B S 5Ok Al FIPS Biat,

A
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HEFR Introscope 44 T ' i

REAR :
Introscope H )7 K Introscope ),  H AR R
Introscope F )7 Joik &5k

AR R:

UOAF AT IER RN T H S A RS,

FEAR -

TCVEAfE Al A BE g8 2 75 % HEE] CA EEM APM I IR /751441
I ANENTE Introscope F& 15 L3 CA EEM.

ERTTR

BFE <M EF S T H s >/logs/IntroscopeEnterpriseManager.log SC -+
1 H & B

[J\ ‘F E' AN /ﬁ /%\EK%JHZ{%/E\:
A PESEZE CA EEM IR N B R
= CAEEM R55-25 N B

= CAEEM R552% & 15 IEAEAT FH CA EEM si/hiH 5% (LDAP 8%
SiteMinder) SRIHEUH A4l

il an -

8/05/09 04:15:59 PM PDT [INFO] [Manager.EemRealm] EEM realm attached to
application "APM" in EEM server at <EEM_Machine_Name> using SiteMinder

FER
ANV BE2S ) CA EEM (AT H A [0 53
PHix Introscope CA EEM %% .

ERTTR

BEE CA EEM HRJB UL <A 05 CAEEM [ H B . B XL1Eg1E B,
15 Z AL E CA EEM AT ST H A 1E 2K (p. 55).
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Introscope ‘%4 A1 7

Introscope ZZ-2H1.4

R ETEH AR 2Tk, JBHZE DI H AR, Introscope 22441

il o

RBLHIZ N

ORI

B IR B A 4y, DB
Workstation. WebView. Web Start
Workstation ¥, CEM 53 Il & & Al 45
BiiiEN

CA Technologies 5 215 U I I 2 4 PR A 5L R

15 9% Workstation. WebView 1 Web Start 2 i (K401
K, iEZ M (CA APM Workstation /1755 ) «

A% CEM = & & I TR AIME B, TS 2L CA CEM.
240 (p. 106) .

BEE I A 2238 T L B P AS 1
Windows 5% Linux v1 AL I SO R S
R

RATHRAG SV A REVT1R) users.xml SCATR
APM 15 LS ERAC b 22 4 150

BCE I HIER SR MOM 2 T8 (R T
YN E .

HAAAT RV P A Bevr s ds
HRFAGE R, 1ESRACE 24 S 05Uk AR
(p. 24).

SO APM Bl 56

WA RV P A eV In) APM 85 22
HXRVEAER, iEZ (CAAPM ZLERTIRIER) -

2o B A 2R RO

ey APM Bt 2 1) B A AR DL o

Wit 7F IntroscopeAgent.profile SCAF L
B SSLAMAE @, T LAl L ssL BT
AR 5P BEAS 2 (A IEAS .

PRPREERI AP B 2% 2 TR )l
HRVEAE R, 153 (CA APM Java fCPESETE ) BY
«CAAPN1NETftﬁi£J§?/ﬁ»

AP R 255 30 DA A 2 TR 1) SSL N il
.

A A PRGBS L TA] ) 2 A

BRFEAMGER, ES 5 EOEEE HTTPS [k H 4
Vil (p. 132).

Introscope & /3 K IE »

WA A SCVFIH 7 A 5855 3% Introscope A1 CA APM.,

Introscope 4.

WA ARV P A BE ViR Introscope 12

INARRY S5 o/ NS I 7 oy

ARG SRV P A R e AR o S ] A R
%%ﬂ%%%ﬂwm

ARVEME R, ES AT T2 R (p. 97).
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Ny

S4E: R CACEM

R BT CACEM, &S (CA APM ZSEFITIRTEH) 5 2 Aok
(T2

AR FIZR R T 5 % 1 R4 % CA CEM 24X N 25

1. W& CACEM ‘%24 (p. 103).

2. T % CACEM HIF Fl 4 H - 4 (p. 108).

3. T4l CA CEM %545 (p. 106).

4, G REHE CA Embedded Entitlements Manager (CA EEM) DL SEZER 224>
WE, 1 TFLL N A

m  CACEM EEM %4> (p. 111),
n i TERT CA CEM B RN A A (p. 111).
m EYEIE (p. 113).

m U (p. 114).
m Uj I TERE (p. 114),
5. WIRBLHCEAM A RE, W TELLT A%
m  CACEM A 224> (p. 119).
m  YEPLTE I CACEM T (p. 119).
6. NI ZH (p. 121).
7. TRE A B A ) HTTP i N AT K N 2 (p. 123).
8. (W) JWVJI] FIPS 140-2 J%% (p. 129).
9. (AI¥E) FCESELE HTTPS AT TIMJEAS (p. 131).
10. CAJIE) Foul Yot /il B 28 (¥ A5y AR 4 HTTPS (p. 132).

CA CEM L& #HL5
WA IR T EN ) 22 42T 5K, o HZR ) B RIA Y. CA CEM 2241

RBLHZEALH ROLHRY

TEHHR DO N Z AR X B2 AT cA i ) PSRV ML, 7 A N RGBT 1) Al
CEM, JF¥'E Introscope %4, EEA E RS

e

4. {£4'CACEM 103



CA CEM ‘4=

RELHIZ 2N

ROtHRy

ESuRa iy e L SERAR

Y3 APM B 78 (1) 2 AR DL o

TSR APM Hds 1Y

A SRR A REVT TR APM Hicdfa f4E
ARG R, EZSH (CAAPM LLFITIRIGH) -

RS TIM THEEHLIY Linux HRIKS 1K)
NN TP

TIM £ 241k

ARVEAEE, HZW (CAAPM ZHERITIRIGHT)

T O IR A 2 4y, DU
Workstation. WebView. Web Start
Workstation 5%, CEM #5156 & AL
BLIE N

1 % Workstation. WebView 1 Web Start Z i (K E40{5
K, i (CA APM Workstation /11755 ) «

A K CEM #5305 I TELR{E B, 152 B 21 CA CEM
H1 (p. 106).

AV HLAR R TIM 2 [F] (¥ SSL N A

PR ANV FE 2SR TIM 2 [8] R
HRFEMEL, S RELEE S HTTPS [1) TIM J#AE
(p. 131)o

Al A PS5 B LS Z T ) SSL s i

fi o

Aol A PR 55 0 L TR ) 22 A A
ARFEAMER, ES R EOOE T HTTPS [ VA PLE:
Vil (p. 132)

T FIPS bRUER) 224 BB

T AT B AL B ARV SE I S g i e A
HRVEAME R, WS4 FIPS 140-2 [1I1% (p. 129)

CA CEM S 3 564IF .

ARG ARV 7 A e 5 3% CA CEM.,
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3. FE “HURA OHES, IR NIRRT RS R, SRS

e

77
4. i “H AEREREG APM T A4
5. WMBUNSERR, 78 “SRIUE” HEP AT BLU T E—$5AF:
w AR TR SRIN U S RIEAE.
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Introscope & H 51 DL & CEM R G045 FE G ALBR

»  CEM REEH I — BT CACEM RETfiE

m  CEM PO 3 O — 45 PO F) CA CEM IiC &
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FR: 7ECAEEM P, BURFR M #HAE .
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= 2RI\ CA EEM CEM Vi in] 5% (p. 114)
m KT CACEM BRIAMDSS RS Vs in] SR (p. 117)

7E CAEEM &3 CA CEM A P F1d
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M CRiASE A APM ) ST BURNHIERUR . A1 415
B, G2 (CAAPM BB FIEPETIEH) .

w WAL EEAE SO ) SRS, Gn7E CA EEM R T CA CEM 1 ] S
(p. 117)H Pk .

= CACEM 47 in) Sh s B o5 1 #2 Ai% 31 CA EEM LUt A7-i o

I SR Ay B O g PR ER ANV 55 e 25 i S, B Rk 5 ) SR g ORIk
FIHHNLSS IS, THSI (CAAPM Fi557E KIGHT)

7E CA EEM 1 XE 351 CA CEM 17 [ SR B

Al LALE CA EEM H B SCBR A CA CEM vy i) S, DA
= R CACEM H /7 a4 P4l & A CA CEM IE TR .
w PR CACEM JH /T Eze 4 P AL A B AN TR

4. {£97CACEM 117



£F CA EEM 5 in#T 1Y) CA CEM 1 ) SR

WHATU T R:

1. 1E CAEEM &3] APM N HFET
a. {ECAEEM ¥ ulf b, M “N R THid L iksE APM.
b. NG LT
CA APM N HIFEFPERIN G 5% 44 ) EilamAdmin.

2. LA CEEVIIR RG> U5 g .

3. F U7 1) SR A AU ) g . B, iR

4. Tr “IRBER” Horh, bV N RS AR B, WE -5

5. FE “HHn7 i, AN sEET S S I CA CEM I B 4T
ST,
B, WERASFEA B CEM SRAFE T NS “i =57 Vi)
SRS IR, VS S o “[41] CEM 08T N 527, SR e ity “I6 e B 47
AT 32 R 2 IR AR L o

6. i “LRAF7 .

7E CA EEM ¥ 1387 i1 CA CEM 5 i) SR i

T AT LAAE CA EEM "RS B 1) CA CEM U I S . W SR ZEIXFEAl, D) Lh2i
A HIBRIA APM BEYSERAIRLRRAE .
HHITU TS R:

m 12T Safex BIAS LU IN-S AT TR AH SR B 56 « 155 WAt
MBS CA EEM APM Tij i AN 55 HR 2% 3 5 17 1) S (p. 89).

SCF CAEEM Introscope F F 5 5] CEM #53Hl &

U Introscope H ' A &Y A CEM #5H1&, B4, A THEZAULT), %
FH b i &2 70—/ CA CEM B 25E LT 1) Sl SR VF Introscope
Fyiin) CEM #5HIE, T E iz P A b— CA CEM R X
S
BRITU TP ER:
1. fF CA EEM H &3] APM N FFE .
a. fECAEEM &XUif b, M “NHFER:” FHdEPh ks APM.
b. HINGF KL,
CA APM N FEFBRINE Sk 4 A ElamAdmin.

118 Z4=fam



CA CEM [XJ ARl By 3 B I AT HA

2. LR CEPEUIRISRNGT > U RS
3. Flr Uy 1) SRS AR R K AN U SR . i, ARG BB
4. fE MR o, Bl SRS A RREE. B, RSUEHBE

Vraeq

— 5,
5. 7E “H47 o, # Introscope HH AN R A] S
6. Hili “ORA7” .

CA CEM [1 4 5 47 B UEFN R AN

IRl CA CEM 538 A 22 4=, W) CA APM K548 ] users.xml SCAEREAT &
Py I UERNBIAL o A RAH 24 B I SR, E ST A N 22 4%
B4 Introscope (p. 29).

ER: WIS Wily CEM 4.5 FH2%, FHH T AR 224 3E, R
Wily CEM 4.5 JH PRI B84 1E usersCEMA5.xml SCAET . A PRI ., 5
ZW (CA APM ZHERITIRTERT)

A FH 2 A DL f2 CA CEM

L BB B A4y, ) CA CEM EAE users.xml A4 CAI A8 I Wily
CEM 4.5 F} 2%, NI fE & usersCEM45.xml) FHEAEERIN 224 4.

A cCACEM H P (B, 4 users.xml X KGR g
M Wily CEM 4.5 T2, WIRTRESELE usersCEMA5.xml H5g LI ) AR
Vi) CEM ¥ 5, ARAT 162002 PU bR #fE CA CEM 222 P A2 — [k

=
AR

e INREERE T AKEZRL, WIANEER: 224 H P 2 N2 BRI CA CEM
2H Bl O 2 X BB SC IR T ) S . CA CEM A Hb 22 2V L T X B84 , (T
A& O #R T g 520 CA CEM 2243022 H B ) J3
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W IE FIEBETE usersxml CHTFAE R M Wily CEM 4.5 T4, TIn] g2
usersCEM45.xml) HX} CA CEM HI 4% AL, ) CA CEM 1 i) S5 2 [ 1),
ANEEH K, X TERE

m ARSI U 1) SRS IR SObRIE CA CEM 224 H P AL A4 B o

w W LUK SR INE] CA CEM 24 S .

n  BEDNH LR T ARE CA CEM 24 2 —: CEM RELEH 1.
CEM Ft'& 45 H i . CEM Z3AT N Rl CEM R FAF AT AN . e
PRI AL, IRAEZH V5 0] SR . A3 OCHRAE CA CEM 24 H 4l

£ CEM ¥l & _EPTR B ARG S, 125 14 LB CA CEM %421
S RIS IHATALER (p. 109).

FTLAAN I B ORI R A CEM P

BHATCL T PR
m  {E usersxml TS IAE LY/ MIFR CACEM H . HXTEAIG R, 1EHSH
7E users.xml FAC'E CA APM H 2 F14 (p. 33).

FVFZAS Hy Introscope F 5 5] CEM 241 &

W R TEANAHY Introscope H 7 A A CEM #5514, W% Introscope F /7
WA R JE T —A> APM 224 4R —/> CA CEM ‘24 4. i,
APM K T4 AT CA CEM 23 BT A\ B3 4H

WRU TSR

m  {F users.xml H % Introscope FH F s3] CA CEM H P 4. 1S “AE
users.xm| At E CAAPM HI 7 FI4] (p. 33)”

%4, 5 Tandav Gupta Cusers.xm! F %1 i fJH] T Introscope & 4756 FA1
R D ding] “ceMm REERLRL” 4.

HAth CA CEM 24145

&7 CA EEM CEM FIAHb 22 4= 5 Oy IS AE R AR BAL 55 2 Ab,  fEikn] LA
T CACEM 1) “zz4xPE” Bisk, FEHATLL MM CA CEM 244155+

m  CACEM "1y “2242" BEHz (p. 121)

n RCEINSS RS BRI M (W52 1H (CA APM A BRI B FE 75
) .

w E A ZEY (p. 121)
m (R ICERBE Y HTTP 5K AN Y. (p. 123)
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CA CEM Z &%k

EXFESH

= 57 FIPS 140-2 B[R N (p. 129)

w i EE HTTPS ) TIM JEAS (p. 131)

m  [REGIGEE HTTPS AP AT HEER U7 ] (p. 132)

w  USRARRRE T LA CA CEM R L S IR S AR P H P, b 2
FH CA EEM FFK5 EEM Bt B B CA APM FOME—22 44Tk, AT E4MS
B, BB A (p. 12) DL (CA APM 7 B2 FTE7PEFE ) Th
B FALH CA CEM R4 TN 25 .

fE A BB A BINEDT-R IR T Z2E 11 & Introscope i /& CA
APM, LLEGEAT IEAEAE ] CA EEM .

B, ANEBRZEWITTEET A, IRE T LEGEAT S (H2,
A CA EEM HEAT S AR S8R RS, A BE R 55 5 25 (1R D7 i) o
MR S ) 22 Al R sS4 ] CEM 5 5 I AT I 7

M. CACEM  {U Introscope 1Y Introscope CA APM L}z CAAPM1{EG

EIHERET DK CAEEM HIJ CAEEM CAEEM CA EEM
Ay .2

IEE (G & 2 e
vl oens 5 I i

FIPS T H 17 17 P &

HTTP 4 HTTP A FH I A AR MEXT o 5 W1 HTTP 2R cookies
query Fl post Z%{. 3¢ CACEM H HTTP 251415 B, 1S (cA
APM FHE XIFH) -

CA CEM {EZF 45 id KA Rl % HTTP 40, IEW W T, S8R
BT Cal kS5 T HTTP 4.

CA CEM AT ZHSCVIFRAE AR FFRAAT (1) HTTP kA5 6L . CACEM FAfi 2
AN AR GEe I B B AT WL, AT CA CEM P ANRT I R AT 8
A P AR L SR

" AT ERA SE A RS WL (i, password Al pin 5
fieldl Al field2) o fifAEMIRF 4SS EE A HTTP 38, IR BTG TGS
HE 2T A SRS B R
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BERAESH

RS Hdae WA, AE TIM HEH B CEM # & i a BosizZ 8l
RAEATALE, A WA N AT

AT DM “*7 AT EEVL R B . ARV DA 38 FOAT 4
2

m  abc*—start matching

m  *xyz—end matching

m  abc*xyz—start and end matching

G WIRGIE R AR TS IEE, W ASEER A

BN, eI RETTEAE “pin” ATV INAL S DAY RHGE M, XFF,
“userpin” BY, “login_pin” & HAL 4 H WK IR A A 4L

HE: BMRASE ARV A “*7 R AREMEHTIENIRRIE
(regex).

ZRIN CA CEM At Z40AT -

m  *access_id

m  pass

m  *passcode

®  pin

= *password

" pw

m *ssn

I LU BB OIT LA 1Y) CA CEM AT 24

HHATL T P&

1. ®EPE LT s “RAESH .

2. S EALHR, W *password. A5 K /LA password Fif [ A AT AE
R

3. W password HEBEAN AL ZEL . 40, Wi AnTE $96] password 4R 2 H
AR HTTP RS, FF H EmI & A(EM 4, WK *password 2
B M password.

4. i “ORAE” RAEFTIIRA S HL.
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RIARESH

LU R B BREUEEB 1 CA CEM RS 5.
HHITUTZR:

1k “2aett” > “RAZSH .

2. R QIR A S

3. AP AT S

4. il “ORAE” RAFBIRA A S HL

R SR BE Y HTTP 335 SR R

BERMEER

R IR I, G SRAE DL R A L BUBUBE BE AR ] CA CEM H 2 S it AT 5
3%, MaT DA BIH] 0 NE 28 B & 28 A U N 25 DL AR I IR D N 25 . 1
Ab, G iE, BIE R LLAE query AT post S0 DL A HTTP 17 3K AT W)
EXfER.

FOATEOL R, BT “CEM REGUEH R o “CEM R FAF A Nt 7 4
[¥) CA CEM I 1A TR HUBUR B (AR

CHRBETEANGS B TR T A OCHA ARG R, RO .
25 F1 Web RS 231045 B LN R 41 T 4 255 Ry B Badi 3R (K i
HTTP 255 &

BHATUT P R:
1. EF CRRFEET > B
2. P B IRIGER A H A A .

CHTTP 57 DX 7R S 1 Y BLR BRI 22 P AR AR 36 (R R £
4%\ ’ @J:ﬁ:

s EHL. URLEAE. TCP ¥ ]
m Cookies

s HTTP 3k (cookie &4k
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R SEVF, TR “BREETEAIE R 0O A s LR HTTP
B

m  Query fll Post %]

w TRNIESC (A 1024 A7) EHE SO, S0 AUl SR
ISR KRS (p. 128)s

. m*EI(wmmA>ﬁ)ﬁ%ﬁ%mu,m 5 ¢ T2 A i
SRIESCE A (p. 124).

A IRAXLE HTTP AF R A WLIWTEAE S, 1S B A (i fE e 4 {5
L (p. 126).

3. EAAEHIEREN P EAE R — U, 7 LUK RequestHeader
Referer P 25 BY V) FAL G230 Yo a5+

RequestHeader  Referer: http: Amedrectest: 7011 /medrec/indesx. action

Hidik @) I@ http://medrectest:TO11/medrec/index. action j E| | B

o AVITEK

< Medical Records

MedRec

- Patient

KTEFEREXFER

ERRIESAG BB BT TARBEE . POST ISR ARG K IESC, (HIE
RIESCATREA 2. GET 1R B 1 3K I 3L
REBEEURIEEE, &5 7L IS

SRR IER XML/HTML, A F 4% R IER 1 XML/HTML,
ES [ A A A IEHT XML/HTML (p. 124).

w BRATEOL N, R AN, TRAAR TR IE S BT 1024 A7
o AEE, DA% 15 2 B S U s (135 R E SO B i AR
/b (p. 125).

BEE A EH K XML/ HTML

0 SR B IBE ) XML/HTMU F0 R SR A8 DU 3 e A5 HTTP i
SRIESCH . SURIHRN A, SRR e,

B —AMEP TG 10T B A A IER ) XML/HTML
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WR: EERAAAERIESUEE EIEMEA R, 2kt “H
ARA MR TEAE E 7 BAEHE, JF HA SR AT B UBUR B AR . £
KRR R, TS AR A I sk B TR {5 (p. 126).

EPATUA T R:

1. IEFF “RKBFERL” > “orBE”

2. PRI ORI B R AR

3. A RequestBody 4% 4% AR AE SO

4. A SOA G 25 B HTML S o A B 18 SR IE SR 58 B2 25

BB KRR IEXfR BRI

BRUAEOL T, X T — AR, ol LS E K IE SCE BRET 1024 S5715,
W AVE, AT DAGR 8 2 DA I sldi b BB AR
HHATUA T R:
1. Vilnl TIM R G0 & T
a. {ECEM#EHIGT, W “WE” > “Ils" .
b. i TIM [ 1P i (AT D
c. TN ARED
RGvCE IURIBRAH 444 admin.
PR R “TIM REEE” U
2. Bili “BCE TIM BE”.
HEEPRE R “TIM 15 U
3. il MaxDefectRequestBodySize.
4. AE CFE” FBP, WMAGEREEENERKKAD (LFETTRRAD .

T AN R AZAE BEE ) AL EEA AT o TIM ORI AV B 2 A 24 2
2 (RIS T SRAL B R (RO

5' $ﬁ_:l t:,EE” .
BSCE LN 2. TETEHT S 2 TIM.
6. WHREHZA TIM, AN TIM B LD,

SRS AN

R MRS R P R s 22— SR BRI S 7 PRl B B

n  EFRNEEIEEE query AT post ZELLLAE SR AN Y 1 F SCAE B GE S
IR A (B R4S (p. 126)) o
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IR R A R

BB ERRR R FA T S AL

MRS H AT S HN TG SHUHS, WPE B post. query. cookie Fll
URLZH (BRI, FHME SN “x**)

RS, Ll
o EERAHD) NS B R E S AL
o A AESEA AR T BT D) BRIRA RIS 5

o JHIASEAFREAX QRN 7 IR SEEETH 24
W Ar 2 5 W H 25

ARG R, TS AT 2 (p. 121),

ERINIEIL T, B query Fl post S48 LA A K AT I 1 SC(5 SR DR &
WA . R e “HigR B E s B BIEHE (7 “&%
B> W uli B, T TIM A SR query AT post 5 B LA A1 SR AN
M [ 1F SCA

EEFR WA ZAeMIE, A EESUZEINBE, JFHERIAEXT CEM
RGP AEEA] AR AT sk A R RIEHE. AR TEANE
TS AL TR 4 T i PN R A T s ANAT Y (p. 127)

{HSE,  RA B2 AT U (1 P RENS BB B B 1R 3 BRI S
TR “HliER A B TS R RIEAE.

SUHFEE query, post. ESKIESCHIME MIE S B«

1.
2.

iﬁ% :{_&E” > “Z@z” .
R Al RA TR TS R

®izE
fifi4: [
fiee EREERE R ™2
&t IP T r

FEMERF S aRbE:

DR UUTT R DL “ iR AT B PR R B 7 IEHE, TSR IR
> RS T BRI T A TIMe CERFR A TIMD .
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WIS “HIRA TSRS B ST, WAE RS T,
LA R 72— B 387 CA EEM BYAS HiA PR DA HomT F
s WURCAE CAEEM Fi&'E T CACEM HI RIS ) Sk, 3520 “4f
R A TR B R A A S R AR ] FH AN AT H (p. 127)
WA AR 2223 E, 5L “CEM REE B IRk
BB
3. il “fRAET
4. [FIINALES
TR R ERAT HAL cA CEM [UE, AT BET EE AT RE 2 i se
AR EALS, DA A0 A0 — IR S
R AR 2 J5 , TIM FFEE ARG FE Y query FIT post {i5 EL LA A1 KA1
Wi [ 1E A B o AR, AT BB B vl LA B I AL
[ 20 2 I f 3R AR B I Lo 5l T
09 DL B 6 Hh % S AE, A58 AT DL G 32 2 2 R AE I IS Fr
FETAS E

£ “HIREMERFE SR " RIEHETHERATH

BRI R, BT “CEM RGEH R 4T A ik s “Higkas
BRGNS B RIEHE . X2, BRARESL R, “CEM REEHE R
M FTE R AR “ RGN E B E — sk AT B RN s 57 1530y
I S

R AR IS AR GUICE e B — iR A i PN A S
Vil sms R, DU ARATTR BT ) AR A T R PEAR AR R RAEAER
UGS

VER: T “Hli SR A RS 7 RIERE R A CBE” > k7
Ok, s > “HAlas” T B ZiE DS H A TIM

HHATL TP R:

1. 1%MAE CAEEM P HT CA CEM Vj ] 55l (p. 117) P AT, 4wl “ &R
G B — WA TP TEGIE B Ui ) SR
ISINE] e G PR R oADK R gm i AR AT B
Yif 7 B EAE — 2% IR fo 14 n] SRR B i T P B L
i FBUEE HTTP s (query Fl post 155 L LA AL 1 SR R N 1F 3045 B

2. PR B ATRT “ARGMCE R E” BEESRIN TS AV AR GX
K P R 1 TURIALRD
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3. DRAFSRMGZAT, T BAORIZERE 1 ik 4 i e VR0 e Bk

[ wHERRE
wik - 313
wirite
EmEE: capture comprehensive defect details
I ® (R fE]
(A E] Trm -

TEEE ! b TR AT AN B SEHES , CACEM FI P 5
) A S A M O L7 S 0 R RS L O,
DT YEHE R T PP R AT, B4 CEM R B (ARSI
FRAVIRRD k.

fif “HIREMBRIETEAE R " RIBEAFTH

1. £ CEM¥EHlEH, MifRAE “Bed” > “3” o bARES “Hligkamm
SBETEANE R FIEHE,

2. %A CAEEM HPHTHT CA CEM V) ] 5 (p. 117) R UEHH, gwiE “ R
N E D E — TR A I FETEANE B Ui SRk .

3. VHER “HERAME AT R RIEHER /s R ik e B HIER
T 4 H , FORAFR SR A SR B EgIE B U5 1) S o
WERBA N “HigR e ETE G R B PAT A R s, WA
CA CEM H ' #K JCiZAd TIM $/ 3k query T post 15 5L LA K 1 =R i i
EXfER.

B DACHH R B L IE ST B KK/

BRINTEOL T, AT LA SR S 1E SCIHT 10 KBo 4 SR 221G 0 alysle ik i g
MIESC, TE%E LN A
HHATU TS RR:
1. Vil TIM RS0 & L.
a. fECEMERIG T, e “WE” > “HUE" .
b. Hudi TIM (1) 1P dtihik (A2 .
c. A AAE.
ARG WCE U KIERA T 4404 admins
LIRS “TIM REEWCE” T .
2. i “RLE TIM E” .
PEIPRR s “TIM BB T

3. Hiilf MaxDefectResponseBodySize.
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4. A “CHHE” FEP, MG ERERERN (BT RAD .

AVFHITEEAT 0 F1 200000 (K% 200KB) 2 [i],

AN R %A BB AL B KA o KART 225 2 (1 AR PRIV ) 5K
HOFER el 18

ocli <"
WAL VAL KRR TV,

6. WHREHZATIM, WA TIM EE LA,

54 FIPS 140-2 bRt i n 2%

%F FIPS 140-2

AT B AL HEFRHE (FIPS) 140-2 F752 T HIF 304 i it isUin
[ PR RIS 1 22 bR

TN S AT 22 42 R LA R D5 i «

W AAE AN SRAIE o
FE7 b I 2L 2 TRV AT i 22 18] B3 PR B A SRR s (K AL S AN A7 i o

T CA CEM F FIPS 140-2

CACEM U&HHT T — 2B o LIS am 22 Ak, T SEIL FIPS 140-2 38 M

HL T~ B E R4S 28 1 5 e A FH A5 & FIPS AR UERY 128 17 AES 1 SHA 5.
EBHAT I Y

CA Unicenter Service Desk [ 15 &8 A& FIPS #fET¥) 128 {7 AES
BT I o

$0T LICR T 128 i #4& 2 AN 24l SOAS kS 30 By BB f P 21
ID FPALS B HTTP {5 ARG 45 APM Bl ZErh . I HTTP (5 L AT RE &%
HTTP 5 Sl Re &L, WP 4. HP4if i, %M. 554
5 LA S Cookie 25, FH J' 431 1D AJ B9 % i A H LLB R 2 451 o

CA CEM F' (1] FIPS 104-2 h 25 ThEe

PRI T APM Bl i Cae e (sl DOinas) AR . BOATS
A L7y I R
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LAV FIPS PAIIEM) Pure Java LA (jsafeFIPS), 5K H RSA Security Inc.

Crypto-J 3.5 J&£,

... 7 Ul AR Al ? InEE SRR BEEZER
SMTP 1% “RGT > CHTIE A 7545 FIPS ARUER) (CA APM /I & FlIEF
PFEcE” AES 1T )
8 7E BB Y 1 “CEM” > “Z¥RkH 2 Fi4 FIPS FRUER) 0 SR B ) HTTP
HTTP fE L, CdfiE AR > “Ohig” AES 1A (p. 130)
SR 3 1E3C
M2l 1D SO EpER4m - 2 545 FIPS ARHE) I )™ 253 1D
TR S — i BoR AES (p. 131)
i, Afieft ul B&
I 21k 1D,
s s B (5 HTTP /5 2
ERIEOL T, SELRE ISR HTTP {5 B DALl SRR XA (e APM 8
BRI TR . W RS AR A FIPS 140-2 FRMEMIBAL, 1
I LUR I REXS APM Hodls 22 AE A K HTTP {5 ST . Wk 243
U] 2 X g SR o A S TR A i AT S T SCHEAT s
BRI i AE APM Bl FErb N, i%{5 BAE “CEM” > “RIKFMHE
B> CHREETEARE R DO BRI, A BTN
HTTP {58
ResponseHeader Date: Mo, 16 Jun 2009 21:12:39 GT
ResponseHeader Pragma: no-cache
ResponseHeader Server: Weblogic WeblLogic Server 7.0 5P1 Man Sep 9
2002 206753
ResponseHeader Content-Language: en
ResponseHeader Content-Length: 11191
ResponseHeader Content-Type: text/html, charset=|50-3853-1
ResponseHeader Expires: Thu, 071 Jan 1570 00:00:00 GMT
Cookie JSESSIONID_SAMPLEPORTAL  MWMYeHgGLGMRE0SEINT11Azdp29023500 GMyxs S5l

B14758663

HEFR ! LRGP A I, R IR A http TSN 113
TEWN T HTTP 58 (FEAE7E APM B0 FEM B IE TR D) o IXAE]
TRE G 1 7] — B30 P 2 v () I A A et A 2% s

R AR REEE . BOATEOLN, SRR k.
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InEH P15 D

BRITU TP ER:
1. jij;% “ﬁ:é,ﬁ” > “FIPS _‘Lﬁﬁ” o
2. g “HTTP BRFE(E B,

FEIE R BRI, W) 4%, fig R INER APM Hidfe 7 b
FEA# BT HTTP BREGA 5 R

3. i “PRAET .
FEMIBR CARTAA T HTTP A5 5L, NBIEERS, K I sk be 1) HTTP £5 5.

ERATEOLT, 218 10 DLASCAKS SUAF B E APM BdlaErb . 4 T4F
5 FIPS 140-2 bifE, W] LAZEFE N %45 B

RIS A ZAERAT T4 FIPS 140-2 ARAEMRIEAE, 1A LU R I Fskont
A7 At 7 APM Hidls 2 R T P 23 4% 1D BEAT N o

HEER ! RO LRSI, RNERBTA 21l 1D (FRAfAE
APM K E I P 2 b ) o Il ek S [R] Kl R R b (RN A4
SRR A e

XFEIMER R, EH S FIPS BN, S TSiEHmH
BeZh RARERI 4. K, CA Technologies ZE3AE R 48 FH il &
i /DI, BETE TG LRI A B A BLES I, B FIPS
BHATUT P R:

1. :‘\ZFE% “ﬁé‘l‘i” > “FIPS &E” R

2. s “H 216107,

FEIE PRI I, oW d) 4%, fR HORIMER T A 21
ID.

3. Hulr “IRAF7 .
R MR LA A7 e (K 2505 1D, BIERE, K P 421k 1D,

FiR B8 3 HTTPS (¥ TIM 3845

BRIBSBL T, TIM RS AT TIM SR 45 FO-4 M B B L HTTP 1473
fio A, A THemzeaxtk, LUK HECE N MUt SSL over HTTP (HTTPS)
BEATIEAS

Wi ¥ 4 4 timTessCommunication.useSs! FJ& YR INEE AT TIM WEE R
Z AL A PR 2% 1) tess-customer.properties U, 7] 58 B A
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KT CAAPM 55 2E 1§ 2% (CAAPMTG) %24

i SSL AJ RSy FRAR AV A BREE 5 TIM 2 W) (1 Ja 5 T80 RE,  DRItE, eV A
HCE AT, TEH GG, B, WL, AR AL PRGN TIM
BrF ARl kg, WA ZER AR .

7%, W TIM 764 21 VLAN A58, U17E DMZ (ZEREESIX ) , Bl RE
2l WAN 730D &k TIM Bl AR 23R8 b, 15 R8N IR
H

BEHATU TS R:

1. G CCAAPM A B AIEPEFERT) TG IRE LA B P 2 MEER
N

2. FIJT tess-customer.properties SCAFHEATm AR, ISINLLFAT:

timTessCommunication.useSsT=1

¥4 timTessCommunication.useSs! J& 1 B A 1 1, AR AV BESS A1
TIM Bc & it HTTPS HHATH (5

3. HEHAS A EA .
ARG, EZS0H (CAAPM HERIEPEHTH) o

FR 46 B 1 HTTPS F ANV A B8 1y )

BREOL T, SOVFAED B de A LA B s 2 [A) AT HTTP 3845 o i
{7 T <EM_Home>\config H 3+ 1]
IntroscopeEnterpriseManager.properties SRR
introscope.enterprisemanager.webserver.jetty.configurationFile J& 4, W] LA
P B D P B 2% Web IR 25 283047 HTTPS J815 . A SPEANME B, 1531 (A
APM [ BRI EPEFE ) o

3T CAAPM EH 5 E Fi 2% (CAAPMTG) %4

CA CEM H] DLFREZAIE¥E CA APM FH55 2L 28 (CA APM TG) BT 45554
%o A LR LT ThR IR CA CEM H 25 & 2545, Il i Gl LT CA APM
TG FHEH AL, Phor T EHSH AR MR P IX He = 45

A LUK CA APM TG Fi45FR1R A CA CEM H & 3545, LIMERELE SRR T
JUZ B FT, EEh R I B Web SRR A A a) . 3 I g A
] CAAPM TG 5 CA CEM 43 #T, AL Web N FHRE PS5 H P A 75 i
BT SR AL A
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T CAAPM i 55 2E 15 #% (CAAPMTG) %24

WERATH] CA APM TG SRA e Zr A 55, WImT LU CA APM TG & 3l
252 Ui AR U7 o) SEm& AT B . ] LUKS CA APM TG 7 BRI 55 2R IC &
M-S CEM FSil & AR 18 8 8s, Jaad RVFE S RAME AR . CA

CEM )EHF ,Eﬁ EI’WE*“ i %Jm‘ CEM #2571 FI1 CA APM TG LB L&

WAL CA CEM A Z: 4, JF HAE “CEM R FLR” ok “CEM i
BEMA” wadheE TR, WA A CAAPM TG 5 H 5 AL
PR

WIS CA CEM 1) CAEEM %4, FFHM R TX “ RS R E”
B “ REGHCEBEE T Uy o) SIS 1) GARRAN I G R, Z P
HA CAAPM TG B B BAALPR .

HR: L CAEEM T E A #2FRIR, 1L “ B #dE” "IEHE,

ARVEAMGER, TES0 (CAAPM FEF AL 7m)
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3 5E5: 7& CACEM 1 F nCipher

Ny

SIS TR (157 Thales 3241 [#) nCipher ffi{F 2225 (HSM) 1547 1K Web i
S PHAE, DAZIAE CA CEM TIM H142225 nCipher HSM.

AT ITAE TIM Rl 2 FIL E nCipher HSM 115 5L
CA CEM 3452 nCipher HSM {47 1¥] Web JIlt 25 %5 152X SSL FAEH .

DL &8 T 95 T8 nCipher HSM 5 CA CEM 45518 F #8722 1R 1 P 2%
1. T fi# CA CEM Wifif 3 £F nCipher HSM (p. 135).

2. {ETIM [11% & nCipher. (p. 137)

3. JERAPIAERAE R B THIERE . (p. 146)

T AR P S A S SO ] SR AL DA AE B . (p. 151)
5. HEBR nCipher 2223 I & #fE . (p. 151)

(ATIE) T f# LARTARCAS (1) nCipher X CA CEM [F)SZFE.

s

o

¥E CA CEM 4 F nCipher

JELAE TIM P d ] nCipher HSM, 0] LR SSL FABHRTS B ) 24 1k,
FERTHRYE FIPS SR N IR SHAE AT ERAE o HSM 22 5L R F) nCipher PCI
AT ATIOAE, DARIR45 5 FIPS 140-2 Level 2 F1 Level 3 UL Azl F AR
EAL4+, ZE48 ] nCipher HSM I, TIM W] LU i1 ] 224> API i K HTTPS
fif 2 BT 5 A A o

BRI AT LL R TIM 48 H nCipher HSM:

n TIM AR

RS B TIM
VR A E 2 RS L3 28 TIM I{E R, TE S CAAPM 5 CA
Infrastructure Management %=k 757

13 nCipher HSM FLAZAEH] TIM Hcff:,  DRLIHEAS b g 3 WD ) -2 P v
HIEAEYE

(% 5% {F CACEM ffi | nCipher 135



7E CA CEM i Ff] nCipher

2 )

VR S Jis

CVER S BA AR AR FR BT IAUE T CA CEM X nCipher )32 .

e
s CACEM TIM B£#%
= nShield Solo PCI

LGS

= CAAPM JitA 9.5

m nCipher Software Supplement (nCSS) Jii4s 11.30

BEE(FHR ! nCipher SZHFRALLEE TIM Al Web RS #3105 T A . A
FH SRR RRA O] Be 2 7= A2 A I 4

W

XA CA CEM A nCipher #8441 Sun 0S 5.10 _[ff7 ] Sun Java
System Web Server 7.0 #H4T T MK

45 2% nCipher SZHFHIFAEE, 1524 nCipher XY . W%} CA CEM Bl &
HALA[EEN], 155 CA Support BER .

LA IIRE, o0

- DEEEA Web IRS8%, H SSLFASHSZ nCipher 244 i 4.
H Web R 55 #3 FABH 052 A0 [F) (1) 2 4 4 JR AR

»  7E5 TIM A [HE nCipher A A5 24> Web IR %5 %% -
AR Web IRZ5#8, ALHETT ) Web JIRZ- 4R EI LR 4
- TR
- EELO R
- BRERRAE
- EEE
s HRTI TIM TFERL, I FLAERS
- ¥4 Thales-nCipher fifi -4 2B (HSM) “Z254E TIM THEEHLH .
- %M nCipher W SO BEUIAE TIM B WA IR EDRE o
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- ¥ TIM 2235 nCipher Software Supplement, J{E H & hREV;
1] HSM

- il nCipher Software Supplement (nCSS) 11.30. J3& 4 51844
WA RS A AHFEIIZNRE, AHIE SR %) nCipher SCRYATAAT
5|42 T nShield User Guide for Unix-based OS version 6.3) .

n  FK CACEM. TIM tHEHLFT CA CEM TS,

m 347K Thales-nCipher it SCE, il 241X TIM THELHLAT Web i 55-4%
HT HSM R JH i

% B CA CEM DLZFF nCipher

PUR 1541 1 ] Y& TIM LABEICSZ nCipher A 22 2B (HSM) £/
P ssLFAH

LE TIM 55 nCipher HSM &5 G (6], M AUREAE R0 — AL
1. £ TIM 712235 nCipher fififf (p. 137)

2. {ETIM 223 nCipher #4: (p. 138)

3. ENAIZ KAL) (p. 138)

4. X3F TIM L) nCipher 222 (p. 139)

5. {& nCipher “Z4>4> )51 ¥ TIM HSM (p. 140)

# Web k55 23 1) nCipher #4444 % CA CEM (p. 143)

1E TIM A E nCipher HSM (p. 143)

Y4F 52 nCipher £ Web JE 15 (p. 146)

© N o

SEPTAERE A, AT LA TIM AT nCipher HSM JT 4G 4% HTTPS JEAH

7.

ZE TIM 2235 nCipher 544
PLF 2 72 TIM Hh 2235 nCipher B FIEADER . AR BARNE, ES%
nCipher (%,

HE: R EA L2 TIM UENL 1 ISR EBEL %45 nCipher, T4
fic. & 47 nCipher [ TIM &ML LG 32 nCipher ££571) Web it 4528 . IXF5
Bl B P4l 6 2
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BHITU T I R:

1.
2.

3.
4,

5.

6.
7.

KX nShield HSM fif4::  PCl R AL 28 .
SRS S AR IR BEVC ALY nCipher SCRY .
SR TIM TSR B O 2E SR .

2 i nCipher SCRY TP UL WITE TIM THENL P 2308 1F . I 2, 1
Z7% TIM T SRR SRS o

UOAF L AU OIS el N B R,
BOAE ST O 75 2 S AU A A7 EURE A 55
B EEPATAE TIM L2225 nCipher 44 (p. 138).

7E TIM _E 2235 nCipher #f4:

DA 2 7 TIM |23 nCipher B EEAD TR . A0 RAANE, ESH
nCipher 3%,

HHITU T I R:

1.
2.

4.

MR AN RIENEF

2Ot nShield HSM 5 TIM &5 &0 H], 2k @ WAL IX SRR . nCipher 4
nCipher PCI PR BREN T (nfp) FI makefile 3435, FHT- 26 e 4 T Ik
B IR BN AR T o

AT & TR CKH Red Hat 73 & JiIT) RPM) .

SRIGE H T AR FIAEE Y nCipher 3144,
SRIGE FH T8 3R A IR LK) nCipher SCRY

%18 nCipher SCAYS A AU IHAE TIM iR 5525 2 A1 2225 T nCipher
BAt. BRI S, 1520 nCipher CD A#X) nShield_Quick_Start_Guide
1 version.txt X version.txt SCRYFIH T T A 44 Fr o

WE: WRAEREE) TIM 2 )5 223 nCipher #44:, 15 H#H23h TIM DL
A7 5 nCipher Tl (IERE

BE “TIM REEBCE” T2 45 LT nCipher 21§ T
m 1A nCipher IRF&

= JICF nCipher

IXSESE R RIS 70 22 4% T nCipher #A% f5 H B
ARBEPAT LN AZ KT Y (p. 138)0
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BEAN, IR TEEAHSCRSEIE SCRY (5 B IR IS RC ) A SRS RRCAS, A
Thales nCipher X% , LUMEAE TIM THEAL F 223 FIECE nCipher #44:.

HIATU T R:

FEEFR! M5 TIM LY Red Hat fRAICHL ) RPM.

1. M Thales 3 {nShield User Guide for Unix-based OS) A1 {nShield Quick
Start Guide for Unix-based 0S) 1%,

2. F%M nCipher SCRY 16 IH A2 1 W AZ SRS REF
3. AREEPATEALE TIM 1T nCipher ‘2225 (p. 139).

K-UE TIM _E ) nCipher 222

RAER A

KriEREf:

‘2%¢ 1 nCipher fAFAIHAFZ )5, PTRMER] “TIM nCipher ARZS” TUIH %
UEB A AN

KU nCipher S A5 7E TIM _EIEHIZ1T

BHITUT P R:
1. 3] “TIM R WA > “&F nCipher IRA&” L.

2. HEZIUE LRI . Jopt/nfast/bin/enquiry i B0 N o
Wrr A

Server:

enquiry reply flags none
enquiry reply level Six

serial number ..

mode operational

3. W% K 2R operational, 12 [ nCipher XY,

B 1E nCipher {276 TIM _EIEH BT

BHITUT P E:
1. HR| “TIM REWRE” > “&5F nCipher IRA&A” Ui,

2. EE o s . #0508 Jopt/nfast/bin/enquiry i HH E DA —A
“Module” (*ﬁﬂ%) Ay 1% /\JEKl%ﬁD—FWE

Module #1:
enquiry reply flags none
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enquiry reply level Six
serial number ..
mode operational

3. W% R B R operational, 172 % nCipher XY .
4. HREEANATAE nCipher 224243540 TIM HSM (p. 140).

7E nCipher Z 44 R+ &2 TIM HSM

B A E TIM THE L ) HSM BERS U5 0] Web RS54 FAEH, WDAZIAE LR
' Web IR 45 %% 2 I 22 4 4 Ry M b e L 3E/ T 8]« nCipher 22442 JR)
HE LA FE -

o (PR (HSM)—PCIHEf:

w EHGRAE (ACS)— F TR I SR B 1) A R R
w AR SRR (OCS)— I VI M R e R

w  SSLAAHFIIE P& s

A% nCipher Z2 2 RMEEITEAE R, 1EZH (nShield User Guide for
Unix-based OS) -

HEEER! ARG, HRUEE SE Web IRESAH TIM _L[F]Ibi2
17 nCipher BAFHIRACIRA . TS _ AT (p. 136)".

FAC AR B ag LU 4 A

n  TIM HSEHLEH nCipher HSM (12 5 i)
TIMUFENL BT 247405, B root B nfast 41803 1 P S ig 4T
w AR B O RAE (ACS) i E S H

w  RENRAE S RIERA AN RIE

BEEFR! {EITUR 207, ¥ Jopt/nfast/kmdata/local 5% (% Windows |

(1] %NFAST_KMDATA%\local) 1] i/ A% 21 Web Il 55s#% 1, AFEHTA
W7o B A AEAEAE AN
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W 224242 5 I\ Web fR45 28 52 2] TIM
TIM 5% Web R85 #1124 42y RIS UT iR 8 id i fe.

BHATU TP R:

1. ¥ Jopt/nfast/kmdata/local H % (& Windows I
(1] %NFAST_KMDATA%\local) 1N 25 &2 Web %545 b, Q3G H T
HHNI

2. ¥ Jopt/nfast/kmdata/local H HIRIACELE TIM THEAL L, BHEH
P N2

3. KUE TIM _ERE B B R A S L RPN R RN “world”
AL “cards_*” Fl “card_*” UM, VAR @A R AR RN
I key_* CPF.

EREERPELTIM

T BAE TIM TSN A Ay T2, DMEE 22 R &1l TIM.

HHATL TP

1. # nCipher HSM JG IR &2 “1” A&

2.

ey AT BT
/opt/nfast/bin/nopclearfail -ca

-ca IR %€ nopclearfail fiv 215X B vl H 1) nCipher BitRIE4T4] 46
k.

TERAEAT F 25 2 01 ACS - M L35 i V5 ) IE T B .
e AT AT ST
/opt/nfast/bin/new-world -I

new-world SEH T H 3R 46 N ACS R IFEE AL fE, HIE
BNEREH N1, RTINS AN HN IS A 1 24 42 )R
e )

ReLAbHEER, EEF| new-world 58 M 1.

11K new-world SEH TR WPEAI{E R, 1527 nCipher SCRY.
4 nCipher HSM T IS 2 “0” {1 H .

A EAT

/opt/nfast/bin/nopclearfail -ca

SEROZIEFESG, HSM 3l v DAE 32 1% 2 44 R R AT ARVEH T
TIM HSM U B0 B 22 44 Jap, 9F Honl Ly in) Web R4 25 FA%H
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BRI

VAZEGIE 2244 )R AT TIM HSM & 75 7] H 5 BLAGZ A5 BV ] Web JIR45 45 FA

.
HHITUU TP BR:
1. FE3| “TIM RG W E” > “&F nCipher IRA” T,
2. B “TIM RGBCE” > “A7F nCipher IR T LA
/opt/nfast/bin/enquiry it 11565 53 N /RIS AT
Server:
enquiry reply flags none
enquiry reply level Six
serial number ..
mode operational
3. A R B operational, 1527 nCipher SCAY.
4. BE TIM REWE” > “H&F nCipher IR T 5 o B Ok %
A4 R RIRRERTE Jopt/nfast/bin/nfkminfo i i 578 Usable (1% HiiA]
B THNEAT IS )
A
generation 2
state 0x7270000 Initialised Usable Recovery !PINRecovery !ExistingClient
RTC NVRAM !FTO SEEDebug
n_modules 1
Module #1
generation 2
state 0x2 Usable
flags 0x10000 shareTarget
n_slots 2
5. WS R oK Usable, %2505 nCipher SCRY.
6. Bt KA Jopt/nfast/bin/preload ... pause (JLH1 ... N R Tk £
8 ARG E A IETD , A ] DO — 2 047 B % S I 4831 HSM
W ARG S, S # — 758D -
ER: RPN oCS nHES 1 H NotPersistent T, 7EIXFH
T, HERA RGN R R] LA PN e . ik
CREBR IS, Mg 2 4H 25 2R A80, ATAT ik S FH 0N 48035 5H 1) B R
PR ASREREAT INBE 4584 o 0 20T H T 3 B N F AR e ATt 2 b R A e
BN .
7. SREEPATIE Web 745 22(1) nCipher FA%] 144 CA CEM (p. 143).
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# Web 545528 i nCipher A%H_F4% % CA CEM

TIM XAE embed N FEFARIP B2 FVEH . an BT Web JIRZ 75 A2
Apache, IIT5EAE_FAL S 2 it H e AT,

FVHRRASZ HSM ORY, tTT 52 OCS £y, OCS nJ LU H i dii i 1EA T
(ZSTAR

nCipher #F I R U EZKE CENTARERAZ LR « (HEL, TIM
POLFF—5KR (RPYRERRAE TIM it HEHATRYD o WEREEH web [R5
w2k, M ERR LA IEA BER T TIM.

EEA FAEE CA CEM, EHATLL FEE:

1.

W5 Web RS 25 [IFLEHA I embed N R B, )T S0 L /T
EN . AESI T ENT Web JIRSS 25 FAT (p. 147).

34 /tmp/webserverl.pem 454 CACEM. 152 [{ (CAAPM A&
FIEFEIERY YA = AH ] CA CEM Wifa 224 Web N FIFE AR &7 .
WP A LR, ARUEG TIM <, WA PLE) 2 —AN
5 TES AR T A DR AE (p. 149).

UR TIM 5 ZAL 2 AP, W] fE s 2L IR B A SR AR (R
W AREME R, WS IR SR EE (p. 149).

BAEFA] A%

1.
2.
3.

R “TIM R E” > “AF TIM SSLARSS 49k .
IOE Web 525 1 1P Hluhik Filug 145 .
PAHATE TIM LI 'E nCipher HSM (p. 143),

ZE TIM _Efic & nCipher HSM

WAE, LA E TIM LUE 5 nCipher HSM FilOCS (RJik) 45418 1 .

ECE TIM

HHITU T I R:

1.
2.

B “TIM REEWE” > “BiE nCipher” T[HI

WERFZEAE TIM _FJ5 H nCipher SCHF, & #di “J5 H nCipher HSM”.
SRR E S TIM I 2SR

WA FFEAE TIM _EZER] nCipher SCHF, 1l “ZE5H] nCipher HSM”
NREHEE TIM I, e pias
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4. WURFSEBFRIEF G 3 TIM IF#E T LS ] nCipher HSM 3235, 2420
BENERAE R RELRR, RgHds “IRF7 .

ARVEAE R, W8S NMETHRAT (p. 145).

5. WISREAE BRI, T DO HARAE, AT DAERRR T E 5)
TIM I N B0 A1
a. BENERAEIERAE RS EIE, RGHd “fA77 .
VR E 2 LU 7 2URAE, TeiEEH TIM Web TTHITBEIUE

APRF TV T ERAE DR A B E I T A SRR . A3 G
M55, ES T I NIT A (p. 145).

_E/Q_
b. BEAEAER-REMIE, RS “HsimM” CRAEHI AT
EALYSREY

HFTE A YLRAT -
6. R EMER ORAF A ARG, 5 5l “IHBR DR A R AR T o

EH B3 TIM HBAFRE
B A H B 2R nCipher SZRFE,  NIFE BEAEORAT AL TR 2 J5 TG 8 TIM,
BHITUT T E:

1.l “R[E TIM RE.
2. Hid “RE3EdE IR TIMY.
3. s B TIM” 5L “TEHNE B TIM
4. BUFRCE S
U R BRES, W s

TIM Control
Stopping old nCipher preload process

Using nCipher HSM

Running background nCipher preload
Operator card set "testocsl" specified
preload log:

Loading cardsets:

testocsl on modules 1

Checking modules and reading cards ...
Checking modules and reading cards ...
Loading “testocsl':

Module 1 slot O: "testocsl' #3

Module 1 slot O: Enter passphrase: (reading cards)
Module 1 slot 0O: Enter passphrase:
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RKTFEMETHRIE

Module 1 slot 0:- passphrase supplied - reading card

Module #1 Slot #0: Processing ...

Card reading complete.

Stored Cardset: testocsl (1ff8...) on module #1

Stored Unsure -- multiple objects on module #1

Loaded embed aee3ef6fefbl53f743843a284954828c09328500 key (RSAPrivate) on

modules 1

The action you requested may take several seconds to complete.

R 0 ALF Jetc/wily/cem/tim/logs/ncipher/preload-log.txt H k341 [F]
(K] nCipher H &15 B.

5. Kl REAMFOETT M.
6. AL NILATAR:

Card reading complete.
Loaded embed < key > (RSAPrivate) on modules < n >

7. BREEPATEAES nCipher {447 Web i {3 (p. 146).

EREN T, TIMSERSG)HIN Ba)H8). ZAE HSM _ESEi it o e,

AT LA N A

s T TIM N SRR B H B 1. X5 Web JilR45
B EHLIERAE R ETLK,

n  TIM AFENERE D RASREE S, B DAEH “TIM KRG
H” > “Wc'E nCipher” VLUTHIRARAZ B A N SRS K 1E . 5 i) M ERAE
AR A R R A AU, IS T R DR I s
(p. 148).

w  DIISERE B RS TIM TN HSM g (i R e,

m DOEH] “TIM R WA > “B'E nCipher” TLHPRARAFERAE 1R
LRI AFR

BERFR! W EAE R A S S RS R AT 1 2 W R AT,
ARSI RAES AR, WHREEAsES TIM. (X
AL TIM HiEd, {HATLE fetc/wily/cem/tim/logs/ncipher/preload1-log.txt
H preload2-log.txt SCAFTHERE]. ) LEXFMEHL T, v LMEHA] nCipher Pt
U, JFESh TIM BRI R R, REMH “TIM REGEE” > “B
AL TIM” BTHEKR 3 TIM.
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I 3Z nCipher ££37 X Web B 15

KAIF A nCipher [ CA CEM [ TR . T LLIGHIE Web il .
A TIM HZ KA KR SSL IhRE:

HE: WS (CAAPM JlEFIEPEIER) PR CACEM ¥ 24
Web W R HIME S o 15 S A KL 0F L/ SSL /9 CA CEM #1550
B

5 TIM SSL AR SF3REKAE SSL T Re:

1. FF] “TIM RERE” > “BF TIM SSL RS 29 IRA” T

2. WIRFR T BITCARD S 1) nCipher RS IKERE, W TIM 1] LU ]
nCipher KI5 Web iIRZ5 #5815 .

fEH TIm BRERIGIE SSL T fg:

1. HF] “TIM REWE” > “TE TIM BRESETT A .

2. JEFEEH CEREE HTTP 414k LT,

3. Wi Tim H & s RS AR RN T A A, I Hazikg A A H
nCipher, W6 IEZEREATAR S

% F nCipher B4 MBIE R &

AN B R ST 2K Web IRSS 28 A0 5 TIM 454 45 L.
LEAL 43 1) Thales-nCipher 32 H T HE:4E W AE Web Ik 55 2% 4T .

EEER! EITMh2 i, 1EX fopt/nfast/kmdata/local (5% Windows [
[¥) %NFAST_KMDATA%\local) BEAT %Ay o XX T TIM THEHLF Web Jik55
AR L

AEEET B

FHEN, Web IR 5523 7051 (p. 147)
JAEEAE 53R TP R BR A R (p. 148)
BB A 01 R2E (p. 149)
A DR EE (p. 149)
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1% FH nCipher 25 4H Fl¥4E i1

FE B E L Web iRS-2:F04H
HE: ATECEEINA nCipher 2 Web RS 2525 i IALET o

nCipher 244 Jmy W] A 24BN FHFE P 4m 282 11 (AP1) (W1 PKCS#11. Java JCE.
OpenSSL. Microsoft CAPI (Windows ) F1 nCipher A8 API) $2fta54H,
R 40 A B 2 H IS BT e (P N PR 28 2R, Aol FH S o (0 i 5 A R A
ANEME R, CUMERAZ AP ZEATI VT 1R)

PAT B TS R A o 120 RERR A BB e A7 o B A R AR
I, 2R FT ] blob RAFRISCIF RGeH, T AL AR TR B s PR kL
LU AR 3 5B I R PP 2R AL (R U5 ) B PRA S

LUN 2% Ff Web 55 2 S AR I HT IO AN 5845 AP B

55 4% & API N R
Apache o OpenSSL embed
Sun ONE e oaul PKCS#11 pkcs11
MS IS Windows MS CAPI mscapi
Tomcat 28 (Java) JCE jce

TIM THHHLTTEL embed N HFEF RN EH . bR T
/Jopt/nfast/kmdata/local H 3% 15535 blob 2 4b, embed Z54H bl
embedsavefile LAY (ZCAEHF OpenSSL 5 ) E A FH 14r 7€ %6 4H blob) —
At

Z2K Sun ONE Web JR 4538 %540 M FHFE PR pkes1l 4  embed, 1%
AT BA T #AE:

w  SDR NI RAY pkes11 BB PIERTE LR embed K, THS %
T )7l o

LELERBIH, 4470 MyOCS 11 1/N #:4E DR ORI RGP AH N IR 38D A7
T HSM 328 {3 Enter 2 Return 484252 BRIA{H.

$ /opt/nfast/bin/generatekey --retarget embed

from-application: Source application? (custom, embed, hwcrhk, pkcsll, simple)
[default custom] > pkcsll

from-ident: Source key identifier?

(uc66d0f2df3103e32c5703e8de0cthl72alb35¢cf82-9051fc31c13c7716alac140fdea2eded0

4c0f419)

[default

uc66d0f2df3103e32c5703e8de0cfbl72alb35cf82-9051fc31c13c7716alac140fdea2eded04

c0f419]

>

A
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embedsavefile: Filename to write key to? []
> /tmp/webserverl.pem
plainname: Key name? [] > webserverl

key generation parameters:

operation Operation to perform retarget
application Application embed
slot Slot to read cards from O
verify Verify security of key yes
from-application Source application pkcsll
from-ident Source key identifier

uc66d0f2df3103e32c5703e8de0cfbl72alb35cf82-9051fc31cl3c7716alac140fdea2eded04
c0f419

embedsavefile Filename to write key to /tmp/webserverl.pem

plainname Key name webserverl

Loading "MyOCS':

Module 1: O cards of 1 read

Module 1 slot 0: "MyocCS' #1

Module 1 slot 0:- passphrase supplied - reading card
Card reading complete.

Key successfully retargetted.
Path to key:
/opt/nfast/kmdata/local/key_embed_b4c36e18ff38d2d45a2df425abd9febfaf873dad

MERAE B R P R R R

Bl 2 oCs PRI B LIS ME ST )7 s AT TIM, — Pl §e e AL T
TIM B2 K25 FH i OCS & N B 25 i 4 o

HHATL TP R:

] cardpp:

$ /opt/nfast/bin/cardpp --change -m 1

Checking/changing passphrase(s):
Module 1 slot 0: "MyoCs' #1

Module 1 slot O: Enter passphrase: [AD:
done]

Module 1 slot 0:- passphrase supplied - reading card

Module 1 slot O: Enter new passphrase: <return> [AD:
done]

Module 1 slot 0:- no passphrase specified - removing passphrase

Module #1 STot #0: Processing ... [AD:
done]

Module 1 slot 0: "MyoCS' #1: Passphrase removed

Insert/change card in module (or change module mode) [AD: done]
<Control-D>
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Done.

VER: AT LU % A 3 i E (1 OCS RI24T TIM;  {H Web RS 2tk fFn]
REANSCREIEThRE

AIEFHRIER TR

BHBRIMERRE

BRI B4 SRR (0CS) K/, ALLLAZ TIM, AT G — Nk

B, WIRIAT Web 55 o BATR S 5K RO, W ZEa0E— N8
R (BDUEPKR) , DUERAEAES TIM THEHL R .

B NAEH Jopt/nfast/kmdata/local [ AREIALE TIM +H &AL F4Fx
WALV B PAT HARAE o

HPATU TP R:

w  ffiff] createocs:

/opt/nfast/bin/createocs -Q 1/n -N name

Hrpn 2 RERKA, name J& 8 RESR LRI A FK.

GIECH I ERE R RS, WTRUBSHKE 2 F4E L, S ek
1E (p. 149)H ik

W TIM B 2 A%, 4 H A 84 1R 4E (0CS) Ry e ATTmT /e
S WREAA AN oCS (R ZANEY, XY g T [H—
G IR T “UST” T n] DK A X e s g ik 5 2|
[i]—0cCs, Mifyn] LUt 54> 0Cs I [mleAil.

BEHITUT S R:
VR IR ET R B H P DR AR (ACS) HEATHRAN .

HE(FR ! IHATXEBN Web IR 25432 FHHAT rocs #4F . TE7E TIM 1
FOHL 0T AR AT e o

VER: WARFREREI e EH, EELPE 0CS X AT AT I EAE . K1
M5, ES T E AT Web JIlR55 280 (p. 147).

1. PR AEFEHESCREH “WE” , B nfkminfo:
$ /opt/nfast/bin/nfkminfo -k embed
Key Tisting AppName embed (1 keys):
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AppName embed Ident 5dce27b0a84b517b0db7b5aa2f09452e27a13d38
$ /opt/nfast/bin/nfkminfo -k embed 5dce27b0a84b517b0db7b5aa2f09452e27a13d38

Key AppName embed Ident 5dce27b0a84b517b0db7b5aa2f(09452e27a13d38

BlobkA Tength 1052

BlobPubKA Tength 444

BlobRecoveryKA Tength 1208

name "MyKey"

hash d96ee8282cc7f76ea32dflce299ab087a206e530
recovery Enabled

2. FARIRFE I — N AR HIR S AN recovery Enabled 1T W7
A LK A Y 28T 0CS.

$ /opt/nfast/bin/rocs -i

“rocs' key recovery tool

Useful commands: “help', "help intro', "quit'.
rocs> list cardsets

No. Name Keys (recov) Sharing
1 iworldlofl 0 (0 1 of 1; persistent
2 NonPersistentOCS 9 (9 lof1l

rocs> target 1
rocs> list keys

No. Name App Protected by
1 MyKey caping module
2 MyKey caping moduTe
3 MyKey embed module
4 Example Tabel pkcs1ll NonPersistentOoCS

rocs> mark 4
rocs> recover

Authorising 0OCS replacement:
Module 1: 0 cards of 1 read
Module 1 slot 0: empty
Module 1 slot 0: Admin Card #1
. prompt for the ACS passphrase ...
Module 1 slot 0:- passphrase supplied - reading card
Card reading complete.

Loading “iworldlofl':
Module 1: O cards of 1 read
Module 1 slot 0: Admin Card #1
Module 1 slot 0: empty
Module 1 slot 0: “iworldlofl' #1
. prompt for the 0OCS passphrase ...
Module 1 slot 0:- passphrase supplied - reading card
Card reading complete.
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SRR AR 2R

rocs> save 4
rocs> quit

EHMANBRIE R

WRAE Web 4528 B 00T T2 A0 BREGE (i, QIR T s ek
), NIRRT B P B SCIF I TIM A

FEARH T TIM HSM [RBrs SR &R JA , THHATEL P 3R

BPITUA TP R:
1. {E nCipher %44 JsyH Eid TIM HSM (p. 140).
2. ¥ Web R4 231 nCipher FA%5] 1% % CA CEM (p. 143).

3. fETIM il E nCipher HSM (p. 143).
4. BOUFEZ nCipher {R47'[1) Web I A (p. 146).

1% F CA CEM HERR nCipher #f&

Al AT ZE ] CA CEM HERS: nCipher 1) 22285 i .

AER

‘% 4% nCipher R2ZJ5 TIM K338, 5#, TIM L1 nCipher Z3eA T4k,
R

1. & “TIM RS KE” > “&rF nCipher JRA&” T

2. HZ AL TIM _EIf) nCipher 2% (p. 139).

SR :
nCipher HSM A 4% TIHIZ AT .

ERTT SR :

L R RS, SmATHEOi . R, R AROR IERiA
1B A ERHR A, SEERAER S 2T ot

2. HAE “TIM RGWE” > “BF TIM SSL RS 2R E”7 T . 1G5 WK
UEAZ nCipher {23 ] Web {55 (p. 146).

3. KA Jetc/wily/cem/tim/logs/ncipher/preload-log.txt '] nCipher H &
5. WS I ) TIM JFEIEELE (p. 144).

4. HETIM HE.
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{1 CA CEM HEF% nCipher i i

10.
11.

12.

13.

14.

HHTEN % (generatekey) I, TIRESUREI—4WHE, 875 “ERROR:
Module #1: LoadBlob (loading private blob) failed: Malformed” . 7F
nCipher FAFRRASANILECI, Al Ao A A MEAE O . G TR Web il
275 LAULHC TIM _L[7) nCipher WA, 5% 5 Thales HiARSZFFIE &

WERERAE SR ) AN B A 55 R A7 3 A B AN UL, B S~
AP HRAES (BEE R, WIGEAZEE TIM. GXATE TIM
Hi&d, {HWLE fetc/wily/cem/tim/logs/ncipher/preloadl-log.txt Fl
preload2-log.txt CAFHE]. ) EIXFMEN T, W LUEH nCipher AL
HUUH, FHEF) TIM BRAEITR G S, REMEH “TIM RSk
B> CRIEEIETIM” UK S 35 TIM.

HEHTIM JashH &,
AR H Web IRS- 4511 OCS FlEAE R ? Wl BAH, TIM iJEEA

ESEEIR

R CURE 2 A A R ET I —HERIEIA N web ik 5545 ZHI 2] TIM? 4l
RBAT, WXL AE T e A2 11 BURS ZUHE 1211 blob I A

R AEIZ24T new-world I 45 kmdata.
T RAEIZAT new-world Z [ ACS R M H &m0 fa B 1 20

BORKE TIM HSM BEE 2 I AL E, JERB Bk B & OFF LLBEAT HidI 4G
e

RS ncipher HSM BB 3 | LT BidIdatk (FEI24T new-world 2
B , {EizfT new-world 2 J5 W& F] O,

FEIEAT new-world Z i, ANELSICHE IR A7 4% o

AR
F2HE T nCipher RAEAE, (HTIM A2 A\ Web IR ek Bl i, Jf
HAE RS, TIM FUSR BoRBL R B

Initializing SSL crypt engine
SsTinterface: "chil" SSL engine initialization failed
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{5 ] CA CEM HEF nCipher i &

fRBTITHR:
1. IUF AT 2223 nCipher 4540 Chil SSL:

a.

ok F TIM FEEH G (A PuTTY BRI ssh & 3D o

b. IAFLLT nCipher fH4R {0 &5 AL

/opt/nfast/toolkit/hwcrhk/libnfhwcrhk.so

2. WA nCipher #4543 Chil SSL AAELE, WM nCipher CD BT %%

a. [IREEYNEE, 1SR nCipher 225485 . (fF nCipher 11.30 H,
ZARGR i 44 N /<CD>/linux/lib6-3/nfast.hwerhk/user.tar. )
b. HFEZ) TIM,
TIM H &M 275 Chil SSLARZE L EHIER1L .
wed Mar 30 02:09:20 2011 19826 1Initializing SSL crypt engine
wed Mar 30 02:09:20 2011 19826 sslinterface: "chil" SSL engine found
wed Mar 30 02:09:20 2011 19826 sslinterface: "chil" SSL engine
initialized
FEAR
AT HIGUE TIM JE 75 IEEXT B AT nCipher (1) Web [ 2528 I [f] HTTPS
WAE AT R
YIS

7E TIM HE P A IR EE R IR ER HTTPS 4144,

ANVALS

2 [AIN B B HTTPS 414k 5lan, iR https AR 55 43 E bty I

9966 "4 172.16.163.52, WU )d H T IEFIRES, XA RES TR

I

wed Mar 30 02:34:00 2011 19826 Trace:
[172.16.163.32]:3691->[172.16.163.52]:9966 opened

BE MR A T A IRER, TReSs BoRu R

wed Mar 30 02:34:00 2011 19826 Trace: Component #18 request:
172.16.163.52/testpage.htm]l client=[172.16.163.32]:3691
server=[172.16.163.52]:9966 at 02:34:00

UER TIM GERE A, R DU LR R

wed Mar 30 02:34:00 2011 19826 Trace:
[172.16.163.32]:3691->[172.16.163.52]:9966 opened

wed Mar 30 02:34:00 2011 19826 Trace:
[172.16.163.32]:3691->[172.16.163.52]:9966 closed
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B 6. 7F CAAPM H &

Ko ki

FEARELT EE:

KT7E CAAPM FAE FHET BE (p. 155)
J R R S K UE T B CA APM (p. 158)
X CA APM F e G5 050 UF I T HUHERR (p. 176)

RXT7E CAAPM & gE =

AL R B A RS T . R AN
wL A B G UE AR (22 0] BRI U il B R4S B
JUAFER o TR ESRAEHI R RE R R VT M BT 245500, BREREgfp—
SIS

i ) B &3 T H 1 AE CA APM HE g U A HE 224 BY, CA EEM AR $2 T
Hm.

CA APM > WebView. Web Start Fil CEM ¥l G341 T 268K S I 0F .
AR A BB T SO RAE:

BHERIGUEE I (p. 156)

BRSO UL (p. 156)

I fit SCARVES (p. 156)
CA APM il {7 FH - Bdia AT S 5 AIE (p. 157)

6. 7t CAAPM P F & B £ 5450 F 155



I F£F CAAPM i FH 2 e

B HE R BAIE I

fn] DA B RE-RI6AE LU R LA R ATz —

LE13 e 21 (CRL)

BOAE R A AR B LT =

CRL U SCE, A& MR Y S . KO IEBR A
W B S, CRL SO sy 23t . CRL SCAHAE PSS 5E (RIS 1) 213,
AR T AT I3 o XS 2 R AT, 2R AT TR A
W AERG L. W, RAE R R4 B B JoBLT iR) OCSP ik
A N BRI, SR PRZE T

BEPLF13KE B K (OCSP)

W, RGEEH LR D AETA % & OCSP R4S A a2
PRI G PFERERAE I, S FZIETN . OCSP R LLIE LA F 56 /b (1) 45 58
B PR A T RS A

OCSP mll I H HL CRLAE I PR HAR i 28 Hs A, ki BRnZk CRL
SO RE ] . OCSP R4S 28 32 ik UE T 13 K . OCSP JIk5- 25 A
N D I, RO EE B3] LB A UETS . A% OCSP M
7 il JIR 45 2 T PR R 25 L

HANE B ESEAR )G, KRR Ui AR &I T AU
FR4%ZT CAAPM . WHALH] CA EEM #24L, NWIALFRAE realms.xml SCAFH
BT S o WA AT, WIBRALE users.xml SCAFEH BET 5 o

BRR RO RAEH M

FEARFE PN CUn SR T (HTTP). #2728 H 5% U5 ] /33 (LDAP) FH
GAAEET)E (SSL) HTERERS KL O Xt SH —A
FEARMIT AR, RIS A HER CA APM ¥ B 2 Be = B BoAIE

T fi# SCARVES

7oh, BRSO LA R L

BRE R MY IENR 55 (SCARVES)
CA Embedded Entitlements Manager (CA EEM)
CA APM Al 22 4>

fifi i} SCARVES 1] LLIGAIE Y BE R HAG 22 45iE 15 B bt e f 5 1
OCSP ¥, CRL I4 # K B AEE 10 1F) 3 11
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< F4E CAAPM i & e+

LERINIAURIE B2 5, WRAFER Fid 3%, SCARVES KBt LDAP IR 454
AT G A D[ P45 L . SCARVES ¥ LDAP FH A A R AE b IiF
TEREM 3030 SRS, AP B SR it £ FH Al 224> 8% CA EEM B8
FURERT AR, Bl P s Bk s AT L

SCARVES J& G R — MO BEE PR IF AL B (RS . WA B, J5
B IEAEIBAT RS, X SR 78 2 OCSP 5 CRL AR 5545 (AR B,
WHECE Tk, "TUERSGEH A ANl EA G e, ZEAHNE it
FEBCEE T 0 2 7548 F CRL 3 OCSP Ik 454555 M 25

VER: T DO DA BEES . RS B B AR P DA BESS (MOM)
JA T B R S R RAIE. AR MOM R I fE R, NAE MOM B 58 Bt &
CASERE e B 00 B0 N 1 48 S

CA APM 2 a] i FH & B8 R BB HEAT B 40 AR

B T CA APM Lify AR e Kl DU AR A e R B AT S )
AL :

BRI

SSL ‘ iCRLS
 grmeee
UEATAH /R
ARPLSCARVES | Sg, o
. DB 133
RILHIZEW ~ OCSP JR&E7%
g%—ﬁiﬁ#
3 |
I ' LDAP B%7%%
£3k 2 oy o3

AR R B LU AT AL P
1. TR SRBEAE RGBURR, CAAPM HI PR e R e R R
o

6. 7t CAAPM P B £ S iF 157



JE

ER 50 BriE 1 B CA APM

P A 2 ] s B sk CA APM IR, B AN, H
SRETAA AR5 (PIN)

EH P R Re RN BRI PIN 2 )5, B4 NIE P X 1R A,
o A R R KR BT E TS o F 7 A 200 B E A O AIE 154 REdk 2Lt
1T Web S 47 5641F

FEF BRI 2 5 D SER% 5 S o A SSL IR+ Ak 214
NA=gE N

ANV H B EIE S, AR5 1E ] SSL RIS IF AL 45 SCARVES.
SCARVES #ZGE 1551 M OCSP iR45 288k CRL T~ [ U1 K 501

R OCsP 2k CRL B &L, JIB4 SCARVES 23 M\ LDAP IR 45 2546 R ik
KRITHE R

SCARVES 2 AfT H XML A% KRG 1k 45 SRASRAF 1 F P 45 B LDAP iR
EIEIEFRA=S TR

AP BEAS L5 PR AR ) CA APM #5215 AP . W1 A CA
APM FCE Al CA EEM AL, MIALBRAE realms.xmi SCAFH BET 2
Mo WRAFHAMIZAL,  WIBBRLE users.xml SCAEH AT & Lo

RS HRAETE CAAPM

2 BRI 5E LA AR B CA APM IS 5 I BE R S AR B0 IE -

1.

ORI A O e B EK . A RIS B, TES A e < S
B UE 25K (p. 159).

fift R AR 225 SCARVES A4F . A RTEANME B, 152 ) fif Lk 4ii A1 2025
SCARVES 411} (p. 160).

EE: 1§ﬂuﬂ~7@jﬁﬁﬁﬂk%@ﬂ%§\ AT 245 B B8 v A R

(MOM) 3 FIE e RS i iE. WA MOM B I BE R, NiAE MOM
ESERRCE,  DMIR A e R SRR N TR

FFAUE P IR B L keystore e HIRVEANMEE, TS5 LLR 32 /8
n CBHENERE & HERERTUE TS keystore 1 (p. 161)

s KRS & U {ELE keystore T (p. 161)

m F§ SCARVES iE 15 gk B HE 2% keystore ' (p. 161)

IS . GRS R, 1SN keystore JISUE 15 %54
(p. 163).

T B E B e R IO UE SRS ] CRL, N3k CRL SCE. iEHT (lak)
BNz CRL A4 (p. 164).
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6. MOE VA2 LUE ] SCARVES. A iEdifE &, S M E ey
PR 2% LI{# ] SCARVES (p. 164).

7. WC'E SCARVES BLEEHS Ao A XRTEANME K, 15S WL E SCARVES U
A (p. 165).

8. MCE SCARVES. i XHANME R, WZ ML SCARVES (p. 165).
9. Ji3l] SCARVES. A RTEANE R, 1S [ ) 5 11 SCARVES (p. 174).

10. B UE AT NI 2RI B Be R . A OSTEAIE &, 1E S0 5 UE Y GE
K22 (p. 175).

BREFHRRUEER
BRSPS

WAFESK -
= CAAPM 9.0 B 5 H A
ISR RO BE R AE B AE (il ActivClient)

m Internet Explorer 6 &Y, Internet Explorer 7

EEX:
s EH TR T R R R LA UE B AT R 2 e
s HFENIAE DAP H 3 LS R RE R IAE — & Al H 1) LDAP IR 452815

BN

m OURRIE ] OCSP IR452%, IHWAETH OCSP IR 45l A -
[ 2% URL
- OCSP %5 #ilE 15

w WERVERIGEH] CRL SO, T8 R e AT 04 e -RSCER AT CRL 3C
(%

- JTTE I SCARVES Ji 5 HERE 1) B0 35020 B e -0 B 4 g X ¢
IR B, CRL SR LLEK, SCARVES & & #EFE
1EWAFHRAF T CRL 3CA.

—MRUF RIS G R AR SRR G HERERY CRL UK
NI 256 MB. 5 & IS BT G K 5 6 RERE B VA
RS aR AT A BE, 15 RS —& T H OCSP IR %5+ -

% 67E: 7E CAAPM i I ek Sy 56 159



AN RE RS JAIEBEE CAAPM

- BRI R SRR AN, ETHRDFICS LT SCARVES JA &
BEREAH LA P AR 25 -

o BEANE G HERE AR
w  BEANE B R S

w BN CRL IR H X AFR,
<SCARVES_HOME>/crls/<daemon_name>

7E Windows _tf# I 4 H % %% SCARVES ZH 14
fift 45 SCARVES 204, DA ] LLAC S SCARVES )0 A e G4 301 .

¥E Windows A%
1. AN T A% SCARVES ZH4E10 H 5%, i,

<drive>:\SmartCard\scarves.
B 1 H 30 ok & s~ 32 H 3%, #K4 <SCARVES_HOME>.,
2. FER|LARA A BIAR T H 3. I, <EM_HOME>,

3. #:3] examples\SmartCardAuthentication, J{{EiEAHRIREE K]
scarve_0.1 CAFH R R 45 N . A R A FRES I EgE B, 1
2[5 (CA APM ZHFITFRTIZHD

R QUELL R H %
m  bin
m conf
m cris
m keystores
s lib
m logs
4. M <SCARVES_HOME>\bin H x24T InstallScarves-NT.bat.
JRIIIA T 1% SCA S 22 SCARVES 411+

ZE Unix f Linux B3
1. #% fetc/init.d I8 <SCARVES_HOME>/bin/scarves JHI A o
2. BERELLR rer.d Hok:
m 1{F -s <SCARVES_HOME>/bin/scarves /etc/init.d/scarves H
m {F -s /etc/init.d/scarves /etc/rc3.d/S99scarves
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IEAEH

s {E -s Jetc/init.d/scarves /etc/rc2.d/K15scarves
m /sbin/chkconfig --add scarves

BERER XUHE W IUERT SRR, RN JHIACKE (I e i ok 2 3
e & S .

e Rl SSLAEFH— RIS AT By S0 UE o D Z50REUE 15 0 25 21 45
keystore 1. AARTFAMEL, WS LLT FH:

. CBUE T INERE)E S FERIUE T keystore FH (p. 161)
s CEUE TN E)E S FERIEAT keystore HH (p. 161)
m % SCARVES UE 5 InZk Bk & #E 28 keystore 1 (p. 161)

RAEF 2] 5 & SR FIUET keystore

B AR S5 25 UE 0 n#20 J5 & BERESAIE keystore 7, LAIn) 2% 7 i N FH R e 4
s GHEREEAE S . O THE SSL IR SCARVES HEAT A7 I i Mb & 3
AT LA YK P, e BT IR

A RAEHIEF A5 Pl & I PEAIE R, TS B A HIE D 64 (p. 162).

KRB N2 5 & 2 K15 T keystore

FIF P INEE] G & BFE 1T keystore, LI SSL 5 OCSP 1 LDAP Jil %
PEATIAS

VER: WIEEECE SCARVES LU H OCSP, &1t N4 . THE 54 A4 REllE
SCARVES. KHE4IME ., 1S (n[#k) fid'¥ SCARVES Ui ocsp
(p. 172).

B AE 3 3] ANV B 3% keystore

4+ SCARVES UEP gk 2 b A #E45 LL 5 SCARVES #HATIA S . A EE s
5 FH SSL 44725 P i iF 4 3% 45 SCARVES L2 M SCARVES R 1% %% FiiiiE 1
I, /\lﬁﬁ‘%ﬁE A AT FHUE T &P 2 RIS S, G S0 A e
P2 (p. 162).

B 67E: 7E CAAPM i & ek Sy 56l 161



KR HER B IE 13 & CAAPM

EHaré

AR H AT

{FFHE P52 T BAM keystore T AEATFHAET . A XFENEE,
2 LU

R AUE T (p. 162)
m FAUET (p. 163)
m S HUET (p. 163)

{1 -genkey fir & v LUE R H 254 LA bt . %2 ] LU T AT
keystore £ il HZE A UE 15,

BHATCL T PR
1. DL root /7 G438 53] CA APM AR 2528 3105 0] iy D HE 87T o

2. S| SIAVA_HOME/bin/keytool F:A{i ] -genkey fir 212175 H T Ho
il :

-genkey -keyalg RSA -keystore <SCARVES_HOME>/keystores/daemoncert -alias
<cert_alias>

KR sl AR, R R UL N7, XN R oRiE
LU EISE

A keystore #f4: changeit
EPHABFE: changeit
NS s N
[k%n]: name.company.com
TR A TR AT 42
[A4n]: ABC
A RAFRE T A2
[£%1]1: NoC
S PTES T ST B A4 R AT A2
[K40]: Anytown
TR NBAE R4 2
[R4n]: Alaska
AZERA (AP - BEE 2K /X AR A 42
[R5 us
CN=name. company .com. OU=ABC. O=NOC. L=Anytown.
ST=Alaska. C=US, XJn?
[+1: 2

A <newcert> NS
(Y keystore #h44H[E, WA RETURN) :
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FANIEH

FHES

1 -importcert fiv % FNIUES . %02 0] LU RAE B 5 AN BUEAT

keystore ',

BHITUU T PR

1. DL root FI " B2 55 3 CA APM 4528 30 Il iy A 3R 7

2. #ﬂﬁ@] SJAVA_HOME/bin/keytool I:AfiH -importcert iy 2124752 H 1.
Ho Blhn:

keytool -importcert -keystore <SCARVES_HOME>/keystores/daemoncert -alias
cert_alias -file cert_file

1 -exportcert iy 2 FHAUEH . %20 LUH T MAEAT keystore H1-5:1H
WA

BHITUL TP R:

1. L root [ /' 5 3 B 53] CA APM IR 4548 315 I fir 242 m 7T o

2. ‘%@J SJAVA_HOME/bin/keytool F1:A% ] -exportcert fiy 3-ia4T52 T
H. #ill:

keytool -exportcert -keystore <SCARVES_HOME>/keystores/daemoncert -alias
cert_alias -file cert_file

A1 keystore i &5 L F5 53575

Keystore (X fif f7 I 1 LE 158 e IV A W ORI UE TS I S0
B INERME (AES)o ZFRAEAMHIISCRING L &, AEMRSS A5 G 2EFE
PRI FHRANEE D] o INEF SR T] Base64d Hifith, PRIGE T LA A — AT

TRV AT H o

EHATU TS RR:

1. #:3| <SCARVES_HOME>/lib 34T I scarve_client.jar L1
A2 N keystore SRIFELSK N 1) 305

2. BT T4

java -cp scarve_client.jar com.ca.scarve.common.xml.cond e p
<password_that_requires_encryption>

25 (&80 v LLLE SCARVESconfig.xml SRS .
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(AI3E) N CRL 3L

L S E SCARVES UL CRL, IR 640N CRL 3044

HHIATUTHR:
» K CRL SUIE S 1] <SCARVES_HOME>/crls/<DAEMON_NAME> H 5.

R WHEE SCARVES ME ] CRL, ific N CRLAV B . T5%L CRL A
B A RENC'E SCARVES. HRVELIME R, WS (%) Jil'% SCARVES
PLA# T CRL (p. 171).

o BNk 2 33 DL F§ SCARVES
WAZRUE B Al A B 2 A it BT S 13 (0 RT

HHITU TP R:

1. ¥ 3| <EM_HOME>\config, FI7T
IntroscopeEnterpriseManager.properties XCAY, SRJGHEE LR @M

introscope.enterprisemanager.scauth.SCARVES.hostname=<scarves_
machine_name>

introscope.enterprisemanager.scauth.SCARVES.port=9998

introscope.enterprisemanager.webserver.scauth.keystore=/internal/
daemoncert

introscope.enterprisemanager.webserver.scauth.keypass=password

introscope.enterprisemanager.webserver.scauth.enable=true

2. 3| <EM_HOME>\config, ¥1JT em-jetty-config.xml XA, #R )5 1% & LA
T

needclientauth= true

3. #:%| <EM_HOME>\config, 17T
IntroscopeEnterpriseManager.properties A, SR JGIAT LT AP .

a. M@

introscope.enterprisemanager.webserver.jetty.configurationFile
=em-jetty-config.xml U IR

b. ¥ needclientauth J& 1% &4 true.
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4. ¥:%| <EM_HOME>\config, 17T introscopewebview.properties 14,
RIGHAT LT S

a. XJE:
introscope.webview.jetty.configurationFile=webview-jetty-config
xml WU ERE
b. ¥ needclientauth J@ M &l true.
5. FEFTEZIAE LS.

. & SCARVES fu3% 58

Bic & SCARVES

SCARVES AL ds R L B S, 1SR 5 302 1T SCARVES [ Java F4 7
T R B
HHATUA T R:
1. %%l <SCARVES_HOME>/conf ¥ wrapper.conf A}
2. WEFEE:
m wrapper.java.command=java

m wrapper.app.parameter.2=../conf/SCARVESconfig.xml
3. DRAF Iz

EREICE R RAE 2 I, VR HTRNONC & A ST LUK
SCARVESconfigtemplate.xm| SCAHHA/E—MEBCK & S W keystore 137 E
£~ SCARVES Ji S BEFEA 136 LL & SCARVES 1 i} OCSP i 42 CRL Z5H:41
/f—g;%\ o

EEF R WU SCARVESconfigtemplate.xml 1A 47
SCARVESconfig.xml 7 fig il 23 )W ] SCARVES It B B

R XML A% R PR
<?xml version="1.0" encoding="UTF-8"7>
<SmartCardservice>

. Service Parameters ...

. One or more Daemon descriptions ...
</SmartCardService>

HWHATU T R:
1. %3] <SCARVES_HOME>/conf 3¥] 7T SCARVESconfigtemplate.xml .

Pava
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Fit & SCARVES k%%

{8 F XMIL 2 86 1R 1 L L SCARVES E :

m Jit'% SCARVES JI45Z 54 (p. 166)

m Jit & SCARVES Jii 5 iFE (p. 167)

s it ¥ SCARVES LU LDAP (p. 169)

WFEE R RE R IR

s (A[¥E) FlE SCARVES LIEH OCSP (p. 172)
s (A[¥E) FLE SCARVES DL CRL (p. 171)
HE: K BIHEE H—A il

¥ A3 474 SCARVESconfig.xml.s

Ji 8 SCARVES Ili%s . A RTELIME S, 15Z ) 20 A5 11 SCARVES
(p. 174).

SCARVES IR 452545 i keystore 1 B AL PEA {5 L

HO XML A SR s

<SmartCardservice>

<trust-keystore>filename of keystore</trust-keystore>

<trust-keystore-pass>encrypted password of keystore</trust-keystore-pass>

<jvm-arg>-mx1024m</jvm-arg> <!-- optional, param for all Daemon JWMs -->
. One or more Daemon descriptions ...

</SmartCardService>

CIN RO 8

<trust-keystore>

M G G REFER € (54T keystoreo % SCAF AL & A HRUE 5 A ep
UL A RERZ A B B+ xS B L S 8L s 2P Jn G it
i

-Djavax. net. ss1. trustStore=filename IWM

ER: e GEEREAEI AR KI5 AE keystore.
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<trust-keystore-pass>

MNAFAE keystore $5E # M. 1% G LIAE XML SCAFFRHEITINE - 1%
SR LA N Z A AW SOR % 345 AT e G ERE ) -

-Djavax.net.ss].trustStorePassword=password
<debug>

BRI H &SR g0 . UM R

. O—FRE LA MAEEERINE.

o 1 IRE R RO S

w2 FE AR HE T AE O R (5 R

o 3 IRE BRI TR R .
<jvm-arg>

KT JE SR WM 858 1S 8. 1S B0 TR T A7 &
o G E S R 5 R, SR L E SCARVES (p. 165).
2 & SCARVES J5 & #Ef2

SCARVES )& Gt FES 5045 52 1§ ] CRL i /& OCSP I LDAP TE4I{E .. HAR
CRL A1 OCSP R LARIIAFAE, H & Hae)a I —A, AR i —

/I\o

HO XML SR s

<SmartCardservice>
. Service Parameters ...
<Daemon name="name" port="port number'>
<keystore>...filename of keystore...</keystore>
<keystore-pass>...encrypted password of keystore...</keystore-pass>
<jvm-arg>-mx1024m</jvm-arg> <!-- optional, param for this Daemon JWM -->
. Protocol Description...
. LDAP Description...
</Daemon>
. more Daemon descriptions ...
</SmartCardsService>

A LABCE LA~ 24
name

NG GREFEAFRTRE —NME— IR PR IZA PRI T N ERER R, JF
LA G SO A R L PR R AT AR A TS

port
5 5E J5 & HERRTUT 1) TCP iy 116
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<keystore>

F8 7€ keystore U, %SO G S REFEH TREAT SSLEAE IET .
<keystore-pass>

M keystore fRE M . ILFAGZAE XML SCHEFREAT N
<jvm-arg>

T PTE G G WM 858 1S 8. S B0 %584 42 1
NG E T HNAE R, EAFTHEA SCARVES Higs ZEGHR
) <jvme-arg> b, NS ERILS Jrakh 6.

o G E S RS R, S E SCARVES (p. 165).
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Ec & SCARVES L\ {# F LDAP

WA A G BEREAEH] LDAP, U Z5TE SCSH LAE e B 5 B UE Y0 E
A S .

HO XML SR s

<SmartCardservice>
. Service Parameters ...
<Daemon ...parameters...>
. More daemon parameters...
. Protocol Description...

CA LDAP Server for z/0S
<ldap-enabled>true</Tdap-enabled>
<ldap-hostname>renge01-winvm</1dap-hostname>
<ldap-port>24132</Tdap-port>
<ldap-ss1>false</1dap-ss1>
<ldap-user-dn>uid=GGantt,ou=people, dc=ca, dc=com</ldap-user-dn>

<ldap-user-pass>05Vv2irwBg8039H6ANGT c241UwooJuIbJiHE+ZgKPvUY=</1dap-user-pass>
<ldap-base-dn>ou=people, dc=ca,dc=com</ldap-base-dn>
<cert-uniqueid-field>subject</cert-uniqueid-field>
<cert-uniqueid-regex>CN=\w*\ .\w*\. (\d+) ,</cert-uniqueid-regex>

<ldap-uniqueid-search-field>facsimileTelephoneNumber</ldap-uniqueid-search-fi
eld>
<ldap-cache-11fetime>300</1dap-cache-Tifetime>
</1dap>
</Daemon>
. more Daemon descriptions ...

</SmartCardService>
<ldap-enabled>

T LIBCE LU S 4L

<ldap-enabled>
i B H RG24 LDAP. LU R w] FH R :
n  True 2 J9JF SRR LDAP.

m  False 234 )5 5 EFEZE ] LDAP. FHZfH & BN False ¥ VAL E SC
{44 FH CA LDAP Server for z/0S 5 53 RAF-fifs A Ad FH i 1A 1 '

<ldap-hostname>

fi5E LDAP 55 it ML A o

%6 {FE CAAPM 1l A BE R B Bk 169



AN RE RS JAIEBEE CAAPM

<ldap-port>
Ji %€ LDAP JIR 55 )% 1 o
<Idap-ssl>

WA E W E N True, 1H5TEE LDAP RS 258 SSL. 4 53 FHi%
e, AN LDAP 45 #s ik Ab T15 1T keystore H o

<ldap-user-dn>

58 Ji B HEREH T8 X 21 LDAP IR 55 a2 (1 AT 0 M4 FK e 55 S Zit )
] I PRI TR

<ldap-user-pass>

15 0E o B HERE T T8 5k 1) LDAP IR 55 25 14 5 o 1B 20 XML ST
PR T I -

<ldap-base-dn>

TR FERITT 3 R PR, AZA PR LDAP R . EHU RN P
R HRAAFRAL IR 7 AR ] 0 A4 FRZ T

<cert-uniqueid-field>

FREUEHFB 7B i A H AARRAT (EDIPI) sl At
ME—AriH. HRUEEE subject. subuid. an_other 1 an_rfc822.

<cert-uniqueid-regex>

i IEWR S, 12T PE AN BT T ] 25 5 ¥ 7 B b e — b

Ho
<ldap-uniqueid-search-field>
faE 7% EDIPI BILAtE— 5 IRK) LDAP S T-BLo
<ldap-cache-lifetime>
R A1 1) LDAP B HRAT RN S I 1) CLARD LA
BERBRMEBCE ) F, MIARZELF LDAP Hifk.

EAEEZ R E SRR, KA RE % LDAP 4 H, ZAE4 HE
RN IERIME, A Nk,

s
F8 32 IR AEAEAE XML SCEE R IR S B HEA TN . s 552 kv Rohn
BERRUE (AES), EAEAME SISO, EIRSS A & BEREARR
RNEE ., N2 50K H Base64 4, LLAERK W75 XML St A
b T TEN T 1 e

I FBCE BCE (S B, 1S E SCARVES (p. 165).
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(AJ3%) BCE SCARVES LAf# FH CRL
CRL Z4¥5 & ATV EAN S B o — R LRERCE — CRL.

FEEER ! WRACE SCARVESconfig.xml LML CRL, 414
<ocsp-enabled> Z: ¥ [F) OCSP {H ¥ & 4 False, LMEAE F— 5 3R Io4s
J& 3)) SCARVES.

AL XML ST s

<SmartCardsService>
. Service Parameters ...
<Daemon ...parameters...>
. More daemon parameters...
<crl>
<crl-enabled>true</crl-enabled>
<crl1-dp>false</crl-dp>
<crT-url>...URL containing CRL files...</crl-url>
<crl-dir>...dirname containing CRL files...</crl-dir>
<cr1-pol11-int>30</crl-poll-int>
</cri>
. LDAP Description...
</Daemon>
. more Daemon descriptions ...
</SmartCardService>

FTLARCE LU 24
<crl-enabled>

LA B RN True, 525 & UM CRUSCHR . HAZ A B BN

False K SLVFJi G REFEALIH OCSP.,
<crl-dp>

i NI N3 CRL 3L 3 K A
<crl-url>

a8 2 CRL S URL,
<crl-dir>

fi e A CRL U H S A4 K
<crl-poll-int>

¥8EFE CRL H %8l CRL URL A 14387 1 B3 L5 1F) CRL SCAF AR (LA
oA o CEAAFIET .. R ARIEEIZS L BRI [a) (]
k& ok 60 F5.,

HRMNHGE & E R TEAE R, 1SS0 E SCARVES (p. 165).
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(HJ#%) HECE SCARVES LL{#H oCSP

OCSP ZHifig e fi ] OCSP HEAT R RE- RIS IEITH M PRI R . WERAE 1%
PRS0, U AR S PR CRL BB I

FEEER! WIS SCARVESconfig.xml LIME ] OCSP, A5k
<crl-enabled> 4 [F] CRL(H & N False, VUMELER— )5 R LA S
)] SCARVES.

AL XML SR s

<SmartCardService>
. Service Parameters ...
<Daemon ...parameters...>
. More daemon parameters.. .
<ocsp>
<ocsp-enabled>true</ocsp-enabled>
<ocsp-aia>false</ocsp-aia>
<ocsp-cert-alias>ocsp_gacle3</ocsp-cert-alias>
<ocsp-url>http://gacle3:3501/responder</ocsp-url>
</ocsp>
. LDAP Description...
</Daemon>
. more Daemon descriptions ...
</SmartCardService>

A LARCE DU Z4
<ocsp-enabled>
WAL BN True, F455E 5 & HEFEATH OCSP.

<ocsp-aia>

WA e R S IR B (E B E R True, B da & BAUE BV
] (AIA).

<ocsp-cert-alias>

/2 OCSP N s F SR 2B b (FUE P 44 o an i s FiZThie, 1%
i\ OCSP IR%5 #UE 5 b T (51T keystore 1o

<ocsp-url>

}85€ OCSP W& #81) URL.

HRMHEE & E RTENEE, 1SS SCARVES (p. 165).
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715 SCARVES Bt B 3 {4

LU R B4R EE SCARVESconfig.xml it & SCAF ) —58 50 B X T A
Ji G REFERAY FH— > CRL RS 23 F1— ™ LDAP R 25 25 50 1F 47 R

BARATLLAE P AN I R N A7 AE AT D0 R BCE XML, (HAR 2 OCSP B
CRL i i & Jm 1

<?xml version="1.0" encoding="UTF-8"7>

<SmartCardsService>

<trust-keystore>../keystores/daemontrust</trust-keystore>
<trust-keystore-pass>YEDZLWYyEVTnCfzS+rYTfC41uWooJuIbliHE+ZgKPvUY=</trust-keys
tore-pass>

<debug>0</debug>

<jvm-arg>-mx1024m</jvm-arg>

<Daemon name="daemon-crl-1" port="9999">
<keystore>. . /keystores/daemoncert</keystore>

<keystore-pass>YEDZLWYEVTNCfzS+ryYTfC41UwooJuIbJiHE+ZgKPvUY=</keystore-pass>

<cri>
<crl-enabled>true</crl-enabled>
<crl1-dp>false</crl-dp>
<crl-url />
<crl-dir>../cr1s/daemon-cril</crl-dir>
<cr1-polT-int>600</crl-pol1-int>

</crl>

<ldap>
<ldap-enabled>true</1dap-enabled>
<ldap-hostname>hostl</ldap-hostname>
<T1dap-port>24000</Tdap-port>
<ldap-ss1>false</ldap-ssi1>
<ldap-base-dn>ou=people,dc=abc,dc=com</1dap-base-dn>
<ldap-user-dn>uid=JDoe,ou=people,dc=abc,dc=com</Tdap-user-dn>

<ldap-user-pass>05v2irwzg8039L6ANGi c241Uwi0JuIbJiHE+ZgKPVUY=</1dap-user-pass>
<cert-uniqueid-field>subject</cert-uniqueid-field>
<cert-uniqueid-regex>CN=\w*\.\w*\. (\d+) ,</cert-uniqueid-regex>

<ldap-uniqueid-search-field>facsimileTelephoneNumber</ldap-uniqueid-search-fi
eld>

</1dap>
</Daemon>
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<Daemon name="daemon-ocsp-1" port="9998">
<keystore>../keystores/daemoncert</keystore>
<keystore-pass>YEDZLWYEVTnCfzS+ryYTfCc41luwooluIbliHE+ZgKPvUY=</keystore-pass>

<ocsp>
<ocsp-enabled>true</ocsp-enabled>
<ocsp-aia>false</ocsp-aia>

<ocsp-cert-alias>ocsp_gacle3</ocsp-cert-alias>

<ocsp-url>http://gacle3:3501/responder</ocsp-url>

</ocsp>

<ldap>
<ldap-enabled>true</1dap-enabled>
<ldap-hostname>hostl</ldap-hostname>
<ldap-port>24001</1dap-port>
<ldap-ss1>false</Tdap-ss1>
<ldap-base-dn>ou=people,dc=abc,dc=com</ldap-base-dn>
<ldap-user-dn>uid=JDoe,ou=people,dc=abc,dc=com</Tdap-user-dn>

<ldap-user-pass>05Vv2irwBg8039H6ANG1 c377UwooJuIbJiHE+ZgKPVUY=</1dap-user-pass>
<cert-uniqueid-field>subject</cert-uniqueid-field>
<cert-uniqueid-regex>CN=\w*\.\w*\.(\d+) ,</cert-uniqueid-regex>

<ldap-uniqueid-search-field>facsimileTelephoneNumber</ldap-uniqueid-search-fi
eld>
<ldap-cache-11ifetime>300</1dap-cache-11i fetime>
</1dap>
</Daemon>

</SmartCardService>

J& BhA14E 1 SCARVES

SCARVES & —> Java R, &2/l 1 520U SCARVESconfig.xml it & SCAF
kG G, JEATR R MR S — NG SRR . W
BLLL AT 1530, SCARVES &5 1l—ANa 6k, JHRsh— M BimE &
R

AN G HERE

n AN G BERETCT S AR O

AN E G RERETCVEN HEAS XML ping iHS i Y.
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KruEF e 23

HHATL TP
n U root JH /T BB CA APM IR 4528 315 Il iy 4R 4T o
£E Windows EH R

»  IZATEBNHLAL P LS Bl SCARVES:

<SCARVES_HOME>\bin\StartSCARVES-NT.bat

n AT IR FE A5 1| SCARVES:
<SCARVES_HOME>\b1i n\StOpSCARVES—NT .bat

¥£ Linux B3

n  E1T)HBIHIA LLE Bl SCARVES:
/etc/init.d/SCARVES start

n IEATE AR U 1 SCARVES:
/etc/init.d/SCARVES stop

w IEATERNE A LLEHT JH 3l SCARVES:

/etc/init.d/SCARVES restart

7 Unix BHR

m i start iy 4% LLJH 3)) SCARVES:
<SCARVES_HOME>/bin/scarves start

» i\ stop T4 LAF 11 SCARVES:
<SCARVES_HOME>/bin/scarves stop

m 1Z17 status #g 2 LAIRHL SCARVES R4
<SCARVES_HOME>/bin/scarves status

FERCESCRAE RO RAEZ 5, WKL BRI VA 1 LU bl 2050
JA
BEHITUT S R:

1. NG RS EIIE S CAAPM 2 )5, i 52 WebView. Web Start
o}, CEM #HHl6 «

BB —AN T, PR EA T AR ARSI (PINY.
2. A PIN,

3. TN &AL T <SCARVES_HOME>\log H s H & SCf:Fhid st —4¢
L GLARIEPS S
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X CAAPM 4 fiE < B 40 46 UE AT i B B

it CAAPM £ e 50 I UL EAT WOk i

WP IRRA A S AT LA B s A R AR RE R 7 S T 1 B PRl AU R0
o

DA #8232 6L T %58

SCARVES Jui2)i1 4] (p. 176)

OCSP %k KIK (p. 178)

CRL % UE R (p. 178)

OCSP JIR55 # A M VY (p. 179)

LDAP JIlt 55 A5 A M MY (p. 179)

W31 CRL %1% (p. 180)

I E H 2 ASLE LDAP AR (p. 181)
R P e 4 45 1% (p. 181)

W E) LDAP AHC B I (p. 182)
LEANP AT S Ok AR PR T4 (p. 182)

SCARVES T2 3h
F£ Windows. UNIX F Linux _EHRK
FEAR :

AT BE R S AR ST B2 AR,  SCARVES ok hsl, Jf
HI LT AR

[ERROR] [btpool10-2] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: M iEiFEH3REUT i 4.
java.net.ConnectException: ERMIEL: &R
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ERTTR

21 SCARVES JGik Ji s 4l R v B [BIINF,  m] DLSEAT b HE R KA e 1%
[E1F=

X} SCARVES )3 3) ) AT Wi R HEBR
1. $TJF{iT <SCARVES_HOME>\logs H'It) scarve.log LA
2. WALk T 77 DEBUG #EC A A v ., W) SCARVES A4 1A
o AT LA AT LN ERAEREAT bR HE R -
»  IUELE wrapper.conf SCHHERAL) WM SEUE S A AL Hila:
wrapper. java.command=C:/Progra~1/Java/jdkl.6.0_20/bin/java
o RO SLAE scarve.log SCHPRICE T W TR, SR (L
Fik, T RN BLR A A A S G R - (R ]
netstat -ao | find <port-no>
W A% S O, TGN S, PR B R
WA AN E— 1 3 115

s WIFET CIEMI S SCARVESconfigtemplate.xml 7 1) J& AR R %

J—:t o
n W UFN T <SCARVES_HOME>/keystores 1] keystore A2 75 Af
)EH o

3. WRARICH 4 DEBUG F( F A %5 S, 15 B8 20 %% SCARVES.

ER: WREEITE A, SORE config M1 keystores 1~ H %K)
A

4. TS5 SCARVES,
A DA R R T S S0IE

e
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X CA APM %4 B8 - B 47 B AE A T i s HE B

OCSP i 2R Kt
#£ Windows. UNIX I Linux B %%
AEAR :
A A Web J S SR FEIE NG RAET T, OCSP Bk 2RI, It B
DU R

[ERROR] [btpool10-0] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: 5 OCSP JI4s#sIpe ZR i HI B o) i

R TR
IS TS A] LU 5587 58 5 OCSP IR 452517 1] OCSP fIR45%%

EH)H3h oCsP:
1. M services.msc FHT 3 5l OCSP 5545 -
2. FT IR S A R0k

OCSP Hrilk &L o

CRL KHiIE Rt
7£ Windows. UNIX F Linux _EH%%
RN
SN HEANEC B CRL PR 3 B R UEAT B 4 00F 2RI
fBPTTR:
ARAEAE Y CRUEAT BOAIE B ) J, P LA AT B HE B R ol i)

X} SCARVES J& 3 ) AT B B
1. $TIFA7 T <SCARVES_HOME>\logs 111 scarve.log LA
2. WRAFAE CRL B H VR4 (5, 0 CRL ST 23 4.
TRl CRLSCHFBEE 23— K.
3. NEURFTHY CRL 3.
CRL B IF i My o
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OCSP R 55 25 o< M i

7E Windows. UNIX FI Linux EE%L
FER :

2] OCSP I TIREAT R BE K S BHE RS, OCSP kg5 KW, I
LR R

[ERROR] [btpoo10-0] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException:

fEPRTT R+

P SO 4 OCSP e d5-4% JCi2 R 8, mI ATEAT kel B R Ak 122 1)
.

Xt OCSP HR 45 as 2t AT i R HFRR -

ANV B AN services.msc BHT )R 5l OCSP ARSS 25 1 K141 o

m  IG1E SCARVES FI1 OCSP 2 [H] ¥ A i) A H & A0 7] o W SRANAHIA], K
BRI TE R

LDAP fz 55-% A% e .

7E Windows. UNIX fI Linux _EH3%
FER s

IR AR B BE R S IAE I, LDAP RS a5, FFHBLLL R WY
1%\-

[ERROR] [btpool10-2] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: LDAP JR45#sAHiN.

JRPRTTR

WL LDAP kS5 28GR 3, WGV VS i) £F SCARVESconfig.xml SCAFH &
SE 1) LDAP S5

X} LDAP [k 55 25 HEAT WUREHERR :

w IR O RS Y I (E A LDAP BCE

»  K0UF LDAP iRZS# e nl

»  IOUF LDAP 55 ds it f5 LA sl FFistT
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B e RS I UEBE TR SRR

W2 CRLAFR

7E Windows. UNIX FI Linux EE%L
FER :

MBI CRUEIHEAT R Be R SR I ERS, £ T
<SCARVES_HOME>/logs H s 11] scarve.log U H0¥ I LL R 527 B
[ERROR] [btpool10-12] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: iFHiti, aipkimsy, BT
BAIE

R R B S H SO g sk AL CRL S PRI B
ERTTR

WA RS ANEC BN S CRL A EE R JGE AT A RE R ah sk A7 5 1356
UE,  TEXHZ ) ST i HERR
X CRL BEAT MUk«

»  {ifiik SCARVESconfig.xml SUA 5 (1) S JEAE <SCARVES_HOME>/crls
HSPAEE s WRAAAAE, T DL N AE:

1. 3| <SCARVES_HOME>/conf 4] JF SCARVESconfig.xml .
2. HEHH85E ) <daemon-name> [F & FK.

3. 3| <SCARVES_HOME>/crls H 3%, FHAdHAHIA] ) <daemon-name>
Bk

4. 4 CRL U R1% H s I 581 i ) SCARVES.
»  IGUEN CRL 5 & HERE PRI A 40T R AR 2 75 1A o
1. %3] <SCARVES_HOME>/conf 3131 J SCARVESconfig.xml .
2. BOUEH CRL A7 B SRR B AT 5 IR/
3. IXFERGUE SCARVES /& 15 e IR R AL 7 CRL SCAF (1) CRL 3Lk
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W2 Fi 2 ASTE LDAP H P45 R
1E Windows. UNIX 1 Linux _EH %%
AER

MR R R B IUER, 1E
<EM_HOME>/logs/IntroscopeEnterpriseManager.log SC4-7 B LL %
MEDSY:

WEIF P AYE LDAP R

ERTTR

AL LDAP (R P H s i 7 VR4S g S LDAP I, 2 R AL IX R
Mo AT LLGEIIZNII—AN LDAP I/ H 3k R Ao i% n) L.,
7510 LDAP R 7 B3R
1. %31 <SCARVES_HOME>/conf }{:4] 7 SCARVESconfig.xml -
2. EXLUT et
facismilenumber
i N TS HIUE 15 1% EDIPL 45
uid
il FHARAE T AV AS BRSO P 8 s 4t T i H P A4 S N S 1k
3. HHT %) SCARVES.

KB IE A R R
7E Windows. UNIX Fl Linux _EHZL
RER :
LA RE R S I E s, IR A R R
[ERROR] [btpool10-2] [Manager.SCAuth]

com.wily.introscope.spec.server.user.SCException: MZ B3 i 4.
java.net.ConnectException: ERMIEL: &R

KRB S scarves i, BIEIE VT XA scarves ST, £t
AL
WYTTR:

» %] <SCARVES_HOME>/conf, 1T SCARVESconfig.xml, FFIiF
SCARVES T M4 &5 1EH.
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%} CAAPM %

B e RS I UEBE TR SRR

K2 LDAP KR ECE K% 1R

7E Windows. UNIX FI Linux EE%L
FER :

MR R R SO IRAER, RV RS H B0 BB TS
TR R

[ERROR] [btpool10-0] [Manager.SCAuth]
com.wily.introscope.spec.server.user.SCException: ARlE LDAP

KA e XIP) scarves S, B TGVEVS A€ LT scarves SEBI I, 21k
Zﬁﬂgfigﬁ%alﬁ
R R:

m ;3| <SCARVES_HOME>/conf, ]I SCARVESconfig.xml, JFFEUEIZIL
PEH(#) LDAP A 22 A5 A7 AE HLAHER o

FEARNV B ELAS R AE R FHISE

#£ Windows. UNIX fl Linux E5%%
AEAR -
SRR R GO IIER, IR TFHI4h.
fBPTT R
RAFRTGIAMT, AT LAEAT b HE B AR i )
XTI ST IR HERR -
1. % %] <SCARVES_HOME>/conf 3141 7 SCARVESconfigtemplate.xml .

2. IGIEAE SCARVESconfigtemplate.xml P 5E SUIY) keystore Ja Ik & 75 HEAff

3. IR 2E O AR A 244 UETS N SCARVES T BI7E & P30 e X
1] keystore 1,

4. UiF <EM_HOME>\config " 1¥] keystore [¥)J@ M /& ERfG, H B2E400F
BT <SCARVES_HOME>/keystores/daemoncert H >k . W H
BEAUETIATAE, WERAE T H B E LS keystore .

FRIEPHHEARER, FSMH:

iJniMHJS (p. 161)
iE 1014 (p. 162)
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